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GLOSSARY 
 

Administrative access scheme 

 

A scheme developed by an agency which enables the public 
to access information from the agency without making a 
formal access application.   

Agency A department, local government, public authority, GOC or 
GOC subsidiary which is subject to the RTI Act.  For the 
purposes of this submission, agency includes a Minister 
unless otherwise indicated.  

Amendment application An application made under Chapter 3 of the IP Act to 
amend personal information.  

Application form The approved application form to be used when making an 
access application under the RTI Act or Chapter 3 of the IP 
Act.  

CEN Charges Estimate Notice: an estimate of the charges an RTI 
applicant may have to pay for their access application. 

Considered decision A decision to grant or refuse access to document in 
response to a formal access application.  

Consulted third party A third party who is being consulted about the release of a 
document because the release may be of concern to them.  

Contrary to the public interest information Information which has been subject to the public interest 
balancing test with the result that a decision-maker has 
decided it would be contrary to the public interest to 
release it.  

Deemed decision Occurs where a decision on a formal access application is 
not made on time.  The RTI or IP Act deems that the agency 
has decided to refuse access to all documents applied for.  

Disclosure Log A list of documents released in response to RTI access 
applications, generally published on the agency website. 

Departmental and Ministerial disclosure logs contain 
additional information about the application and the 
applicant.  

Exempt information Information which falls into one of the categories listed in 
schedule 3 of the RTI Act.  
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Formal access application, access 
application 

An application for access to documents made under the RTI 
Act or Chapter 3 of the IP Act. 

GOCs Government Owned Corporation 

IP, IP Act Information Privacy Act 2009 

OIC Office of the Information Commissioner 

Ministerial Guidelines Mandatory guidelines issued by the Minister responsible for 
administering the RTI Act which provide agency guidance on 
publication schemes and disclosure logs.  

Processing period The time in which an agency is entitled to deal with and 
make a considered decision on a formal access application.  

Personal information Information or opinion about an individual whose identity is 
reasonably ascertainable.  

Public interest balancing test The act of identifying the factors favouring disclosure and 
the factors favouring non-disclosure relevant to a document 
to decide if it is contrary to the public interest to release it.  

Public interest factors The irrelevant factors, factors favouring disclosure of 
information, and factors favouring non-disclosure of 
information listed in schedule 4 of the RTI Act.  

Publication scheme A collection of seven categories of information about an 
agency which an agency is required to routinely publish.  

RTI, RTI Act Right to Information Act 2009. For the purposes of this 
submission, references to the RTI Act also include chapter 3 
of the IP Act. 
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SUMMARY OF OIC RESPONSES TO THE LEGISLATIVE REVIEW OF THE RTI ACT AND 
CHAPTER 3 OF THE IP ACT  
 

Part 1: Objects of the Act – push model strategies 
1.1 OIC submits that the primary object of the RTI Act remains valid and is increasingly 

relevant to and consistent with community expectations about open, accountable and 
transparent government. 
 

1.2 OIC submits that the push model is appropriate and effective.  It allows for greater and 
more timely, less formal, and less costly access to government held information. 

OIC submits that greater emphasis should be placed on the push model and 
recommends that further tools be introduced to facilitate this, including legislative 
amendment to:  

• to include in Chapter 2 of the RTI Act a clear requirement to adopt 
administrative access schemes where appropriate  

• require all agencies to publish details on their website of how and what 
administrative access is available as part of their publication scheme  

• include high-level guidance in the Ministerial Guidelines on developing 
administrative access schemes  

• amend the protections in the RTI Act to cover: 
o documents published as part of an agency or Minister’s Publication 

Scheme under section 21 of the RTI Act  
o policy documents required to be published under Section 20 RTI Act  
o documents released under an effective administrative access scheme 

that meets the criteria in the Ministerial Guideline; and 
• to make it mandatory for all agencies (not just Ministers and departments) to 

have disclosure logs.  
 

Part 2: Interaction between the RTI and IP Acts 
2.1 OIC recommends a single point of entry for the right of access within the RTI Act. 

OIC recommends the following consequential changes if access rights for personal 
information are relocated to the RTI Act, including: 

• relocating amendment rights for personal information from the IP Act to the RTI 
Act; and 

• mechanisms in the RTI Act to exclude wholly personal applications from 
application fee and disclosure log requirements.   
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Part 3: Applications not limited to personal information 
3.1 – 3.3 OIC recommends that: 

• the processing period should be suspended during the section 40 process 
• the requirements for an agency to again consider whether an application can 

be made under the IP Act should be removed and an alternative process, 
similar to the process set out in section 61 of the IP Act be investigated as an 
alternative; and   

• the timeframe in section 54(5)(b) IP Act should be amended to ten business 
days. 

(OIC notes that if its recommendation at 2.1 is accepted these issues are no 
longer relevant.) 

Part 4: Scope of the Act 
4.1-4.2 OIC considers no amendments to the Act are required to enable decision-makers to 

refuse access to a document which is neither a document of an agency nor a document 
of a Minister. OIC submits that the power is one which decision-makers and the OIC 
already possess as part of their inherent powers to decide jurisdictional matters relevant 
to their decisions. 

4.3 OIC recommends that the timeframe for making a decision that a document or entity is 
outside the scope of the Act be extended from 10 business days to the processing 
period that applies for other types of decisions under the Act. This would ensure 
consistency with other provisions regarding general processing timeframes in the Acts 
and enable certainty regarding when decisions ‘go deemed’.  

 
4.4 No recommendation made, however OIC notes that GOCs appear to be currently 

complying well with their obligations under the RTI Act.   

 
4.5 No recommendation made. 

4.6 OIC recommends that the Government:  

• consider the impact greater use of the non-government sector to deliver 
services will have on the community’s right of access to information; and  

• investigate mechanisms to ensure accountability and transparency of 
government expenditure on services outsourced to non-government entities. 

However, OIC does not recommend that contractors be made an agency that must 
process and decide access applications under the RTI Act.   
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Part 5: Publication Schemes 
5.1-5.2 OIC recommends that all agencies with websites be required to publish their publication 

schemes on those websites. 

OIC recommends agency publication schemes be required include a link to relevant data 
on other websites, for example the Queensland Government Data website.  

5.3 OIC submits that there are new ways of making government information available that 
do not require legislative amendment.  
 

Part 6: Applying for access or amendment under the Acts 
6.1-6.2 OIC recommends amending the RTI Act to allow agencies the flexibility to create their 

own application forms that comply with requirements set out in the relevant Regulation.  
OIC recommends retaining the whole of government forms for use by agencies who 
choose not to develop their own form.  
 

6.3 OIC does not recommend expanding the list of people authorised to certify evidence of 
identity for RTI and IP Act applications. 
 

6.4 OIC recommends that the requirement to provide evidence of identity and authority be 
removed for legal representatives who have been retained by the applicant to act on 
the applicant’s behalf. OIC does not recommend removing it for other agents.  
 

6.5 OIC recommends including in the Act a greater discretion to refund or waive the 
application fee.   
 

6.6 OIC recommends that the provision in the RTI Act specifically enabling applications by a 
parent on behalf of a child be removed so that the general agency provisions apply.  

OIC recommends that the provision regarding refusal because disclosure is not in the 
child’s best interests be retained.  

6.7 OIC recommends that, to increase certainty and consistency, timeframes be simplified 
by providing that there is a single period of time for processing applications—the 
processing period—which is increased to include any further period in which the agency 
is entitled to continue working on an application.  
 

6.8 OIC does not recommend amending the Act to allow an agency to continue processing 
an application indefinitely until such time as they are notified a review has been sought.  

OIC recommends investigating a mechanism that will reduce red tape and the 
administrative burden on agencies by introducing more flexibility into time periods for 
decision making.   

OIC also recommends amending the Act to provide that a deemed decision occurs 
where a decision is not made by the end of the processing period. 
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6.9 OIC considers the Charges Estimate Notice system  is beneficial and does not 
recommend it be removed as long as the current charging regime is in place.   

OIC recommends that a specific review of the current charging regime be undertaken to 
streamline the charging process.  

6.10 OIC recommends that the number of Charges Estimate Notices an applicant can receive 
remain limited to two.  
 

6.11 OIC recommends against making the amount of the charge a reviewable decision and 
notes its recommendation at 6.9 that a review of the current charging regime be 
undertaken.  

OIC also notes that any introduction of a right of review involving the amount an agency 
charges would require additional OIC resources to meet additional demand for external 
review. 

If it is decided that the amount of charge should be reviewable, OIC recommends that it 
not be an absolute right and suggests that only total charges over a certain amount 
should be reviewable, for example where an agency has assessed the charges as being 
over $500.00. 

6.12 OIC recommends that the requirement to provide a Schedule of Documents be omitted 
from the RTI Act and that mechanisms for facilitating communications between 
decision-makers and applicants, as discussed at recommendation 12.1, be investigated. 

 
6.13 OIC recommends lifting the threshold in section 37 of the RTI Act from ‘concerned’ to 

‘substantially concerned’,  reinstating the narrower test for required consultation with 
third parties about intended release of documents.   

6.14 OIC recommends that section 37 of the RTI Act  be amended to provide that an agency 
may disclose the applicant’s identity to a third party being consulted under that section 
as long as doing so is not an unreasonable invasion of the applicant’s privacy. OIC 
further recommends that details about this possible disclosure be required as part of an 
application form’s collection notice. 

OIC does not recommend amending section 37 to permit a decision-maker to tell the 
applicant who is being consulted on the application.   

 
6.15 OIC recommends permitting agencies to transfer part of an application where it relates 

to a document held by two entities and the responsibilities of the second agency are 
more closely aligned with the document than the first agency.  
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6.16 OIC recommends replacing the Acts Interpretation Act requirements for reasons for 
decisions with specific RTI Act requirements, with a focus on brevity and clarity.   

6.17 OIC does not consider any changes to section 55 of the RTI Act, which allows agencies to 
neither confirm nor deny the existence of documents, are necessary.  OIC does not 
recommend introducing a requirement that agencies provide further detail about the 
nature of the prescribed information. 

6.18 OIC recommends that there should continue to be no right of review for the content of 
a notation made by an agency in response to an amendment application. 

Part 7: Refusing access to documents 
7.1 OIC considers that listing excluded documents in schedule 1 and excluded entities in 

schedule 2 is an efficient and appropriate approach to enable refusal of access to 
specific types of documents and exclude particular entities, or part of their functions, 
from the application of the Act. 

OIC recognises that any additions to schedule 1 or schedule 2 could occur only after 
detailed consideration and consultation. 

7.2 No recommendation. However OIC notes that the public interest test provides agencies 
with significant flexibility to make decisions that reflect the extent of their concerns 
regarding disclosure of documents. In the event a new exempt information category is 
considered, careful consideration and consultation would be necessary to ensure it is 
consistent with the overall objects of the RTI Act.  

7.3 OIC considers that the public interest balancing test is working well.  OIC recommends 
that the factors in schedule 4, Parts 3 and 4 be combined into a single list of public 
interest factors.  Further, OIC recommends that consideration be given to grouping the 
combined factors into related groups. 

OIC recommends that section 49(3)(a) of the RTI Act be amended to clarify that  
decision-makers are only required to identify irrelevant factors listed in schedule 4, part 
1 and any further irrelevant factors that arise in the circumstances of that application. 

7.4 OIC recommends that the wording of items 1, 2, 3, 9 and 10 in schedule 4, part 4 be 
amended so that those harm factors need only be considered when the relevant 
outcomes could reasonably be expected to occur. 

OIC does not consider that any other changes to the public interest factors are required. 

7.5 No recommendation. However, OIC notes that the RTI Act includes a broad range of 
existing protections for communications between Ministers and departments.  

 



15 

 

 

7.6 No recommendation. However OIC notes the Hawke Review discussion and 
acknowledges the Australian Information Commissioner’s comments that disclosure of 
incoming government briefs may diminish the value of such briefs. 

7.7-7.8 OIC recommends that no legislative change is required to clarify the operation of the RTI 
Act.  OIC considers that existing provisions provide sufficient flexibility to deal with 
Commission documents after the Commission of Inquiry has ended. 

7.9 No recommendation. However, OIC considers that existing provisions provide sufficient 
flexibility to deal with applications for information relating to mining safety. 

7.10 No recommendation.  However, OIC considers that existing provisions provide sufficient 
flexibility to deal with access applications for information about successful applicants for 
public service positions. 

Part 8: Fees and charges 
8.1 OIC submits that the basis for access to court records is fundamentally different from 

access to government-held information under the RTI Act. 

8.2 No recommendation. However, OIC notes that some exceptions to fees and charges 
currently exist.  

8.3 OIC recommends that, rather than suspending the processing period while a non-profit 
organisation applies to OIC for financial hardship status, non-profit organisation who 
wish to have their processing and access charges waived on the grounds of financial 
hardship be required to apply for financial hardship status before lodging their access 
application with the agency.    

8.4-8.5 OIC recommends that a mechanism be inserted into the RTI Act allowing applications for 
information about people treated in multiple health services to be made with a single 
application fee.    

OIC recommends investigating adaption of the existing transfer provisions as a 
mechanism for allowing applications to be made across multiple health services with a 
single application fee. 
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Part 9: Reviews and appeals 
9.1-9.2 OIC recommends that the legislation be amended to: 

• make internal review mandatory 
• broaden OIC’s power of remittal back to agencies where: 

o further searches to locate documents are required  
o further searches at OIC’s instigation have located documents, and an 

initial decision regarding those documents is required 
o the agency decision/s to address a jurisdictional or threshold issue has 

been reviewed by OIC and an initial decision regarding substantive issue 
of access to the documents is now required 

o consultation with relevant third parties has not occurred and is 
required; and 

• allow OIC to remit decisions back to the agency without the agency requesting 
further time.   
 

9.3 OIC submits that applicants should be entitled to pursue sufficiency of search concerns 
through both internal review and external review. 

OIC recommends that the definition of “reviewable decision” be expanded to include 
sufficiency of search. 

9.4 OIC recommends that consideration be given to lengthening the time period in which an 
agency must decide an internal review and to allowing an applicant to give an agency 
extra time to make a decision.  

9.5 OIC submits that the protections in the RTI Act currently apply to the release of 
documents as part of an informal resolution. However, if greater certainty is required, 
OIC recommends amending section 169 to explicitly include documents released as part 
of informal resolution.  

9.6 OIC considers the current model of mandatory external review prior to right of appeal to 
QCAT is efficient and effective.  

OIC does not support adopting the Commonwealth model, with review rights to the 
Information Commissioner or the Tribunal, in Queensland.   

Part 10: Office of the Information Commissioner 
10.1-10.2 OIC considers current legislative provisions are  sufficient to allow OIC to deal with 

repeat applicants.  Further, OIC submits existing legislative tools are sufficient for 
agencies to deal with excessive use of agency resources by repeat applicants.  However, 
OIC considers that agencies may not be using existing tools where it is appropriate to do 
so.  
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10.3 OIC submits that it does not require additional powers to obtain documents as part of 
its performance monitoring, auditing, or reporting functions.     

10.4-10.5 OIC does not consider that legislative timeframes for external review should  be 
introduced.   

Part 11: Annual reporting requirements 
11.1 OIC recommends that the information agencies are required to report annually be 

revised to minimise administrative burden, improve utility of data, and facilitate 
timeliness of reporting. 

OIC recommends that alternative approaches to collection and reporting of data be 
investigated to ensure data is available online as soon as possible after each financial 
year, consistent with the push model and open data initiative.  

 

Part 12: Other issues 
12.1 OIC recommends investigating a method of including a period of time for negotiation 

for, and  clarification of, access applications prior to commencement of the processing 
period. 
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EXECUTIVE SUMMARY 
 

The Right to Information Act 2009 (Qld) (RTI Act) and the Information Privacy Act 2009 (Qld) (IP Act) 
provide a strong foundation for Queensland public sector agencies to adopt a ‘push model’ approach 
in conducting their activities. Since commencement of the legislation in July 2009, the Office of the 
Information Commissioner (OIC) has observed considerable progress in movement to a presumption 
of pro-disclosure and, importantly, proactive disclosure by agencies. This has increased the flow of 
information to the community as part of how agencies routinely operate and is also evident in the 
findings of OIC’s performance monitoring activities.  

OIC welcomes the opportunity to respond to this discussion paper.  As the objects of the review 
include investigating specific issues recommended by the Information Commissioner, OIC provided 
key issues in June 2011 and March 2013 for investigation during the review.  This submission draws 
on over four years of stakeholder feedback and our experience in applying the legislation and 
focuses on issues which have caused difficulties and hindered the efficient and effective operation of 
the legislation for the community, agencies, and OIC.  

OIC considers the primary object of the RTI Act—to give a right of access to information in the 
government’s possession or under its control unless, on balance, it is contrary to the public interest 
to do so—not only remains valid but is critical to achieving and maintaining open, accountable and 
transparent government.  The OIC submits that the RTI Act and its provisions are appropriate to 
meet its primary objects.   The public interest test complements the exempt information provisions 
to ensure the appropriate balance of public interest factors regarding disclosure. However, OIC 
recommends investigation of specific issues to improve the operation of the Act and support the 
push model.  

It is also critical that the legislative framework be supported by strong leadership and expectations 
of the public service. The effectiveness of strong leadership has been recently demonstrated by 
Premier Newman’s Open Data scheme, a push model initiative that requires agencies to publish data 
online, which has facilitated the broader cultural change required to realise RTI objectives.  

In June 2013, the Queensland Police Service launched the Online Crime Statistics Portal. Linked to 
geospatial information, this is a significant achievement, consistent with the Open Data initiative, 
recommended by OIC in its 2011 Queensland Police Service Compliance Review1 . This portal 
provides the community with an interactive tool that enables access to timely crime data.  

OIC’s performance monitoring activities have found , since the first self-assessed Electronic Audit in 
2010, that there has been an improvement in reported compliance with RTI obligations across all 
agencies. 85% of agencies reported in 2013 that they had fully or partially implemented their 
obligations under the RTI and IP Acts. Similarly, OIC’s Desktop Audit reports of agency websites in 

                                                           

1 < http://www.oic.qld.gov.au/__data/assets/pdf_file/0007/7792/report-qps-2011-review-report.pdf> 
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2012-132 show that agencies have continued to improve legislative compliance with online 
publication schemes and disclosure logs, two of the RTI Act’s key push model strategies. 

OIC has effectively implemented its assistance and monitoring functions created by the RTI Act, 
supporting agencies to improve RTI practices and promoting greater awareness of information rights 
and responsibilities. OIC provides extensive online resources, including annotated legislation, 
operates an Enquiries Service for the community and agencies, and provides training, delivered 
online and in face-to-face workshops.  OIC’s performance monitoring activities have brought about 
substantial change to agency compliance with RTI and IP obligations, including through 
comprehensive compliance reviews.  

Key issues OIC recommends be considered in this review relate to consolidating access applications 
under a single Act; mechanisms to assist in managing demand for external review, including 
broadening the ability to remit external reviews back to the agency; streamlining legislative 
processes; and increasing certainty and consistency.  OIC also recommends that changes be made to 
provide greater support to the push model, including strengthening publication scheme, 
administrative access and disclosure log requirements. The recommended changes will in turn 
increase certainty for all parties, reduce red tape for both agencies and the community, and help 
prevent inefficient use of agency and OIC resources. 

OIC considers that the public interest test provides agencies with significant flexibility to make 
decisions that reflect the extent of their concerns regarding disclosure of documents.  The public 
interest test complements the existing categories of exempt information Parliament has decided 
would clearly be contrary to the public interest to disclose. In the event any new exempt information 
category is proposed, careful consideration and consultation would be necessary to ensure it is 
consistent with the overall objects of the RTI Act. While some may seek the certainty of an explicit 
exemption, such provisions do not have the flexibility of the public interest test, an effective tool 
which allows decision makers to take into account all public interest factors relevant to the 
particular circumstances of each case. OIC has recommended that the public interest test be 
simplified to in turn streamline decision making. 

OIC has experienced a significant increase in demand for external review since commencement of 
the RTI Act in 2009. Approval to increase the OIC budget to address additional demand has been 
provided on an annual basis, pending resolution of potential policy solutions through this review.  

External review demand continued to increase in 2012-13, to a record 533 applications, indicating 
that the increased demand is not the short-term result of applicants and third parties testing new 
legislation; as such, a permanent solution is required. To assist in addressing this demand, 
particularly for applications prematurely coming to external review, OIC has recommended that 
several changes be considered, including reinstating mandatory internal review and broadening the 

                                                           

2 < http://www.oic.qld.gov.au/__data/assets/pdf_file/0008/22310/report-results-of-desktop-audit-2012-13.pdf> 
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power to remit certain external reviews to agencies for decision. These changes would contribute to 
reducing demand and the more efficient and effective use of government resources. 

There are broader issues of particular relevance to effectiveness of right to information: changes in 
information communication technology and opportunities for government, and the impact of 
increased outsourcing of government services.  

These issues raise challenges for government in ensuring agencies meet changing community 
expectations. Transparency can be used as an effective tool in public sector performance and 
management, and Queensland can draw on the experience of other jurisdictions to seize new 
opportunities to meet these expectations and build on push model initiatives such as Open Data. 
Transparency can also contribute to participatory government which enables the community to help 
identify innovative solutions, eliminate waste and achieve better outcomes consistent with the 
objectives of the RTI Act.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Please note, when discussing access applications this submission refers primarily to provisions of the 
RTI Act. If OIC’s recommendation at 2.1—that the RTI Act become a single point of access—is not 
accepted those discussion should be read as applying to the equivalent provisions in Chapter 3 of the 
IP Act.  A table of equivalent RTI and IP Act provisions is included at Appendix D.  
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THE OFFICE OF THE INFORMATION COMMISSIONER 
 
The Office of the Information Commissioner (OIC) was established under the now repealed Freedom 
of Information Act 1992 and continues under the Right to Information Act 2009 (RTI Act).  The 
Information Commissioner is accountable to the Queensland Parliament through the Legal Affairs 
and Community Safety Committee.  
 
The statutory role of the Information Commissioner and OIC’s functions are set out in the RTI and 
IP Acts. OIC’s role includes assisting in achieving the goal of open and transparent government by 
promoting better and easier access to public sector information and improving the flow of 
information to the community. Through its functions, OIC supports the public sector’s corporate 
governance and accountability framework.   

The RTI and IP Acts expanded OIC’s functions beyond external review of agency decisions. OIC 
functions now include: 

• promoting greater awareness of the operation of the Acts 
• providing assistance to the agencies and the community on the interpretation and 

administration of the Act 
• monitoring agency performance of, and compliance with, the RTI and IP Acts; and  
• mediating privacy complaints.   

There is synergy between all functions of the OIC, as the work of one area supports and 
complements the work of another.  OIC’s current model has been adopted or adapted by other 
jurisdictions; representatives of several jurisdictions have travelled to Queensland to study the 
efficient and effective way OIC carries out its functions.  

The Federal Government’s major overhaul of their Freedom of Information legislation adopted the 
structure put forward by the Queensland reforms, stating that the “establishment of an Office of the 
Australian Information Commissioner not only supports the important outcome of promoting a pro-
disclosure culture and revitalising FOI, but also lays new, stronger foundations for privacy protection 
and improvement in the broader management of government information”. 3 

In relation to external review, activities include reviewing decisions of agencies and Ministers, and 
reviewing whether, in relation to the decisions, agencies and Ministers have taken all reasonable 
steps to identify and locate documents applied for by applicants. Under the RTI legislation, OIC seeks 
to resolve external reviews informally and with as little formality and technicality as possible. Under 
the RTI and IP Act there is an increased emphasis on early, informal dispute resolution to achieve 
quick and effective outcomes for all parties.  Information, resources and explanatory notes relevant 

                                                           

3 Second Reading Speech Australian Information Commissioner Act 2010 13 May 2010 
<http://parlinfo.aph.gov.au/parlInfo/search/display/display.w3p;db=CHAMBER;id=chamber%2Fhansards%2F2010-05-
13%2F0111;query=Id%3A%22chamber%2Fhansards%2F2010-05-13%2F0176%22>  
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to decisions and views of the Office on the application of the RTI and IP Acts are captured in the 
Annotated Legislation, available on OIC’s website4. 

Information about OIC’s history is set out in Appendix A.  

                                                           

4 <http://www.oic.qld.gov.au/annotated-legislation> 
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PART 1:  OBJECTS OF THE ACT – PUSH MODEL STRATEGIES 

1.1 Is the Act’s primary object still relevant? If not, why not? 
 
OIC submits that the primary object of the RTI Act remains valid and is increasingly relevant to and 
consistent with community expectations about open, accountable and transparent government. 

The RTI Act represents a clear move to a ‘push’ model, requiring government to proactively and 
routinely release information and to have a pro-disclosure bias when deciding formal access 
applications, only withholding information where disclosure would, on balance, be contrary to the 
public interest. 

The preamble to the RTI Act states that “Government information will be released administratively 
as a matter of course, unless there is a good reason not to, with applications under this Act being 
necessary only as a last resort.” A right to information law that strikes an appropriate balance 
between the right of access and limiting that right of access on public interest grounds is critical to 
both a robust, accountable government and an informed community. Such laws:   

…renew accountable democracy.  They stimulate responsible freedom in the media.  They 
obviate the plague of leaks that spring up in a world of too many secrets.  They encourage a 
questioning and self-confident citizenry.5   

But these laws require more than just aspirational statements. Clear leadership and expectations of 
the public service are required to create effective right of access to information for the community. 
These essential elements have been evident in the adoption of the Queensland Government Open 
Data scheme, which is an effective example of a push model initiative.  

The primary object of the RTI Act is perhaps more relevant in 2013 than when the legislation 
commenced in 2009.  It is consistent with current Queensland Government commitments to make 
the government more open, accountable and accessible for all Queenslanders. Australia is now also 
a member of the Open Government Partnership6, an international platform which promotes 
government transparency and making governments more open, accountable, and responsive.  
International and Australian jurisdictions are progressing to greater openness, particularly in areas 
such as data, performance, and the use of technology.  

At the recent Open Government Partnership 2013 Annual Summit in London, United Kingdom Prime 
Minister David Cameron stated “…it’s better for us all to have an open system which everyone has 
access to – the more eyes that look at this information, the more accurate it will be”.7 This has been 

                                                           

5 The Hon Justice Michael Kirby The Seven Deadly Sins, British Section of The International Commission of Jurists Fortieth Anniversary 
Lecture Series, London, Wednesday 17 December 1997 
<http://www.michaelkirby.com.au/images/stories/speeches/1990s/vol40/1997/1470-Freedom_of_Information_-
_The_Seven_Deadly_Sins_(ICJ).pdf>, page 4 
6 <http://www.opengovpartnership.org/> 
7 https://www.gov.uk/government/speeches/pm-speech-at-open-government-partnership-2013 

https://www.gov.uk/government/speeches/pm-speech-at-open-government-partnership-2013
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the approach with the Queensland Government Open Data scheme, where OIC understands that 
inaccuracies in government datasets have often been promptly identified and corrected, providing a 
better basis for government decision making. 

Community expectations are changing with the adoption of technology and developments in 
Queensland and other jurisdictions as citizens realise that government can do more to increase 
access to information, particularly online and with as little formality as possible. Push model 
strategies and initiatives such as publication schemes, publishing data online, administrative access 
and disclosure logs support government to meet such expectations by reducing red tape and 
administrative burden and providing better and easier access for the community. 

The RTI Act recognises the community’s changed expectations, providing that formal access 
applications should be a last resort, required only where information is unsuitable for release under 
a push model strategy, and includes in the right of access the right to have a decision refusing access 
reviewed by an independent body.  

1.2  Is the push model appropriate and effective? If not, why not?  
 
OIC submits that the push model is appropriate and effective.  It allows for greater and more 
timely, less formal, and less costly access to government held information. 

OIC submits that greater emphasis should be placed on the push model and recommends that 
further tools be introduced to facilitate this, including legislative amendment to:  

• to include in Chapter 2 of the RTI Act a clear requirement to adopt administrative access 
schemes where appropriate  

• require all agencies to publish details on their website of how and what administrative 
access is available as part of their publication scheme  

• include high-level guidance in the Ministerial Guidelines on developing administrative 
access schemes  

• amend the protections in the RTI Act to cover: 
o documents published as part of an agency or Minister’s Publication Scheme under 

section 21 of the RTI Act  
o policy documents required to be published under Section 20 RTI Act  
o documents released under an effective administrative access scheme that meets 

the criteria in the Ministerial Guideline; and 
• to make it mandatory for all agencies (not just Ministers and departments) to have 

disclosure logs.  
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Is the push model appropriate? 
 
OIC submits that the push model is appropriate.  

The RTI Act contains tools to facilitate the push model such as requiring agencies to publish 
disclosure logs and publication schemes. Disclosure logs contain information about previous formal 
RTI access applications made to the agency and copies of documents released as a result.   

The Ministerial Guidelines, issued by the Attorney-General under the RTI Act and with which 
agencies must comply, provide that a publication scheme: 

…sets out the kinds of information that an agency should make routinely available. The 
information should be easy for any person to find and use. As routinely published information 
is available as part of an agency’s normal business, the information should be simple to 
access through the agency website or be easily and quickly sent out by an officer of the 
agency. 

The push model also requires agencies to release information administratively.    

OIC notes that the push model philosophy has been adopted by the Government in its Open Data 
initiative.  The Premier’s charter letter to Assistant Minister Ray Stevens asks him to “lead culture 
change within government departments to ensure more raw information is released…and less 
government resources are needed to present information”8.  The Open Data portal is designed to 
improve community access to public sector data to both create a more informed community and 
build knowledge and innovation.   

Opening up government data is consistent with and an important part of Queensland’s right to 
information push model. This proactive release approach is creating new opportunities for the 
community and the private sector to reuse and remix that data.  

The push model, including open data initiatives, will not remove the need for formal access 
applications to be made because, for example, the information sought may not constitute data, may 
require consultation with third parties, or may require consideration of the public interest test to 
determine whether access to some or all of the information should be refused. The RTI Act’s right of 
access will always provide an appropriate and efficient mechanism to carefully consider 
information’s complex sensitivities when determining whether disclosure would be contrary to the 
public interest. 

 

 

 

                                                           

8 < http://www.cabinet.qld.gov.au/charter-letters/charter-letters-A-M-ray-stevens.aspx> 
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Is the push model effective? 
 
OIC submits that the push model is an effective tool to maximise information disclosure to the 
community, however further work is required to increase its effectiveness.   

Part of  OIC’s role is to monitor and report on agency performance in implementing the RTI reforms.  
The recent self-assessed Electronic Audit of agencies9 found that agencies reported that the formal 
processing requirements of the RTI Act have largely been implemented.  Agency implementation 
and adoption of the push model, however, is less advanced. OIC suggests that, as the former are 
specifically proscribed in the legislation, which essentially operates as a step by step guide, such 
requirements were more easily adopted.   

This is supported by OIC’s findings in relation to different aspects of the push model.  Generally, 
agencies have shown marked improvement in the areas of disclosure logs and publication schemes, 
but lag far behind on the implementation of administrative access schemes10, with only one third of 
agencies reporting in 2013 that progress had been made in this area since commencement of the 
RTI Act in 200911. 

In general, shifting to a push model allows information access laws to have a preventative benefit. 
The proactive and routine release of government-held information heightens the prospect of public 
scrutiny which consequently should act to deter officials from impropriety and encourage the best 
possible performance of their functions12.  Other benefits are set out in the RTI Act’s preamble: in a 
free and democratic society there should be open discussion of public affairs by an informed 
community, that government openness leads to increased community participation which leads to 
better government decisions, that right to information legislation improves public administration 
and government decisions.   

The experience in the United Kingdom (UK) has shown that transparency of government information 
and data can make a real difference and “that publication of data is having a material effect on the 
behaviour and culture of public officials” 13. Expense claims for senior civil servants dropped by 40-
50% following requirements in 2009 that they be published. Energy consumption was reduced by 
15% as a result of publishing real-time energy consumption information. The ability to justify public 
sector behaviour, decisions, and expenses to the community has become particularly relevant in 
times when resources are stretched.  

 

                                                           

9 <http://www.oic.qld.gov.au/about/our-organisation/key-functions/compliance-and-audit-reports/2013-right-to-information-and-
information-privacy-electronic-audit> 
10 See OIC’s 2013 Right to Information and Information Privacy Electronic Audit and Results of Desktop Audits 2012-2013.  
11 See OIC’s 2013 Right to Information and Information Privacy Electronic Audit. 
12 Paragraph 3.26, Office of the Information Commissioner Annual Report 1995-1996, 
<http://www.oic.qld.gov.au/__data/assets/pdf_file/0005/7772/report-oic-annual-report-1995-1996.pdf>  
13 Occasional Paper No. 4 Transparency in Practice: the United Kingdom experience, Andrew Stott, August 2012 
<http://www.anzsog.edu.au/media/upload/publication/100_4-Stott-Transparency-in-Practice.pdf> 
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The push model creates an environment in which information and documents which raise no public 
interest concerns can be published without the need for formal access requests.  It recognises that 
information held by government is a public resource and should be made available to the public as a 
matter of course unless to do so would be contrary to the public interest.  

It is important that agencies do not presume to understand what the community wants and to what 
use information or data can be put. Stakeholder consultation undertaken during OIC agency 
compliance reviews has proven instructive and demonstrated that agencies need to ensure they are 
specifically consulting with their stakeholders about their information needs, to ensure agencies are 
publishing information the community wants. 

It was anticipated that cultural change associated with RTI would require strong ongoing leadership 
and would take time. It is important to maintain a clear objective regarding the approach to be taken 
when considering whether to publish or release information, not just in relation to formal 
applications but in day to day government business. 

Increasing the push model’s effectiveness 

Leadership 
 
Effective Right to Information laws require political will, strong leadership, and clear information 
policy committed to information release.  At the Open Government Policy Forum on 13 August 2013, 
the Premier said:  

…I want to preside over the most open and transparent and accountable government in the 
nation. End of story. That is exactly where I want to be.  I do not want to be misconstrued. 14  

OIC welcomes this statement and notes this level of commitment by political and executive leaders 
is critical.  

The Premier’s specific commitments and clear expectations that government will publish all data, 
unless specific exceptions apply, has demonstrated the power of such leadership, not just in setting 
overall objectives but in identifying specific requirements, criteria, and performance targets. The 
Premier also dedicated Assistant Minister Ray Stevens and his department to support and monitor 
implementation. OIC has supported this initiative, working with Department of Premier and Cabinet 
to provide guidance to agencies to identify potential privacy concerns and options to allow data to 
be published where appropriate. 

Experience in other jurisdictions supports leadership as a critical factor in RTI. For example, the 
experience in the UK where the UK Cabinet Office is committed to government efficiency, 
transparency, and accountability through the proactive publication of government data15. 

                                                           

14 The Honourable Campbell Newman, MP, Premier of Queensland, taken from the Open Government Forum transcript 
<http://www.qld.gov.au/about/rights-accountability/open-transparent/review/>  
15 <https://www.gov.uk/government/policies/improving-the-transparency-and-accountability-of-government-and-its-services> 
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The recognised importance of leadership also accords with OIC’s findings in its audits, which have 
been tabled in Parliament16, of agency implementation of the RTI reforms in Queensland. They have 
consistently identified leadership as one of the key requirements for adoption of the push model. 
Agencies in which senior executives were committed to the RTI reforms, and where their support for 
those reforms was communicated, demonstrated a higher level of compliance with the reforms17. 

OIC submits that continued leadership is critical to bring about necessary cultural change, to move 
agencies to a place where—as a matter of course—they see maximising access to government 
information as an important part of providing government services.  Leadership demonstrates to the 
agency that senior management acknowledge the risks involved in release but are committed to the 
push model and will manage such risks, instead of taking all possible action to block release even 
where disclosure would not, on balance, be contrary to the public interest. 

Administrative access schemes 
 
Chapter 2 (Disclosure other than by application) of the RTI Act sets out the specific rules and 
requirements for policy documents and publication schemes.  Chapter 3 contains specific rules for 
disclosure logs and both those requirements are supported by the Ministerial Guidelines18 which 
agencies are required to comply with.  OIC’s experience in measuring agency progress on 
implementing push model strategies demonstrates that there is a greater level of adoption of 
publication schemes and disclosure logs, in accordance with RTI obligations, than administrative 
access schemes.   

The RTI Act’s only mention of administrative access schemes is as an example under chapter 2, 
section 19.  Given the progress demonstrated by agencies in implementing aspects of the reforms 
which are clearly set out in the Act, OIC suggests that amending chapter 2 of the RTI Act to include a 
clear requirement to adopt administrative access schemes would improve agency progress in this 
area. Elevating it from an example to a requirement shifts administrative access schemes to a clear 
compliance matter, monitored by OIC as part of its performance monitoring functions. 

OIC notes that agencies are required to comply with the Ministerial Guidelines. OIC suggests that 
progress could be further bolstered by including high-level guidance on effective administrative 
access schemes in the Ministerial Guidelines, with an emphasis on creating an authorising 
environment; this would be supported by OIC guidelines. This approach is consistent with 
publication schemes. 

 

 

                                                           

16 <http://www.oic.qld.gov.au/about/our-organisation/key-functions/compliance-and-audit-reports> 
17 See for example the Department of Transport and Main Roads compliance review <http://www.oic.qld.gov.au/about/our-
organisation/key-functions/compliance-and-audit-reports>  
18 http://www.rti.qld.gov.au/right-to-information-act/publication-schemes 
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Protections 
 
Section 171 of the RTI Act provides protection against actions for defamation and breach of 
confidence relating to documents published as part of an agency’s disclosure log. There is no similar 
specific protection for agencies who release information under chapter 2 of the RTI Act (publication 
schemes and policy documents) or through administrative access schemes.  

OIC’s Enquiries Service often receives queries from agency officers, concerned about whether the 
protections in the RTI Act cover the release of information outside the formal provisions of the RTI 
Act. While OIC considers agency officers would be protected it appears to remain an area of concern 
for agencies, who are unsure if their good faith actions taken in furtherance of the push model are 
going to be protected.   

Disclosure logs 
 
The RTI Act sets out the requirements for disclosure logs19, however it does not require agencies 
other than departments or Ministers to have a disclosure log20.  This contrasts with the mandatory 
nature of publication schemes under section 21 of the RTI Act, which states that an agency must 
have a publication scheme.  

Recent desktop audits21 have revealed that some agencies, including large South-East Queensland 
councils, have chosen not to have disclosure logs and other agencies barely populate them. 

OIC submits that publishing documents to disclosure logs, like publishing a publication scheme, 
should be mandatory for all agencies, subject to the general requirements to delete specific sensitive 
information22 before publishing. 

 

 

 

                                                           

19 Section 78 for departments and Ministers; section 78A for all other agencies. 
20 The use of the word ‘may’ in sections 78A(1)(a), (5) and (7)(a) support this.  
21 Office of the Information Commissioner Results of Desktop Audits 2012-2013 
22 Set out in section 78B of the RTI Act. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0008/22310/report-results-of-desktop-audit-2012-13.pdf
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PART 2: INTERACTION BETWEEN THE RTI AND IP ACTS 
 
OIC recommends a single point of entry for the right of access within the RTI Act. 

OIC recommends the following consequential changes if access rights for personal information are 
relocated to the RTI Act, including: 

• relocating amendment rights for personal information from the IP Act to the RTI Act; and 
• mechanisms in the RTI Act to exclude wholly personal applications from application fee 

and disclosure log requirements.   

2.1 Should the right of access for both personal and non-personal information be changed to the 
RTI Act as a single entry point? 
 
Yes.  When access rights for personal information were located in a separate piece of legislation, the 
Information Privacy Act 2009 (Qld) (IP Act), it was hoped that doing so would create a simpler and 
quicker process for applicants and agencies, leaving the RTI Act to deal primarily with government 
accountability matters.  
 
In practice, however, splitting access rights in this way has not created a simpler or quicker process.  
In OIC’s experience making the threshold question for an access application, ‘Under which Act 
should this application be processed?’, has created an unnecessarily burdensome process for 
agencies, confusion and delay for applicants, and a reviewable decision which must be dealt with 
before an agency can begin processing the access application.  
  
When agencies receive an access application, they must:  

• determine whether the access application has been made under the right Act  
• if incorrectly made under the IP Act, follow a formal process with the applicant to alter their 

application or transfer it to the RTI Act23  
• if incorrectly made under the RTI Act, liaise with the applicant about changing the 

application to the IP Act; and 
• in some circumstances, make a reviewable decision that an access application does not seek 

personal information and therefore an application purportedly made under the IP Act 
cannot be dealt with under the IP Act24.  

 
Section 40 of the IP Act creates a right of access to documents “to the extent they contain the 
applicant’s personal information”. OIC has interpreted this section as creating a right of access to an 
entire document, as long as it contains some amount of the applicant’s personal information, and 
not as a right of access only to the personal information within the document.   This means that 
access to both personal and non-personal information is available under the RTI and the IP Act.    

                                                           

23 From RTI Act to IP Act – see section 34 RTI Act. From IP Act to RTI Act – see section 54 IP Act.  
24 Section 54(5)(b) of the IP Act. 
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The separation of access rights between the RTI and IP Acts also creates inconsistencies in how 
agencies treat an application. OIC is aware of circumstances where applicants have applied to 
multiple agencies for the same category of documents and there was no consistency in how the 
applications were treated, some being assessed as IP applications, some as RTI applications.   

The RTI and IP Acts prescribe how an access application is to be processed.  Apart from Charges 
Estimate Notice (CEN) and Schedule of Documents obligations in the RTI Act these provisions are 
essentially identical.  Identical review rights are set out in both Acts, as are the processes to be 
followed for those reviews. The RTI Act and the IP Act both set out when an agency can refuse to 
deal with an application and what processes it must first follow: these provisions in the IP and RTI 
Acts are, again, effectively identical.  

 The table at Appendix D, which contains a table of RTI Act provisions and their Chapter 3 IP Act 
equivalents, illustrates their similarities.   

The RTI Act sets out when access to a document can be refused.  The IP Act does not; instead, it 
refers IP Act decision-makers back to the RTI Act and requires them to use it to make their IP Act 
access decision. This can be confusing for applicants and can add unnecessary complexity to both 
the decision making process and to communicating the reasons for a decision.    

Given the above, there will be no difference between an access decision made under the RTI Act and 
one made under the IP Act.  It is difficult to see that there are any practical benefits resulting from 
splitting the access rights into two Acts.   The difficulty and time involved with answering the ‘Which 
Act?’ question could be removed to the benefit of agencies and applicants, with little to no negative 
impact on the rights of applicants, by absorbing Chapter 3 of the IP Act’s access rights into the RTI 
Act.   

Consequential changes required if IP access rights are relocated to the RTI Act 
 
Amendment applications 

Chapter 3 of the IP Act also creates a right of amendment of personal information if it is inaccurate, 
out of date, incomplete, or misleading.  The procedures an agency must follow for an amendment 
application are essentially identical to those for an IP Act access application; many of the access 
provisions also apply to amendment applications, including the review rights and refusal to deal 
provisions.  If a single point of entry is created in the RTI Act, access rights will be removed from the 
IP Act but a significant number of the access provisions will need to be retained as they also govern 
amendment applications.   

OIC suggests that, if IP access rights are relocated to the RTI Act, it would be simpler to also relocate 
amendment rights, which would allow Chapter 3 of the IP Act to be removed entirely.    
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Application fees and disclosure logs 

OIC notes that, in order to avoid any adverse impact from relocating access and amendment rights 
to the RTI Act, there are two key issues that need to be addressed: application fees for, and 
disclosure log eligibility of, wholly personal applications.  

OIC’s suggested approach is to require a valid access application to include an answer to a  
mandatory question, similar to the beneficiary question for RTI applications in section 25 of the 
RTI Act.  For example, such a question could be similar to:  

“Do you only want access to documents that contain your personal information? By answering 
yes you pay no application fee, but you acknowledge that the agency will not consider any 
documents that do not contain your personal information.”.    

Applicants must answer either yes or no for the application to be valid.  

If they answer yes, the RTI Act should provide that: 

• they do not have to pay an application fee 
• their application is excluded from the requirement to place application details and released 

documents on the Disclosure Log; and  
• agencies need not provide CENs or Schedules of Documents.   

 
If they answer no, the RTI Act will continue to provide that: 

• an application fee is required 
• agencies will have to provide CENs and Schedules of Documents; and  
• the application would be subject to the Disclosure Log requirements.  

 
This approach would retain the benefits which arise from personal information access rights being 
contained in Chapter 3 of the IP Act and remove the disadvantages.  There would be no obligation 
on an agency to engage in further consultation with the applicant or answer the threshold question 
prior to processing the application: if the applicant has indicated they only want documents that 
contain their personal information,  agencies only consider documents that contain personal 
information within the scope of the request.  If the applicant has not limited their application solely 
to documents that contain their personal information,  agencies consider all documents within the 
scope of the request.25 

                                                           

25 In the latter case, it would be irrelevant if all documents in scope prove to only be ones which contain the applicant’s personal 
information; the application would be processed in the same way as any application that requested documents some of which would not 
contain the applicant’s personal information. 
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PART 3: APPLICATIONS NOT LIMITED TO PERSONAL INFORMATION 
 
OIC notes that if a single point of entry for the right of access is created in the RTI Act, 
as recommended by the OIC in Part 2 of this submission, these issues will no longer be relevant. 
However, if the OIC’s submission is not accepted it provides the following comments. 

OIC recommends that: 
• the processing period should be suspended during the section 40 process 
• the requirements for an agency to again consider whether an application can be made 

under the IP Act should be removed and an alternative process, similar to the process set 
out in section 61 of the IP Act be investigated as an alternative; and   

• the timeframe in section 54(5)(b) IP Act should be amended to ten business days. 

3.1 Should the processing period be suspended while the agency is consulting with the applicant 
about whether the application can be dealt with under the IP Act? 
 
Yes.  Section 40 of the IP Act allows applicants to seek access to documents which contain their 
personal information.  If the initial review of an IP application shows that its scope includes 
documents which do not contain the applicant’s personal information the decision-maker is required 
to take steps to contact the applicant within fifteen business days of receipt of the application.  

The applicant has the option of changing their application to the RTI Act by paying the application 
fee or having it remain under the IP Act by altering their application to exclude documents which do 
not contain their personal information. If they do neither of these things, and the agency is satisfied 
the application will capture documents that do not contain the applicant’s personal information, the 
agency makes a decision that the application is not an application that can be made under the IP Act. 

The processing period for an application is 25 business days.  It does not pause when the agency 
begins the process outlined in section 54 of the IP Act.  Given that the agency must contact the 
applicant within 15 business days, and the applicant is then able to consult with the agency in 
relation to changing their application, the processing period could end before the section 40 process 
is concluded.   

If the applicant changes their application to be dealt with under the RTI Act the processing period 
restarts, so there is no impact on the agency’s ability to make the decision in time.  If they do not 
alter their application to remove the non-personal documents the application comes to an end, so 
again, there is no issue with the agency making the decision on time.  However, if the applicant 
alters their application so it can be processed under the IP Act significant amounts of the allotted 
processing time may have already passed.   
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This means that the agency could find itself in the position of: 

• having to immediately seek an extension of the processing period from the applicant under 
section 55 of the IP Act; or 

• not being able to make a decision at all, if they have completely run out of processing period 
and the applicant refuses a request for extra time, as the IP Act states that they are deemed 
to refuse access if a decision is not made before the end of the processing period.   

3.2 Should the requirement for an agency to again consider whether the application can be made 
under the IP Act be retained? 
 
No.  If an application is made under the IP Act but it covers documents that do not contain an 
applicant’s personal information an agency is required to follow the steps set out in the IP Act. The 
last step requires an agency to revisit its original decision that the application could not be made 
under the IP Act and effectively reconsider it.   

OIC notes that this requirement adds the complexity of an additional step to the section 54 process 
with little benefit.  To begin the section 54 process the agency must be satisfied that the documents 
applied for include documents that do not contain the applicant’s personal information.  If the 
applicant, after consultation with the agency, does not change the application to be made under the 
RTI Act or to exclude relevant documents it is unlikely the agency’s initial decision will have changed.  

OIC suggests that the process set out in section 61 of the IP Act (Prerequisites before refusal to deal 
because of effect on functions) could serve as a template for an amended section 54 of the IP Act, 
which removes the requirement to again consider the application.  

3.3 Should the timeframe for section 54(5)(b) be ten business days instead of calendar days, to be 
consistent with the timeframes in the rest of the Act?  
 
Yes. Amending the timeframe from calendar days to business days would ensure consistency 
throughout the IP Act and remove a source of potential confusion for applicants and agencies.  
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PART 4: SCOPE OF THE ACT 

4.1-4.2 Should the Act specify that agencies may refuse access on the basis that a document is not 
a document of an agency or a document of a Minister?  
Should a decision that a document is not a document of the agency or a document of a Minister be 
a reviewable decision?  
 
OIC considers no amendments to the Act are required to enable decision-makers to refuse access 
to a document which is neither a document of an agency nor a document of a Minister. OIC 
submits that the power is one which decision-makers and the OIC already possess as part of their 
inherent powers to decide jurisdictional matters relevant to their decisions. 

General jurisdictional questions 

Section 32 of the RTI Act provides that an entity may decide that an application is outside the scope 
of the Act for the following reasons:26 

• the document is a document to which this Act does not apply, as listed in schedule 1; or 
• the entity is an entity to which this Act does not apply, as listed in schedule 2. 

 
Given that both documents and entities to which the Act does not apply are explicitly defined, it 
appears that section 32 is limited only to applications for documents, or made to entities, of the 
kinds listed in schedule 1 and 2 respectively. As such, it could not apply to:  

• documents mistakenly sought from an agency (for example, as noted in the discussion 
paper, medical records of a private practitioner sought from Queensland Health)  

• documents of a Minister that do not relate to the affairs of the relevant agency; or 
• applications mistakenly made to an entity not covered by the Act, such as a private 

company. 
 
OIC does not believe that this limits the ability of decision-makers to deal with applications for 
documents which are not documents of an agency or a Minister, or for applications made to entities 
which are neither agencies nor Ministers.  

OIC notes that section 23 of the RTI Act creates a right of access only to documents of an agency or 
documents of a Minister and section 24 allows applicants to apply only to an agency or Minister to 
access the document.  It does not create a general right of access to any other document from any 
other entity.    

 

 

                                                           

26 An application that is outside scope insofar as it seeks to access a document of OIC is also addressed in this provision - see section 
32(1)(b)(iii) of the RTI Act. 
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An application for access to documents which are not documents of an agency or Minister can be 
dealt with by the agency or Minister as part of their general power to make jurisdictional decisions. 
OIC submits that this does not need to be specified in the Act.  The same holds true for applications 
to entities which are not agencies or Ministers.  

Consequently, OIC submits that it is not necessary for the Act to specify that access may be refused 
to documents which are neither documents of an agency nor documents of a Minister. 

A reviewable decision 

Since enactment of the RTI Act OIC has, in three external reviews, considered the issue of whether 
an entity, despite not being listed in schedule 2 of the RTI Act, is nonetheless not subject to the 
RTI Act. Two of the external reviews were resolved informally: the information was sought from a 
Commonwealth agency and a private sector entity respectively and the applicants accepted OIC’s 
explanation that these entities were not subject to the Act. The third external review, relating to City 
North Infrastructure Pty Ltd (CNI), concerned whether it was a public authority and therefore an 
agency under the RTI Act. 

CNI decided that an application made to it was outside the scope of the RTI Act, on the basis that CNI 
was not established by government under an Act of the Queensland Parliament but was instead 
established under the Corporations Act 2001 (Cth). OIC, the Queensland Civil and Administrative 
Tribunal (QCAT), and the Queensland Supreme Court all considered this issue in terms of whether or 
not CNI was a public authority under section 16(1)(a)(ii) of the RTI Act and therefore an agency as 
defined in section 14 of the RTI Act. Notably, neither OIC, QCAT, nor the Supreme Court commented 
on the lack of an express provision in the RTI Act for making a decision that an entity was not an 
agency. The issue was simply dealt with as an issue of statutory interpretation regarding the 
meaning of public authority.   

Given all relevant parties’ acceptance that OIC, QCAT and the Supreme Court could consider the 
issue, OIC submits that amendment of the definition of reviewable decision to cover general 
jurisdictional issues is not required. 

4.3 Should the timeframe for making a decision that a document or entity is outside the scope of 
the Act be extended? 
 
OIC recommends that the timeframe for making a decision that a document or entity is outside the 
scope of the Act be extended from 10 business days to the processing period that applies for other 
types of decisions under the Act. This would ensure consistency with other provisions regarding 
general processing timeframes in the Acts27 and enable certainty regarding when decisions ‘go 
deemed’.  

                                                           

27 For example, sections 18, 46 and 46 of the RTI Act. 



37 

 

 

Section 32 of the RTI Act requires an agency to give the applicant a decision that their application is 
outside the scope of the Act within 10 business days of the application’s receipt28. However, the 
timeframe for making a decision on a valid application (that is, made to an agency or Minister for a 
document of an agency or Minister) is 25 business days. This timeframe is called the processing 
period and can pause and resume in a number of circumstances .29  

This inconsistency creates difficulties for agencies. In general terms, 10 business days is a very short 
period for what may be a quite complex decision and the 10 business days, unlike the processing 
period, has no flexibility.   

One significant issue arises when a decision-maker makes an ‘outside the scope of the Act’ decision 
after the 10 business day period expires but before the processing period expires.  This can cause 
uncertainty for applicants who, because they did not receive an ‘outside the scope of the Act 
decision’, may believe their application has been accepted and that they will receive a decision 
within the processing period. It can also cause confusion if the decision is reviewed, because there 
are two possible outcomes:  

• either the ‘outside scope’ decision is wrong but, because it was made before the processing 
period expired, was made within time; or  

• the ‘outside scope’ decision is correct but, because it was not made before the 10 business 
day period expired, it should be replaced with a deemed decision. 

Difficulties regarding the nature of the deemed decision also arise in this situation: is the deemed 
decision the same as the purported decision (that is, a decision that the application is outside the 
scope of the Act) or is it the same as other deemed decisions under the Act30 (that is, a deemed 
refusal of access)? This lack of clarity has implications for OIC when determining whether it affirms, 
varies or sets aside a decision31.  

For these reasons, OIC considers that having two different decision making periods creates 
unnecessary complexity.  

In order to avoid these complexities, provide clarity regarding deemed decisions, and give agencies 
and Ministers adequate time to make decisions that applications are outside the scope of the 
relevant Act, OIC recommends that the relevant time period32 should be extended from 10 business 
days to the processing period that applies for other types of decisions under the Act (that is, 25 
business days plus any relevant intervening periods as noted in section 18 of the RTI Act). This would 

                                                           

28 Section 32(2) of the RTI Act.  
29 See paragraph 2 of the definition of “processing period” in section 18 of the RTI Act, which notes that the following do not count as part 
of the processing period: transfer periods (under section 38 of the RTI Act); further specified periods (under section 35 of the RTI Act); 
consultation periods of 10 business days (section 37 of the RTI Act); notice of the effect on the agency or Minister’s functions (section 42 
of the RTI Act); and revision periods for CEN notices (section 36 of the RTI Act) . 
30 Section 46 of the RTI Act. 
31 Section 110 of the RTI Act. 
32 In section 32(2) of the RTI Act. 
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ensure consistency with other provisions regarding general processing timeframes in the Act33 and 
enable certainty regarding when decisions ‘go deemed’.  

Consequential amendment of section 46 of the RTI Act regarding deemed decisions is also 
recommended, to make it clear that if no decision is given to the applicant by the end of the 
processing period the application is taken to be actual (rather than purported), and the decision is 
taken to be a deemed refusal (rather than outside the scope of the Act).   

4.4 Should the way the RTI Act and Chapter 3 of the IP Act applies to GOCs to be changed? If so, in 
what way? 

No recommendation made, however OIC notes that GOCs appear to be currently complying well 
with their obligations under the RTI Act.   
 
The obligations of Government Owned Corporations (GOCs) under the RTI are different from those 
of other agencies.  Schedule 1 of the RTI Act excludes certain GOC documents from the Act entirely; 
for some GOCs access rights to other documents are limited only to those which relate to their 
community service obligations34.   

While GOCs may have limited requirements under the legislation they are required to comply with 
the Office of Government Owned Corporation’s (OGOC) Release of Information Arrangements. 
Policies issued by OGOC and adopted by GOCs in their Statement of Corporate Intent form part of 
the agreement between GOCs’ boards of directors and the GOCs’ shareholding Ministers as to the 
operation of each GOC. 

The Release of Information Arrangements state that the push model applies to all GOCs, including 
those excluded from the operation of the RTI Act.  It specifically requires GOCs to publish 
information in a Publication Scheme in line with the requirements of the RTI Act and Ministerial 
Guidelines.    

A recent audit by OIC35  found that GOCs performed strongly on push model strategies such as 
disclosure logs and publication schemes, the effectiveness of which is critical to open government. 
Each GOC audited by OIC had adopted the Release of Information Arrangements in their most 
recently published Statement of Corporate Intent as part of the way in which each GOC had agreed 
to operate.   

OIC is not aware of any issues caused by the current application of the RTI Act to GOCs. 

 

 

                                                           

33 For example, sections 18, 46 and 46 of the RTI Act. 
34 Community service obligations are defined in section 112 of the Government Owned Corporations Act 1993 
35 <http://www.oic.qld.gov.au/__data/assets/pdf_file/0008/22310/report-results-of-desktop-audit-2012-13.pdf> 
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4.5 Should corporations established by the Queensland Government under the Corporations Act 
2001 be subjected to the RTI Act and Chapter 3 of the IP Act?  
 
No recommendation made. 

4.6 Should the RTI Act and Chapter 3 of the IP Act apply to the documents of contracted service 
providers where they are performing functions on behalf of government? 

OIC recommends that the Queensland Government:  

• consider the impact greater use of the non-government sector to deliver services will have 
on the community’s right of access to information; and  

• investigate mechanisms to ensure accountability and transparency of government 
expenditure on services outsourced to non-government entities. 

However, OIC does not recommend that contractors be made an agency that must process and 
decide access applications under the RTI Act.   
 
OIC notes that, while the RTI Act ensures a right of access to government-held information, where 
government services are contracted out to the non-government sector, it is likely that the 
community will not enjoy the same ability to access information because it is held outside 
government. The community not only seek access to information to ensure accountability and 
transparency in government expenditure and service delivery performance; individuals often seek 
information about their own interactions with the government agency providing specific services 
such as public housing. 

This is not a new issue and it is one that many jurisdictions have struggled with for some time. 
Getting the balance right is complex. Existing private sector accountability mechanisms do not 
provide remedies equivalent to the RTI Act’s right of access to government-held information and 
other administrative law mechanisms. 

OIC does not consider that simply requiring contracted service providers to deal with access 
applications under the RTI Act is the best approach to this issue and it is likely that doing so would 
impose an unsustainable administrative burden on private sector and not for profit entities. In any 
case, access applications are intended to be a last resort under the RTI Act; transparency and 
accountability mechanisms applying to agencies include push model strategies such as publication 
schemes, informal administrative access, and disclosure logs, which are intended to deal with the 
majority of the community’s information access needs.   

Ultimately, however, if the community cannot follow the money then government expenditure is 
not open. Transparency of information about expenditure and performance of contracts for 
government funded services is important to enable the community to help ensure that public funds 
are working as intended to meet community needs and to identify waste. One suggested approach is 
to make expenditure and performance information available as part of the relevant agency’s 
publication scheme  or, where appropriate, the Open Data portal. 
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OIC notes that the Commonwealth Freedom of Information Act 1982 provides that documents of an 
agency include ‘Commonwealth contract’ documents.  The Commonwealth model brings the 
documents of contractors relating to the performance of a Commonwealth contract within the 
ambit of the FOI Act. A Commonwealth contract is one which relates to the provision of services on 
an agency’s behalf to the public.   

The FOI Act (Cth) does not bring the contractor within the ambit of the Act; rather, the agency must 
retrieve the documents from the contractor. The requirement to retrieve documents from the 
contractor is triggered by the receipt of an access application the scope of which includes 
Commonwealth contract documents and it can only be exercised where appropriate terms exist in 
the contract. 

Currently, the RTI Act does not apply to documents of contracted service providers performing 
government functions.  In some circumstances documents held by contractors to Queensland 
government can be sought from a government agency under the RTI Act: if the agency also has 
possession of the documents or has a legal right to retrieve the documents. A government agency 
will not always have a legal right to the documents and determining whether or not a legal right 
exists can be time consuming, as can actually retrieving documents from the contractor.    

OIC notes that ensuring documents relating to the performance of government contracted entities 
can be sought via access applications would be consistent with the approach taken under the 
IP Act36, which requires Queensland government agencies to take reasonable steps to ensure that 
contracted service providers are bound by the privacy principles. This approach is one possible 
model for consideration to meet the transparency and accountability expectations of the 
community. 

OIC considers that it is important for the Government to: 

• consider the impact  greater use of the non-government sector to deliver services will have 
on the community’s right of access to information; and  

• investigate mechanisms to ensure accountability and transparency regarding government 
expenditure and services.  

 
OIC does not, however, recommend that the definition of an agency be expanded to include 
contractors, who would then be required to process and decide access applications under the 
RTI Act. 

                                                           

36 Chapter 2, Part 4 IP Act 
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PART 5: PUBLICATION SCHEMES 

5.1-5.2 Should agencies with websites be required to publish publication schemes on their 
website? 
Would agencies benefit from further guidance on publication schemes? 
 
OIC recommends that all agencies with websites be required to publish their publication schemes 
on those websites. 

OIC recommends agency publication schemes be required include a link to relevant data on other 
websites, for example the Queensland Government Data website.  

Under the RTI Act, agencies are required to maintain and populate a publication scheme in 
accordance with the RTI Act and Ministerial Guidelines. Publication schemes are specifically required 
by the RTI Act as a push model strategy for disclosure other than by a formal application under the 
Act, as applications are intended as a last resort.  Publication schemes set out the kinds of 
information that an agency should make routinely available.37 Most agencies satisfy the publication 
scheme requirements by publishing a publication scheme on their website, often linking to specific 
information required under the Ministerial Guidelines.  

The OIC Report of Results of Desktop Audits 2012-13 found that 69% of agencies reviewed had an 
online publication scheme.38  All agencies reviewed in the GOC, university and statutory authority 
sectors maintained an online publication scheme. Only 60% of local governments with websites 
reviewed maintained an online publication scheme. In addition, all departments have an online 
publication scheme, however were not included in the 2012-13 desktop audits.  

OIC believes that requiring agencies to put their publication schemes on their website: 

• will help meet community expectations regarding information being available online; and  
• is consistent with the push model of the RTI Act.   

In addition, amendments to the Ministerial Guidelines should be considered to increase compliance 
with requirements to publish government information relating to procurement and contracts with 
non-government or private sector organisations.  The OIC Report of Results of Desktop Audits 2012-
2013 found that agencies consistently fail to satisfy the requirement to publish procurement 
information within the ‘Our finances’ class of information. Less than 40% of publication schemes 
published sufficient information about procurement and contracts awarded.39 Similar poor 
performance was reported in relation to planning or performance data, required within the ‘Our 
priorities’ class.  

                                                           

37 Ministerial Guidelines, page 3. 
38 OIC Results of Desktop Audits 2012-13, page 14 <http://www.oic.qld.gov.au/__data/assets/pdf_file/0008/22310/report-results-of-
desktop-audit-2012-13.pdf>. 
39 Page 17. 
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The Ministerial Guidelines could also maximise the Open Data initiative’s effectiveness by 
introducing a requirement to link from the agency’s online publication scheme to the 
data.qld.gov.au portal, or other websites on which their data is published.  OIC notes that an 
agency’s website is often the first place someone will look for government information; it may not 
occur to people to look farther afield.  OIC suggests that requiring agency publication schemes to link 
to their Open Data datasets would make those datasets more easily available. 

OIC notes that the purpose of having a publication scheme is essentially to ensure that a member of 
the community can easily understand how to access similar information routinely made available by 
agencies using a consistent format and structure. As noted above, most agencies satisfy the 
requirements  by linking to information already available on their website from a publication scheme 
page.  

OIC considers that, over time, the need for legislatively structured publication schemes will be 
succeeded by consistent user environment standards, which will ensure agencies satisfy these 
objectives and allow agency websites to adopt contemporary design standards better suited to 
achieve this purpose. 

5.3 Are there additional new ways that Government can make information available? 
 
OIC submits that there are new ways of making government information available that do not 
require legislative amendment.  
 
There are a range of new ways Government could make information available, however OIC 
considers further legislative requirements appropriate to facilitate this are limited.  Most initiatives 
are best supported by non-legislative frameworks and require cultural shifts, leadership and 
commitment of resources to maximise disclosure consistent with the RTI Act. 

As discussed in Part 1 of this submission, significant improvements in the adoption of the push 
model could be made by building on the Open Data scheme. Other jurisdictions have achieved 
greater efficiency and accountability through a range of data and information transparency 
initiatives that extend beyond publication of raw data.40   

Similarly, administrative access schemes are critical to both the successful implementation of the 
RTI Act and efficient, effective responses to community information requests that ensure formal 
access applications under the Act are a last resort.  Progress in this area is required and is a focus for 
OIC in supporting agency improvements to meet community expectations. 

                                                           

40 Please see the Transparency Occasional Papers 1-4: Transparency and Public Sector Performance, Richard Mulgan, July 2012;  
Transparency and Productivity, John Houghton and Nicholas Gruen, July 2012; Transparency and Policy Implementation, Nicholas Gruen, 
July 2012; and Transparency in Practice, Andrew Stott, August 2012. <http://www.oic.qld.gov.au/about/news/launch-of-transparency-
series-occasional-papers> 
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PART 6: APPLYING FOR ACCESS OR AMENDMENT UNDER THE ACTS 

6.1-6.2 Should the access application form be retained? Should it remain compulsory? If not, 
should the applicant have to specify their application is being made under legislation? Should the 
amendment form be retained? Should it remain compulsory?  
 
OIC recommends amending the RTI Act to allow agencies the flexibility to create their own 
application forms that comply with requirements set out in the relevant Regulation.  OIC 
recommends retaining the whole of government forms for use by agencies who choose not to 
develop their own form.  

In some circumstances, requiring people to use a mandatory application form to interact with a 
government agency can increase the difficulty of that interaction.  However, some of the 
requirements of a valid RTI application are not intuitive, such as the requirement to state whether or 
not the applicant is applying with the intention of benefiting another entity41.    

If an application form was not required it is likely that the majority of applicants would not include 
all required information, resulting in agencies expending resources and time dealing with these non-
compliant applications and consequential delay for applicants.     

Conversely, the unique nature of each agency’s business and records management systems means 
that agencies could benefit from asking applicants to provide them with additional information, 
beyond what is contained in the current form.   Doing so could increase the ease with which 
agencies are able to identify the specific documents an applicant is seeking and prevent time and 
resources being wasted searching for unwanted documents.  It would also allow agencies to provide 
specific examples of common document requests to assist applicants in working out if their 
application is likely to cover wholly personal documents or a mix of personal and non-personal 
documents.  

It is also the case that some agencies are not able to process credit card payments, which can cause 
difficulties given that the current application form provides for payment by credit card.  Where 
applicants provide credit card details and agencies are unable to accept them it can result in 
confusion on the applicant’s part about when the processing period begins and require the applicant 
to organise another form of payment.  

OIC suggests that specifying the information that must be collected by any agency-developed 
application form will allow the maximum amount of flexibility for agencies while simultaneously 
limiting the number of non-compliant applications.  For the above reasons, and as a way of ensuring 
consistency between the processes, OIC suggests the same approach be adopted for amendment 
applications. 

                                                           

41 Section 24(2)(d).  
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6.3 Should the list of qualified witnesses who may certify copies of identity documents be 
expanded? If so, who should be able to certify documents for the RTI and IP Acts? 
 
OIC does not recommend expanding the list of people authorised to certify evidence of identity for 
RTI and IP Act applications.  

Under the RTI Act, identity documents must be certified by a Justice of the Peace, lawyer, notary 
public, or Commissioner for Declarations42.  The majority of RTI and FOI Acts in other jurisdictions do 
not explicitly require evidence of identity (EoI) documents to be certified. However, many agencies 
set out their own specific EoI requirements, for example: 

• the Commonwealth Attorney-General requires a passport, drivers licence, or other photo 
identification to be certified by a person who has the power to witness a commonwealth 
statutory declaration43; and 

• the NSW Information Privacy Commissioner sets out that agencies may require applicants to 
provide EoI when applying to access their own personal information and notes that the 
required form of EoI is not set out in the legislation.  

Western Australian legislation requires an agency to take ‘reasonable steps’ to satisfy itself of the 
identity of the applicant, but permits discretion at to what this actually involves.  There are no 
provisions in Victoria, South Australia or ACT which deal with evidence of identity requirements but 
many agency websites note that EoI will be required. The Tasmanian RTI Regulation sets out a 
comprehensive list of permitted EoI, but does not set out who can certify it.  
 
OIC suggests that setting out who is authorised to certify EoI documents creates certainty for 
agencies and applicants, and prevents unnecessary conflict about whether or not the certified EoI 
satisfies the requirement of the RTI Act.   

6.4 Should agents be required to provide evidence of identity? 
 
OIC recommends that the requirement to provide evidence of identity and authority be removed 
for legal representatives who have been retained by the applicant to act on the applicant’s behalf. 
OIC does not recommend removing it for other agents.  

Section 24(3)(b) of the RTI Act requires agents acting for applicants seeking their own personal 
information to provide evidence of their identity to the agency.  This includes where the agent is the 
applicant’s legal representative and is corresponding with the agency on their firm’s letterhead. 

Legal practitioners in Queensland are regulated by their own Act and codes of conduct.  The fact that 
a legal practitioner is corresponding with an agency on their law firm’s letterhead, stating that they 
are acting for their client, should be sufficient for an agency to be satisfied that the practitioner is 
who they say they are and has the authority they claim.   

                                                           

42 RTI Regulation section 3(3). 
43 A full list is available here <http://www.ag.gov.au/Publications/Pages/Statutorydeclarationsignatorylist.aspx> 
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OIC has not experienced or become of aware of situation where someone falsely claimed to be a 
legal representative in order to access documents from an agency; OIC understands that there are 
significant professional consequences if a legal practitioner were to mislead an agency. As such, it 
should not be necessary for legal practitioners to provide a certified copy of an identity document 
and proof of authority.  Requiring legal practitioners to provide evidence of their identity and 
authority generates unnecessary red tape and places a strain on agency resources when they fail to 
do so. 

6.5 Should agencies be able to refund application fees for additional reasons? If so, what are 
appropriate criteria for refund of the fee? 
 
OIC recommends including in the Act a greater discretion to refund or waive the application fee.   

The RTI Act requires an agency to refund an applicant’s application fee if: 

• their RTI application could have been made under the IP Act and they ask for it to be 
changed to an application under the IP Act 

• an agency fails to make a decision within the time allowed by the Act, resulting in a deemed 
decision; or 

• the Information Commissioner requires an agency to do so as part of granting additional 
time to make a decision.   

 
In New South Wales, an agency may waive, reduce, or refund an application fee in any case the 
agency thinks is appropriate, subject to the Regulations.  In South Australia, the application fee must 
be refunded if a decision is varied on review to grant the applicant access to a document. In the 
Northern Territory a public sector organisation may choose to waive or reduce an application fee. 
Some jurisdictions are able to waive the application fee on the grounds of financial hardship44, which 
is not possible under the RTI Act. 

  

                                                           

44 Victoria, Tasmania, ACT 
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6.6 Are the Acts adequate for agencies to deal with application on behalf of children? 
 
OIC recommends that the provision in the RTI Act specifically enabling applications by a parent on 
behalf of a child be removed so that the general agency provisions apply.  

OIC recommends that the provision regarding refusal because disclosure is not in the child’s best 
interests be retained.  

Applications by a parent on behalf of a child 
 
The RTI Act specifically allows parents to apply for access to, or amendment of, documents on behalf 
of their child.  Western Australia and the Northern Territory are the only other Australian 
jurisdictions which specifically allow for these types of applications.  Very few application of this kind 
have come on review to OIC45 since the RTI Act commenced and only two of these applications have 
been finalised by decision.  

The only decision46 setting out an examination of applications by a parent on behalf of a child and 
whether or not disclosure is in the child’s best interests was made under a similar provision of the 
FOI Act.47 The other decision—while involving an access application by a parent on behalf of their 
child—instead focussed on whether the documents sought were non-existent or unlocatable.48 

Despite their infrequency, OIC has found that external reviews of applications made by a parent on 
behalf of their child generally involve contentious issues and often arise in the context of family 
breakdown or child protection situations. Given that the parent is applying on behalf of the child the 
starting point is that the applicant is the child. However, this starting point often gives rise to the 
question of whether the application is genuinely made by the parent on behalf of the child, which 
can be difficult to determine.  

OIC’s only decision examining an application by a parent on behalf of a child noted that, in the 
relevant circumstances, it became clear during the course of the external review that ‘the [applicant] 
was applying for information about the child for his own information’ rather than applying for 
information on behalf of the child.49  

 

 

                                                           

45 As at 30 June 2013 – 11 external review applications. 
46 Regarding section 50A of the repealed FOI Act, which is largely replicated in sections 25 and 50 of the RTI Act – see FGP and Department 
of Education, Training and the Arts (Unreported, Queensland Information Commissioner, 24 December 2007) at 46. 
47 Also, one OIC decision preceding insertion of section 50A of the FOI Act in 2005 considered similar issues in absence of a provision 
enabling applications by a parent on behalf of a child – see KNWY and Department of Education (Unreported, Queensland Information 
Commissioner, 6 January 1998). 
48 Sections 47(3)(e) and 52 of the RTI Act – see Master N and Department of Education and Training (Unreported, Queensland Information 
Commissioner, 23 December 2010). 
49 FGP and Department of Education, Training and the Arts (Unreported, Queensland Information Commissioner, 24 December 2007). 

http://www.oic.qld.gov.au/decisions/fgp-and-department-of-education,-training-and-the-arts-lyu-third-party
http://www.oic.qld.gov.au/decisions/fgp-and-department-of-education,-training-and-the-arts-lyu-third-party
http://www.oic.qld.gov.au/decisions/knwy-and-department-of-education
http://www.oic.qld.gov.au/decisions/master-n-and-department-of-education-and-training-270025
http://www.oic.qld.gov.au/decisions/fgp-and-department-of-education,-training-and-the-arts-lyu-third-party
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In OIC’s experience, the following three scenarios may possibly arise in relation to applications on 
behalf of a child: 

• Scenario one - the application is genuinely made by the parent on behalf of the child and the 
provision regarding the child’s best interests enables the decision-maker to refuse access to 
information ‘if disclosure of the information would not be in the child’s best interests’50. 
 

• Scenario two - it is accepted that the application is genuinely made by the parent on behalf 
of the child, but the decision-maker is not satisfied that disclosure ‘would not be in the 
child’s best interests’51 (or does not want to apply that provision because it could be 
inflammatory) so the decision-maker moves on to applying the public interest test52.  
 

• Scenario three - it is concluded that the application is not genuinely made by the parent on 
behalf of the child and is actually made by the parent for the parent’s own benefit, and 
therefore it becomes possible that some information may be exempt on the ground that its 
disclosure is prohibited53 and disclosure of other information may, on balance, be contrary 
to the public interest.  

It can be difficult for the decision-maker to examine and determine the particular child’s best 
interests. The information available to the decision-maker usually includes the information sought 
under the access application and the parties’ submissions,  however, it does not necessarily include 
information regarding the particular child’s maturity, ability to understand the information, or 
emotional capacity to deal with becoming aware, or aware in more detail, of the information. In 
some circumstances, if the decision-maker seeks additional information relevant to determining the 
child’s best interest, it is arguable that doing so may, in and of itself, be detrimental to the child’s 
best interests.  

OIC acknowledges that these difficulties are not unique to applications by a parent on behalf of a 
child.  However, the provision specifically enabling applications by parents on behalf of their children 
effectively adds another responsibility on the agency to consider whether the parent is genuinely 
applying on behalf of the child. There is no advantage to having specific provisions for a parent 
acting on behalf of a child, where such could easily be achieved under the general provisions 
allowing a person to act on behalf of an applicant. Applications where parents apply as an agent for 
their child are determined, including fees and charges, in the same way as other applications where 
an applicant has someone acting on their behalf.  OIC believes that this would enable better 

                                                           

50 Section 50(2) of the RTI Act. 
51 Section 50(2) 
52 In this case, the factor favouring disclosure of the personal information of the child applicant (schedule 4, part 2, item 8 of the RTI Act) 
and the factor favouring nondisclosure of the personal information of the child applicant (schedule 4, part 3, item 4 of the RTI Act) may be 
relevant; but the harm factor against disclosing personal information cannot be relevant, due to the exception regarding information that 
solely comprises the personal information of the applicant (see schedule 4, part 4, item 6). 
53 Schedule 3, section 12 of the RTI Act - which is usually enlivened by sections 186 to 188 of the Child Protection Act 1999. 
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management of applications by parents54 and reduce the red tape involved in making and dealing 
with such applications.   

Ground of refusal: child’s best interests 
 
OIC recommends retaining the ground of refusal regarding the child’s best interests55. This provision 
would not require amendment if OIC’s recommendation above is adopted, as applications ‘for a 
child’ could still be made by a parent, if they could demonstrate they were authorised to act as the 
child’s agent.  

The issue of how the child’s best interests provision interacts with the public interest test has been 
raised with OIC, generally where applicants believe false allegations have been made about them.  In 
these types of situations, there could appear to be very strong public interest factors favouring 
disclosure related to transparency, accountability and contributing to the administration of justice 
for an applicant.56 It has been suggested that the provision should be amended to clarify that its only 
focus is the child’s best interests and that broader canvassing of public interest factors is not 
required.  However, it is OIC’s view that this provision already makes it clear that this is the case and 
no amendment to provide greater clarity is required.57   

6.7 Should a further specified period begin as soon as the agency or Minister asks for it, or should 
it begin at the end of the processing period? 
 
OIC recommends that, to increase certainty and consistency, timeframes be simplified by providing 
that there is a single period of time for processing applications—the processing period—which is 
increased to include any further period in which the agency is entitled to continue working on an 
application.  

OIC suggests that, rather than having two separate decision making periods—the processing period 
and the further specified period—the entire time should be part of the processing period. OIC 
suggests that this could be done by, perhaps, defining the processing period as ‘25 business days 
plus any additional time granted to an agency to make a considered decision under section 35’. 
Doing so would simplify the decision making process and resolve the situation which can arise where 
the agency is permitted by one section of the Act to make a decision on the application but is 
prevented by another section.  

If the agency has requested additional time from the applicant, and the applicant has neither 
refused nor sought a review, the agency may make a considered decision on the application even if 
the processing period has run out.  However, the RTI Act requires a Charges Estimate Notice (CEN) to 
                                                           

54 It can be inflammatory or upsetting for a parent to be advised of a decision that the agency considers that they are acting in their own 
interests, not on behalf of their child.  
55 Section 50 of the RTI Act. 
56 Schedule 4, part 2, item 17 of the RTI Act. 
57 OIC notes that the same issue has also been raised in the context of the ground for refusal of healthcare information (section 51 of the 
RTI Act). Again, OIC considers that it is not necessary to amend the provision to clarify that its only focus is healthcare information, and it 
does not require examination of other PI factors. 
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be issued before the end of the processing period. If the agency did not issue the CEN before they 
ran out of processing period they are unable to comply with the RTI Act’s requirements for issuing a 
CEN. This results in a situation where, despite being permitted to make a considered decision by one 
part of the RTI Act they are effectively unable to do so because of the requirements of another.  OIC 
notes that this issue does not arise where an applicant agrees to the agency’s request for additional 
time58.  

OIC considers that any further specified periods granted by an applicant, or time in which an agency 
is permitted to continue processing an application because the applicant has neither sought a review 
nor refused the extension, should simply be part of the processing period.  

6.8 Should an agency be able to continue to process an application outside the processing period 
and further specified period until they hear that an application for review has been made? 
 
OIC does not recommend amending the Act to allow an agency to continue processing an 
application indefinitely until such time as they are notified a review has been sought.  

OIC recommends investigating a mechanism that will reduce red tape and the administrative 
burden on agencies by introducing more flexibility into time periods for decision making.   

OIC also recommends amending the Act to provide that a deemed decision occurs where a decision 
is not made by the end of the processing period. 

Under the RTI Act an agency is permitted to make a considered decision even if the processing 
period has ended if they requested further time from an applicant and the applicant neither refused 
nor sought a review. If an agency has requested further time to make a decision, continues to 
process the application because the applicant has not responded, and finds they need more time 
than originally thought, the agency can request another extension of time from the applicant59.  A 
decision-maker who does not meet the timeframes set out in the Act loses the ability to make a 
considered decision on the application. Instead, the Act deems that the Minister or principal officer 
of the agency has refused access to all documents. This is called a deemed decision.   

OIC suggests that to allow an agency to, essentially, process an application indefinitely until the 
applicant takes certain steps will create uncertainty for agencies, applicants, and any consulted third 
parties.  

While OIC does not support allowing agencies to indefinitely process an application until notice that 
a review has been sought, OIC considers that there may be ways the Act could be made more 
flexible.     

                                                           

58 Section 35 is titled Longer processing period, which appears to indicate that extensions agreed to by the applicant effectively extend the 
processing period. This is supported by exclusion only of the times in which an agency is permitted to working because the applicant has 
neither refused nor sought review  from the processing period (section 18 2(b)) 
59 Section 35(1) provides that an extension of time may be requested at any time before a decision is made, and an agency who continues 
processing in reliance on section 35(2) has not made a deemed decision.  
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Currently, an agency is required to request an extension of time; if the applicant does not refuse or 
seek a review they can continue working on the application; if the agency needs more time, they 
must again request an extension from the applicant.  OIC is aware of situations where an agency has 
requested a second extension after the first extension had expired and then issued their decision. 
Technically, the decision was deemed when the first extension expired, yet the agency then went on 
to issue a considered decision.   

When these decisions come on external review they are unnecessarily complex, particularly where 
they involve consulted third parties,  who may have sought a review based on the considered 
decision which was not valid. OIC is also aware of situations where the applicant believed that the 
agency had been given extra time to make the decision but there was no evidence that extra time 
had been requested.  

OIC suggests that introducing mechanisms which allow an agency to continue processing an 
application outside the processing period, for example where the agency reasonably believes that 
the applicant would agree, or has agreed, to grant the agency extra time, could introduce much 
needed flexibility into the Act to the benefit of applicants, agencies and third parties.  

A related issue which also impacts the time in which a decision must be made, and creates 
uncertainty for decision-makers when making decisions, is the requirement to deliver the decision to 
the applicant by the end of the processing  period:  section 46(1) of the RTI Act state that a decision 
becomes deemed if an applicant is not given written notice of the decision by the last day of the 
processing period.  

OIC suggests that some of the consequences of linking a deemed decision to the date the notice is 
received  by the applicant, rather than the date the decision is made, include: 

• agencies are required to make their decision in fewer than 25 business days in order to 
ensure that the notice is received by the applicant before the 25 business days ends 

• uncertainty for both the agency and the applicant is created as both parties may not know if 
the considered decision which was made by an agency will actually become a deemed 
decision if it does not reach the applicant on time 

• an applicant’s review rights could be affected if they receive a considered decision but, due 
to delayed delivery, it has without their knowledge actually become a deemed decision and 
they incorrectly seek an internal review from the agency, which may place them out of time 
to seek an external review; and 

• difficulties with identifying which decision is being reviewed if the decision comes on 
external review: is it a considered decision made by the agency decision-maker or is it the 
deemed decision? 

OIC can see little benefit to an applicant or agency in calculating a deemed decision based on the 
date of delivery, as the applicant’s review and access rights all begin to run from the date of the 
decision and not the date the notice is received.   
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OIC suggests amending section 46(1) of the RTI Act to read “if a considered decision is not made by 
the end of the processing period…” instead of “if an applicant is not given written notice of the 
decision…”. 

6.9 Is the current system of charges estimate notices beneficial for applicants? Should removing 
the charges estimate notice system be considered? 
 
OIC considers the Charges Estimate Notice system  is beneficial and does not recommend it be 
removed as long as the current charging regime is in place.   

OIC recommends that a specific review of the current charging regime be undertaken to streamline 
the charging process.  

OIC considers the Charges Estimate Notice (CEN) system a necessary part of the current charging 
regime under the RTI Act. It is, however, complex, resulting in agency costs that will in most cases 
outweigh any charges payable by an applicant.  

Under the current RTI charging regime the total processing charge is a debt which an applicant is 
required to pay if they proceed with their application, even if they never access documents released 
to them or if access to documents is refused60.  As such, it is important that an applicant 
understands, before choosing to proceed, the maximum amount they may be obligated to pay.  The 
current system of providing a CEN, followed by a second CEN if the applicant alters their application 
to reduce its scope,  which sets out the maximum possible charge is an effective tool for the RTI 
charging regime.  

OIC notes, however, that the current charging regime is complicated and the production of CENs for 
every application represents a significant amount of work on the part of an agency. Additionally, 
given that there are no specific rules on how processing times should be calculated, there is no 
consistency across agencies as each agency develops its own internal approach to calculating 
charges.   This increases the complexity of the application process for agencies and applicants, 
creating unnecessarily bureaucratic processes and engendering confusion and dissatisfaction on the 
part of applicants applying to multiple agencies.  

OIC notes that RTI does not operate on a cost recovery basis61 and that prior to the RTI Act, revenue 
generated from access applications was miniscule when compared with administration costs62.  OIC 
also notes, as was recognised in the 1995 Australian Law Reform Commission Review into Freedom 
of Information63, that the accessibility of information is reduced by a charging regime in the access 
legislation.  

                                                           

60 Section 60 of the RTI Act. 
61 LCARC Report The Accessibility of  Administrative Justice, page 84 
62 For example, in 2002-2003 the cost of administering the FOI Act was almost nine million dollars, while revenue from fees and charges 
was just over $250,000.00. 
63 ALRC report page 195. 
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The RTI Regulation permits charging for every fifteen minutes spent searching for or retrieving a 
document and on making or doing things related to making a decision on an application64.   In order 
to assess the charges applicable for each application, in many cases a decision-maker effectively has 
to process the application, which means significant agency resources are spent on an application 
before the applicant confirms they wish to proceed.   

Given the resources involved in calculating the amount of charges and creating CENs it is likely that, 
for many applications, the cost to agencies of calculating the charges will exceed the amount 
received from the applicant paying those charges.  Several agencies have noted as much, stating that 
it costs more to charge the applicant than they collected in charges.  

Given this, it may be more  cost effective and time efficient for agencies and applicants to simply 
remove the requirement to calculate charges.  However, it has also been argued that fees and 
charges can assist in managing demand for agencies and review bodies, particularly in relation to 
multiple applications from individuals. Alternatively, the charging process could be significantly 
simplified. OIC considers that it may be appropriate to consider the fees and charging regime in 
more detail in a specific review. 

6.10 Should applicants be limited to receiving two charges estimate notices? 
 
OIC recommends that the number of Charges Estimate Notices an applicant can receive remain 
limited to two.  

OIC has not identified any situations in which being able to deliver a third or fourth CEN would be 
beneficial to either an applicant or an agency. OIC believes that increasing the number of CENs 
would simply add to the complexity discussed above.  Limiting it only to two CENs gives the applicant 
and agency a reasonable but not infinite chance to negotiate the terms of the application. 

6.11 Should applicants be able to challenge the amount of the charge and the way it was 
calculated? How should applicant’s review rights in this area be dealt with?  
 
OIC recommends against making the amount of the charge a reviewable decision and notes its 
recommendation at 6.9 that a review of the current charging regime be undertaken.  

OIC also notes that any introduction of a right of review involving the amount an agency charges 
would require additional OIC resources to meet additional demand for external review. 

If it is decided that the amount of charge should be reviewable, OIC recommends that it not be an 
absolute right and suggests that only total charges over a certain amount should be reviewable, 
for example where an agency has assessed the charges as being over $500.00.  

 

                                                           

64 RTI Regulation, section 5(4). 
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Under the RTI Act, the decision to charge is a reviewable decision but the amount of the charge is 
not.  The RTI Act requires agencies to involve applicants in the process of determining which 
documents they want from those identified by the agency; this process directly impacts the amount 
of charge and as such, the inability to seek a review of the charge amount does not, in OIC’s view, 
represent a significant impact on the rights of applicants.    

Where an agency determines that there will be charges payable in relation to an RTI application they 
are required to provide the applicant with a CEN. When the applicant receives a CEN, which contains 
details about the documents identified and the charges associated with them, the applicant has an 
opportunity to consult with the agency to reduce the amount of the charge by narrowing the scope 
of the documents sought. This may involve narrowing their application or clarifying with the agency 
what specific documents or information  they are actually seeking, for example, excluding 
documents the applicant already has, such as their own correspondence.   At the end of this process  
the applicant is issued with a second CEN which they can accept—in which case the application 
proceeds—or they can reject—in which case the application comes to an end.   

This process means an applicant is never required to proceed with an application where the charges 
are more than they are willing to pay.  If they elect not to accept the second CEN, withdrawing their 
application, they are able to make a new application for fewer or different documents.  

The nature of the RTI charging regime requires the agency processing the application to estimate 
how much time it will take that agency to carry out actions related to making the decision, such as 
reading and assessing documents, making a decision, and writing a decision letter.  This is necessarily 
going to vary between agencies and between applications.  For example, some agencies may be 
more efficient at processing certain kinds of documents.  This may be due to the agency’s familiarity 
with the type of information in the document and its knowledge of, and experience in applying, 
relevant exempt information provisions and public interest factors. Because of these factors, the 
amount of time it takes to process an application may vary and is an assessment which an agency is 
in a unique position to make.  

6.12 Should the requirement to provide a schedule of Documents be retained? 
 
OIC recommends that the requirement to provide a Schedule of Documents be omitted from the 
RTI Act and that mechanisms for facilitating communications between decision-makers and 
applicants, as discussed at recommendation 12.1, be investigated. 

Under section 36 of the RTI Act, an agency is required to give the applicant a Schedule of Documents 
unless the applicant agrees to waive the requirement.  A Schedule of Documents gives a brief 
description of the classes of documents relevant to the application in the possession, or under the 
control, of the agency or Minister and sets out the number of documents in each class. 
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The purpose of requiring a Schedule of Documents was to ensure the applicant receives what they 
are actually seeking, as it:  

• gives the applicant an indication of the nature and extent of documents held by the agency 
that relate to their application,  

• allows the agency to engage with the applicant; and  
• allows the applicant to decide which of the listed documents they want to access.  

These opportunities were intended to cut processing time, reduce the costs of providing the 
material, and reduce disputes.  The recommendation to require a Schedule of Documents was based 
on the assumption that decision-makers already prepare a Schedule of Documents drawn from the 
documents’ metadata. 

OIC understands that electronic document management systems, which would arguably allow quick 
and simple generation of Schedules based on document metadata, are not universal across agencies 
and that significant amounts of documents are only available to decision-makers in hard copy.  As a 
result, creating a Schedule of Documents at an early stage of the process can be time-consuming, as 
it requires a decision-maker to go through each document by hand and manually create the 
Schedule. OIC notes that the preparation of a Schedule of Documents is part of processing the 
application and, as such, that time spent on it is something the applicant pays for.65 

Generally, most applications relate to a specific subject matter or entity, rather than to specific kinds 
of documents, and applicants may not be aware of which agency documents may contain the 
information they are seeking.  As such, a Schedule of Documents that lists how many of what type of 
documents relate to a broad subject may be of limited assistance to an applicant in narrowing the 
scope of their application.   

OIC suggests that the proposed introduction of a ‘grace period’ discussed in 12.1 of this submission 
would better serve the purpose originally envisaged for a Schedule of Documents. This would allow a 
decision-maker to better understand what the applicant is seeking and may assist in building trust 
between applicant and decision-maker. Trust can be important in achieving more efficient 
application processing and better customer service. It is OICs experience that an applicant  is less 
likely to seek a review if they believe the decision-maker clearly understood the request and as a 
result identified all relevant documents.   

6.13 Should the threshold for third party consultations be reconsidered? 
 
OIC recommends lifting the threshold in section 37 of the RTI Act from ‘concerned’ to ‘substantially 
concerned’,  reinstating the narrower test for required consultation with third parties about 
intended release of documents.   

                                                           

65 RTI Regulation 2009, section 5(4). 
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Section 37 of the RTI Act requires an agency to consult with a third party where the release of 
information may reasonably be expected to be of concern to the third party.  Consulting under this 
section grants decision-makers an additional ten business days to decide an application; however 
only one period of ten business days applies regardless of the number of third parties with whom 
the agency must consult. 

Prior to the RTI Act, the requirement to consult had a higher threshold of ‘substantially concerned’.   
OIC considers that the change to a lower threshold has resulted in a significant increase in the 
number of third parties required to be unnecessarily consulted by both agencies and the OIC.   
Consequently, this has caused a delay in the processing of access applications initially and during 
review.  

The pro-disclosure bias of the RTI Act, the starting point that all information is to be disclosed, and 
the proviso that information can only be withheld from release if disclosing it would be contrary to 
the public interest create a high threshold for refusing access to information.  The comparatively low 
threshold for third party consultation creates an imbalance where the threshold at which agencies 
are required to consult is much lower than the threshold at which agencies are permitted to 
withhold.  

The requirement to consult at the current threshold of concern has had a substantial resource 
impact on agencies and on the OIC. It causes unnecessary delay that can result in deemed decisions, 
generates additional work for decision-makers, and creates unrealistic expectations in the minds of 
consulted third parties. In addition to those unrealistic expectations it also impacts on consulted 
third parties’ time as they are required to respond to consultation requests when there is little real 
chance that their submissions will a) have any relevance to the grounds for refusal set out in the 
legislation and/or b) raise sufficient concern to displace the RTI Act’s pro-disclosure bias. 

6.14 Should the Acts set out the process for determining whether the identity of applicants and 
third parties should be disclosed? 
 
OIC recommends that section 37 of the RTI Act  be amended to provide that an agency may 
disclose the applicant’s identity to a third party being consulted under that section as long as 
doing so is not an unreasonable invasion of the applicant’s privacy. OIC further recommends that 
details about this possible disclosure be required as part of an application form’s collection notice. 

OIC does not recommend amending section 37 to permit a decision-maker to tell the applicant who 
is being consulted on the application.   

Third parties being informed of the applicant’s identity 
 
There currently exists numerous different approaches to this issue, varying by both agency and 
application type. This results in a lack of certainty for applicants, for third parties, and for agency 
decision-makers.  The real difficulty arises when the applicant is an individual, as the question moves 
beyond a matter of agency policy to a question of privacy principle compliance under the IP Act.   
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Under the RTI Act, the decision-maker is required to effectively consult with the third party and give 
them a genuine chance to provide their objections to a document’s release.  Under the privacy 
principles, personal information (the fact that an individual has made an application) is not 
permitted to be disclosed unless, relevantly, the individual agrees or the disclosure is authorised by 
law66.   

Consultation under section 37 of the RTI Act currently requires a decision-maker to find a balance 
between these different starting points. Section 37 does not require disclosure of the applicant's 
identity as a matter of course. It authorises it only where it is not possible to properly consult 
without disclosing who the applicant is. The onus is on the agency to establish that telling the 
consulted third party who the applicant is was necessary for the consultation to be effective.  

OIC notes that telling the third party who the applicant is can facilitate the consultation process and 
will often result in the third party having no objections, where if the applicant was unknown the 
third party would have objected.  

Giving decision-makers the clear discretion to advise a third party of the applicant’s identity, and the 
discretion to withhold the applicant’s identity where it would not be appropriate to disclose it, will 
facilitate consultation and assure decision-makers that they are not breaching the privacy principles.  
The possibility that their identity may be provided to a consulted third party should be highlighted in 
any application form’s collection notice, which will make applicants aware that disclosure is a 
possibility when they make their application67.  

Applicants being informed of third parties’ identities 
 
OIC does not support amending the Act to permit a decision-maker to tell the applicant who is being 
consulted on the application.  Third parties are only consulted if a decision-maker is intending to 
release a document; in those circumstances the identity of the third party will generally be part of 
the information contained in the document under consideration.   

Consultation can have three outcomes: 

• The third party objects but the decision-maker decides to release the document despite 
their objections, resulting in access to the document being deferred until the third party has 
exercised or exhausted their review rights. 

• The third party objects and the decision-maker decides to refuse access to the document, in 
which case the applicant will not be given a copy of it unless the decision is overturned on 
review. 

• The third party does not object to releasing the document, meaning (unless the agency 
decides to refuse access regardless) as soon as the applicant has paid any charges they will 
be given a copy of it.  

                                                           

66 Information Privacy Principle 11(1) for agencies which are not health agencies; National Privacy Principle 2(1) for health agencies.  
67 Information Privacy Principle 2 and National Privacy Principle 1 require agencies to inform individuals of potential disclosures when 
collecting their personal information from them. 
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If it is not contrary to the public interest for the applicant to receive documents containing the 
consulted third party’s identity they will discover that identity when they receive their documents.  If 
it is contrary to the public interest for the applicant to receive documents containing the consulted 
third party’s identity it would not be appropriate for them to have been told the identity during the 
process.   

6.15 If documents are held by two agencies, should the Act provide for the agency whose 
functions relate more closely to the documents to process the application? 
 
OIC recommends permitting agencies to transfer part of an application where it relates to a 
document held by two entities and the responsibilities of the second agency are more closely 
aligned with the document than the first agency.  

Prior to the RTI Act, an agency could transfer an application to another agency where: 

• the first agency did not hold a document applied for and the second agency did; or 
• both agencies held a document but it related more closely to functions of the second 

agency.   
 
Under the RTI Act, an application can only be transferred where the first agency does not hold the 
document and the second agency does. OIC has not been able to locate any indication as to why the 
ability to transfer in these circumstances was not included in the RTI Act.   

OIC suggests reinstating the ability to transfer an application where both agencies hold a document 
applied for but the second agency’s responsibilities relate more closely to the document. Depending 
on the nature of the document, in many cases if the first agency were to process the document it 
may find itself required to consult with the second agency in relation to the document. This extends 
the processing period and introduces unneeded complexity, including the requirement to give the 
consulted agency review rights and potentially defer access to the document until such times as 
those review rights are exhausted. The ability to transfer the application to the other agency would 
remove this requirement to consult and simplify the process. 

The second agency must consent before the application can be transferred; if the second agency did 
not believe it was appropriate to accept the transfer the first agency would continue to process the 
application in relation to that document. 

6.16 How could prescribed written notices under the RTI Act and IP Act be made easier to read and 
understood by applicants? 
 
OIC recommends replacing the Acts Interpretation Act requirements for reasons for decisions with 
specific RTI Act requirements, with a focus on brevity and clarity .   
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Under the RTI Act, agencies are required to provide Prescribed Written Notices (PWNs) for many 
decisions.  The requirements of all PWNs are set out in section 191 and include: 

• the decision 
• the reasons for the decision 
• the day the decision was made 
• the name and designation of the person making the decision; and 
• if the decision is not the decision sought by the person—any rights of review under this Act 

in relation to the decision, the procedures to be followed for exercising the rights, and the 
time within which an application for review must be made. 

 
Agencies are required to include additional, or in some cases less, information in the PWN for some 
types of decisions.68  In addition, the Acts Interpretation Act 1954 (Qld)69 requires that findings of 
material questions of fact and references to evidence or other material on which they were based 
must be included in reasons for decisions.  

OIC is aware that the length and complexity of PWNs are an issue for agencies, applicants and third 
parties consulted under the RTI Act.  This length and complexity generally arise from the detail 
required to be included in the reasons for the decision. The other requirements of a PWN are 
unlikely to raise difficulties as they involve straightforward statements of fact.   It is often the case 
that the more detailed a PWN the less likely an applicant is to understand it.   

From an applicant or consulted third party’s perspective, giving reasons for a decision generally 
serves two purposes: to assist them to understand why a decision has been made and to decide 
whether or not to appeal a decision.  To that end, OIC believes that reasons for a decision could be 
simplified greatly and still serve that purpose.   

The Honourable Justice Garry Downes AM noted that Tribunal reasons are not intended to:  

• develop the law 
• provide studies of issues of law 
• deal in detail with all issues of fact and law arising in the case 
• record how the hearing proceeded 
• record all facts addressed at the hearing 
• summarise the file; or 
• address matters raised in the past which ultimately became irrelevant. 70 

 
 

 

                                                           

68 For example, section 54(2). 
69 Section 27B. 
70 Presentation delivered to the Superannuation Complaints Tribunal Members conference, 1-2 March 2007 
<http://www.aat.gov.au/Publications/SpeechesAndPapers/Downes/DecisionWritingMarch2007.htm>. 
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These issues are not addressed because “[t]hey will lead to decisions that are likely to confuse the 
parties, particularly lay parties: The parties want to know the result along with the simplest and 
clearest explanation of how and why it was reached.”. He goes on to state that the goal is reasons 
which are “comprehensible, concise, cogent, and complete”. 

OIC believes that these observations are equally applicable to the reasons agencies give to 
applicants and consulted third parties.  OIC notes, however, that these outcomes are not easily 
legislated.  One approach which could assist in reducing the complexity of reasons for decision may 
be to remove the reference in section 191 to the Acts Interpretation Act 1954, instead excluding its 
requirements for reasons for decisions and replacing it with requirements specific to the RTI Act.  
OIC suggests that the requirements for an RTI Act statement of reasons should emphasise clearly 
setting out in plain English the reasons and basis for decisions.  

OIC also suggests that legislative change is unlikely to be sufficient on its own to remove length and 
complexity from agency decisions. OIC will continue to assist decision-makers to further develop 
their decision writing skills. 

6.17 How much detail should agencies and Ministers be required to provide to applicants to show 
that information the existence of which is not being confirmed  is prescribed information?  
 
OIC does not consider any changes to section 55 of the RTI Act, which allows agencies to neither 
confirm nor deny the existence of documents, are necessary.  OIC does not recommend introducing 
a requirement that agencies provide further detail about the nature of the prescribed information. 

The purpose of section 55 of the RTI Act is to allow agencies to ‘neither confirm nor deny’ the 
existence of documents in response to an access application in exceptional situations where any 
other response, for example refusing access to the documents because they were exempt, would 
disclose prescribed information.  Agencies are not required to set out the decision or reasons for the 
decision when advising an applicant that they neither confirm nor deny the existence of the type of 
document sought.71 

If an agency were required to provide detail regarding why the documents sought would contain 
prescribed information it would, in some cases, cause the very outcome the provision is designed to 
prevent. Agency decision-makers are required to independently satisfy themselves that the 
documents sought would, if they existed, be comprised of prescribed information before advising 
the applicant they neither confirm or deny the existence of such documents. In most cases, this can 
be done on the basis of the terms of the application alone. 

If an applicant is not satisfied, they may seek review.  

 

                                                           

71 Section 55(2) of the RTI Act. 
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6.18 Should applicants be able to apply for a review where a notation has been made to the 
information but they disagree with what the notation says? 
 
OIC recommends that there should continue to be no right of review for the content of a notation 
made by an agency in response to an amendment application. 

Under the IP Act, if an individual applies to have their personal information amended a notation can 
be added in two circumstances: 

• if the agency decides the information is inaccurate, incomplete, misleading or out of date 
and attaches a notation to correct the information; or 

• if the agency refuses to amend the information and the applicant serves a notice on the 
agency requiring them to attach a notation which sets out  how the applicant thinks the 
information is inaccurate, incomplete, out of date or misleading and any additional 
information necessary to correct it.  

In the latter situation, the applicant has rights of internal and/or external review. While there are no 
review rights in the former situation, if an applicant believes strongly that the notation is not an 
accurate representation of the notice they served on the agency they could make a privacy 
complaint72 and seek to have it resolved in that way.  Since 2009, OIC has received only one privacy 
complaint on this ground. 

                                                           

72 Information Privacy Principles 7 and 8 and National Privacy Principles 3 and 7 oblige agencies to ensure personal information is accurate, 
complete, up to date and not misleading.  If an individual believed an agency’s notation did not comply with these principles, they could 
make a privacy complaint on that basis.  
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PART 7: REFUSING ACCESS TO DOCUMENTS 

7.1 Do the categories of excluded documents and entities satisfactorily reflect the types of 
documents and entities which should not be subject to the RTI Act? 
 
OIC considers that listing excluded documents in schedule 1 and excluded entities in schedule 2 is 
an efficient and appropriate approach to enable refusal of access to specific types of documents 
and exclude particular entities, or part of their functions, from the application of the Act. 

OIC recognises that any additions to schedule 1 or schedule 2 could occur only after detailed 
consideration and consultation. 

The discussion paper indicates that, for the purposes of question 7.1:  

• an excluded document is a “document to which the RTI Act does not apply” as defined in 
section 11 of the RTI Act and listed in schedule 1 of that Act; and 

• an excluded entity is an “entity to which the RTI Act does not apply” as defined in section 17 
of the RTI Act and listed in schedule 2 of that Act.  

This section of OIC’s submission addresses these types of documents and entities only.73  

Excluded documents 

Fifteen types of excluded documents are listed in schedule 1 of the RTI Act.  

Three other Australian jurisdictions exclude specific documents from the operation of their Acts. 
They are:  

• the Commonwealth74 – which excludes various types of intelligence agency and defence 
intelligence documents, and documents regarding private sessions at the Commonwealth’s 
Child Sexual Abuse Royal Commission  

• the ACT75 – which excludes lists of housing assistance properties identified as such; and 
• NSW76 - which excludes documents created by five areas of NSW police and corrections 

agencies.77 

The issue of excluded documents is infrequently considered on external review.  

                                                           

73 It does not address  entities that are not agencies as defined by the Acts, and documents that do not fall within the definition of 
“document of an agency” or “document of a Minister” – which are excluded from the scope of the Acts by decision-makers’ general 
jurisdictional power. 
74 Section 7(2A)-(2E) inclusive of the Freedom of Information Act 1982 (Cth). 
75 Section 6A(1) of the Freedom of Information Act 1989 (ACT). 
76 Schedule 1, item 7 of Government Information (Public Access) Act 2009 (NSW). 
77 The other Australian jurisdictions’ provisions regarding law enforcement and public safety information are similar to schedule 3, section 
10 of the RTI Act and do not specify particular types of documents.  
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The documents in schedule 1 are limited to documents that, due to their nature, would invariably be 
considered exempt or contrary to the public interest to release. Listing these documents in schedule 
1 provides decision-makers with a quicker and less complicated way of reaching a decision that 
would, in OIC’s view, be made in any event under different grounds for refusal.  

OIC considers that the list of specific documents in schedule 1 provides an efficient and appropriate 
mechanism for dealing with applications seeking access to those kinds of documents. OIC expects 
that, given the exceptional nature of documents currently included in schedule 1, decisions to 
include additional types of document in schedule 1 would only be taken where disclosure of such 
documents would in all cases clearly be considered contrary to the public interest and following 
detailed consideration and consultation. 

Excluded entities 

The excluded entities listed in schedule 2 of the RTI Act generally reflect those which are excluded in 
other Australian jurisdictions’ right to information legislation (although the ACT, NT and Victoria 
exclude relatively few entities78).   OIC has infrequently considered the issue of excluded entities on 
external review.   

However, OIC notes that exclusion of entities from the operation of the Act occurs only in 
exceptional circumstances, consistent with the pro-disclosure bias enunciated in the RTI Act. For this 
reason, OIC recognises that detailed consideration and consultation would be required before any 
proposed additions to schedule 2. 

When an excluded entity’s documents are held by an agency 
 
OIC has noted one ongoing issue with respect to the operation of schedule 2: when documents of a 
schedule 2 excluded entity are in the possession or control of an agency as defined in the RTI Act (ie 
not the entity listed in schedule 2),  schedule 2 cannot be relied on to refuse access to the 
documents. For example, when documents of a court which relate to the court’s judicial functions79 
are in the possession of the Department of Justice and Attorney-General (DJAG)80 the documents are 
considered to be DJAG’s documents. As DJAG is an agency, it then becomes necessary for the 
decision-maker to instead consider the general grounds for refusal.81 

OIC is aware that there has been some suggestion that this creates an anomalous situation. 
However, decision-makers are able to consider all relevant public interest factors, including those 
that prompted the excluded entity to be listed in schedule 2 and any factors arising from why and 

                                                           

78 See section 7 of Freedom of Information Act 1982 (Cth), section 43 and schedule 2 of Government information (Public Access) Act 2009 
(NSW), sections 5 and 6 and schedule 2 of Freedom of Information Act 1991 (SA), and section 6 of Right to Information Act 2009 (Tas). 
Fewer entities are excluded in the ACT (see section 6 of the Freedom of Information Act 1989 (ACT)); Northern Territory (see section 5 of 
the Information Act (NT)); and Victoria (see section 6 of the Freedom of Information Act 1982 (Vic)). 
79 Schedule 2, part 2, item 1 of the RTI Act. 
80 Which may, for example, be considering those document as part of a broader law reform process.  
81 That is, the grounds set out in section 47 of the RTI Act. 



63 

 

 

how the particular agency is in possession of, and possibly using, the excluded entity’s documents. 
OIC considers this outcome to be appropriate in such circumstances. Accordingly, OIC does not 
consider that any amendment of schedule 2 is required to address situations when an excluded 
entity’s documents are in the possession or control of an agency. 

7.2 Are the exempt information categories satisfactory and appropriate? 
 
No recommendation. However OIC notes that the public interest test provides agencies with 
significant flexibility to make decisions that reflect the extent of their concerns regarding 
disclosure of documents. In the event a new exempt information category is considered, careful 
consideration and consultation would be necessary to ensure it is consistent with the overall 
objects of the RTI Act.  

An agency may refuse access to a document to the extent that it comprises exempt information.82 
Exempt information is information which Parliament has considered would, on balance and in all 
circumstances, be contrary to the public interest to release.83 The various types of exempt 
information are set out in schedule 3 of the RTI Act.84  

It is OIC’s view that Queensland’s exempt information provisions have been carefully considered and 
align to a great extent with those found in other Australian jurisdictions.85 In relation to the RTI Act 
exempt information provisions which have been considered by OIC in its decisions, it is OIC’s view 
that they can generally be applied without giving rise to ambiguity or unnecessary complexity.  In 
relation to the exempt information provisions which have not yet been addressed in OIC decisions86 
OIC can discern no issues which might impede their satisfactory operation.  

Just over one quarter87 of the issues considered in OIC’s decisions made under the RTI Act involve 
the exempt information provisions. The most commonly considered exempt information provisions 
have been breach of confidence88, legal professional privilege89, and various aspects of the law 
enforcement and public safety provision90. Parliamentary and court privilege91 and information the 
disclosure of which is prohibited by an Act92 have been considered in a small number of decisions, 
while the provisions regarding incentive scheme information93, Cabinet matter preceding 

                                                           

82 Sections 47(3)(a) and 48 of the RTI Act. 
83 Section 48(2) of the RTI Act. 
84 Section 48(4) of the RTI Act. 
85 OIC notes that: some of the exempt information provisions are treated as PI factors favouring nondisclosure in other Australian 
jurisdictions; and other exempt information provisions have no counterpart in some (and in some instances all) of the other Australian 
jurisdictions – presumably leading to consideration of such types of information in the context of those jurisdictions’ public interest test 
equivalents instead. 
86 That is, schedule 3, sections 4, 4A, 4B, 5, 9 and 10(5) of the RTI Act  . 
87 25.6%.  
88 Schedule 3, section 8 of the RTI Act.  
89 Schedule 3, section 7 of the RTI Act.  
90 Schedule 3, section 10 of the RTI Act. 
91 Schedule 3, section 6 of the RTI Act. 
92 Schedule 3, section 12 of the RTI Act. 
93 Schedule 3, section 11 of the RTI Act. 
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commencement of the Act94, and Cabinet matter since commencement of the Act95 have each been 
addressed once. The opportunity for OIC to issue decisions regarding a new aspect of the law 
enforcement and public safety exempt information provision96 and the four new exempt 
information provisions97 has not yet arisen, although these provisions have arisen in informally 
resolved reviews which did not result in a decision.  

7.3 Does the public interest balancing test work well? Should the factors in schedule 4, parts 3 
and 4, be combined into a single list of public interest factors? 
 
OIC considers that the public interest balancing test is working well.  OIC recommends that the 
factors in schedule 4, Parts 3 and 4 be combined into a single list of public interest factors.  Further, 
OIC recommends that consideration be given to grouping the combined factors into related 
groups. 

OIC recommends that section 49(3)(a) of the RTI Act be amended to clarify that  
decision-makers are only required to identify irrelevant factors listed in schedule 4, part 1 and any 
further irrelevant factors that arise in the circumstances of that application. 

An agency may refuse access to information in a document to the extent that disclosure of the 
information would, on balance, be contrary to the public interest.98 An agency takes the following 
steps when applying the public interest test:99 
 

• identify and disregard any irrelevant factors, including any factors in schedule 4, part 1 that 
apply to the information 

• identify any factors favouring disclosure, including any factors in schedule 4, part 2 
• identify any factors favouring nondisclosure, including any factors in schedule 4, part 3 and 

any harm factors in schedule 4, part 4; and 
• balance relevant factors favouring disclosure against relevant factors favouring 

nondisclosure and decide whether disclosure of the information would, on balance, be 
contrary to the public interest. 
 

When the RTI Act was introduced there was some concern that the public interest test effectively 
broadened the scope for agencies to refuse access, allowing them to refuse access to information 
which would previously have been released. This is because section 49 allows a decision-maker to 
refuse access even in the absence of a harm factor, ie  a factor in schedule 4 , part 4 adapted from 
previously repealed provisions.  
 
                                                           

94 Schedule 3, section 1 of the RTI Act. 
95 See Office of the Leader of the Opposition and Treasury Department (Unreported, Queensland Information Commissioner, 7 July 2010) 
regarding schedule 3, section 2 of the RTI Act.  
96 Schedule 3, section 10(5) of the RTI Act. 
97 Schedule 3, sections 4, 4A, 4B and 5 of the RTI Act  
98 Section 47(3)(b) of the RTI Act. 
99 Section 49(3) of the RTI Act. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0017/7172/310145-Dec-07-07-10.pdf
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In OIC’s experience, application of the public interest test usually involves consideration of at least 
one harm factor. As at 30 June 2013, OIC had made 71 decisions in which it applied the public 
interest test100. Of these only five decisions did not involve consideration of a harm factor: in one of 
those five decisions OIC decided that access should be refused101; in the remaining four decisions, 
OIC found that access should be granted102. Consequently, OIC’s practical experience applying the 
public interest test indicates that initial concerns about potential expansion of the grounds of refusal 
have proven to be unfounded.  
 
OIC believes that considering a harm factor as one of a number of relevant public interest factors 
contributes to the creation of a single general, flexible public interest test. It encourages and enables 
the identification and balancing of all relevant factors for and against disclosure, without placing 
undue emphasis on harm factors. In OIC’s view, any difficulties associated with application of the 
public interest test in its current form can be reduced through the steps outlined below, and by 
addressing minor technical drafting issues103, rather than reverting to a threshold approach in which 
the harm factor must be present.  

Combining parts 3 and 4 of schedule 4 
 
The primary difficulty associated with the public interest test in its current form is the existence of 
two lists of factors favouring non-disclosure: the part 3 factors favouring nondisclosure and the part 
4 harm factors.   Since enactment of the RTI Act, public interest factors have accounted for over half 
of the issues considered by OIC in its decisions.104  
 
An analysis of the 71 decisions made as at 30 June 2013 indicates that harm factors were separately 
considered and attributed individual weighting in only five decisions.105 In the remaining 66 
decisions, harm factors and other factors favouring nondisclosure were grouped together and then 
attributed weight. No distinction between part 3 factors favouring nondisclosure and part 4 harm 
factors was required to apply the public interest balancing test and consequently no distinction was 
made. 
 
 

                                                           

100 As at 8 October 2013. 
101 Access was refused in DH6QO5 and Department of Health (. 
102 Access was granted in: Food business and Gold Coast City Council: Seven Network Operations (Third Party) ; Seven Network Operations 
Limited and Safe Food Production Queensland; Food business (Third Party) ; Nine Network Australia Pty Ltd and Brisbane City Council 
Stewart and SunWater Limited 
103 OIC can provide DJAG with separate feedback regarding this. 
104 57.1%. 
105 Seven Network Operations and Redland City Council (Unreported, Queensland Information Commissioner, 30 June 2011); Kalinga 
Wooloowin Residents Association Inc and Department of Employment, Economic Development and Innovation (Unreported, Queensland 
Information Commissioner, 19 December 2011); Kalinga Wooloowin Residents Association Inc and Brisbane City Council (Unreported, 
Queensland Information Commissioner, 9 May 2012); Beale and Department of Community Safety (Unreported, Queensland Information 
Commissioner, 11 May 2012); Abbot and The University of Queensland (Unreported, Queensland Information Commissioner, 16 October 
2012).  
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OIC considers that having two lists of factors favouring non-disclosure is not required to ensure the 
test operates as intended. When applying the test, the weight attributed to the various factors 
depends on the nature of the information sought and the circumstances of the particular 
application. A factor is not given additional weight simply because it happens to be a harm factor in 
schedule 4, part 4.  
 
OIC recommends that the factors in parts 3 and 4 of schedule 4 be combined. This would remove an 
unnecessary distinction and somewhat simplify decisions, both for those that write them and those 
that read them. It would also move the Act closer to a single, general, flexible public interest test.  
 
OIC notes that combining these two parts would result in some of the factors favouring disclosure 
(the existing part 3 factors) being one sentence in length, while others (the existing part 4 harm 
factors) were several paragraphs.    OIC acknowledges that the resulting list of combined factors will 
likely appear somewhat disjointed or mismatched relative to usual legislative drafting standards.   
 
To manage this, OIC recommends consideration be given to grouping the combined factors into 
related groups, perhaps similar to the groupings used in the table of public interest factors in the 
Government Information (Public Access) Act 2009 (NSW).106 Doing so could result in a greater sense 
of order and, accordingly, a greater understanding of the factors favouring non-disclosure and how 
they relate to one another. If this recommendation is  adopted, OIC suggests grouping the factors 
favouring disclosure in a similar manner for consistency. 

7.4 Should existing public interest factors be revised considering: some public interest factors 
require a high threshold or several consequences to be met in order to apply; whether a new 
public interest factor favouring disclosure regarding consumer protection and/or informed 
consumers should be added; whether any additional factors should be considered? 
 
OIC recommends that the wording of items 1, 2, 3, 9 and 10 in schedule 4, part 4 be amended so 
that those harm factors need only be considered when the relevant outcomes could reasonably be 
expected to occur. 

OIC does not consider that any other changes to the public interest factors are required. 

Schedule 4 factors that require high thresholds or several consequences to be satisfied 
 
OIC notes that varying thresholds must be satisfied before particular public interest factors in 
schedule 4 become relevant, for example ‘contribute to’107 has a lower threshold than ‘ensure’ 108. 
Also, various public interest factors in schedule 4 link two consequences with the word ‘and’ and, in 

                                                           

106 See the table following section 14 of the Government Information (Public Access) Act 2009 (NSW). 
107 Schedule 4, part 2, items 2, 13 and 15 to 19 of the RTI Act.   
108 Schedule 4, part 2, item 4 of the RTI Act. 
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doing so, require that both consequences be satisfied before the factor becomes relevant, for 
example ‘promote open discussion of public affairs and enhance the Government’s accountability’109.  

OIC considers it is important to note that the factors in schedule 4 are non-exhaustive.110 This means 
that, even where a high threshold or multiple-consequence factor in schedule 4 is not applicable, the 
decision-maker can consider a similar public interest factor with a lower threshold, for example: 

• ‘enhance effective oversight of expenditure of public funds’ rather than ‘ensure effective 
oversight of expenditure of public funds’111; or  

• ‘enhance the Government’s accountability’ rather than ‘promote open discussion of public 
affairs and enhance the Government’s accountability’112.  

Consequently, the higher thresholds and multiple-consequences specified in some schedule 4 public 
interest factors are, in practical terms, not critical issues; they do not preclude consideration of 
similar public interest factors with lower thresholds or encompassing only one consequence. 

The wording of some part 4 harm factors 
 
Another difficulty raised by several of the harm factors relates to their wording. In particular, 
difficulty arises regarding the harm factors at item 1, 2, 3, 9 and 10 which use the wording 
‘[d]isclosure of the information could reasonably be expected to cause a public interest harm if 
disclosure could [result in specified harm]’.  

In these instances, the threshold required to activate the harm factor as a relevant factor when 
applying the public interest test is low. Based on the current wording of these factors, any likelihood 
that the specified harm could occur, no matter how small, requires the decision-maker to find that 
disclosure could reasonably be expected to cause the harm factor. In these circumstances, the 
decision-maker can choose to apply very little weight to the relevant harm factor, but the 
requirement to consider the harm factor at all is onerous and over-complicates decisions for both 
those writing and those reading them. 

Consequently, OIC recommends that the wording of items 1, 2, 3, 9 and 10 in schedule 4, part 4 be 
amended so that those harm factors need only be considered when the relevant outcomes could 
reasonably be expected to occur. OIC notes that the amendments necessary to combine the part 3 
and part 4 factors, as recommended above, would likely resolve this issue. 

 

 

 

                                                           

109 Schedule 4, part 2, item 1 of the RTI Act. 
110 Given the wording of section 49(3)(a), (b) and (c) of the RTI Act. 
111 Schedule 4, part 2, item 4 of the RTI Act. 
112 Schedule 4, part 2, item 1 of the RTI Act. 
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Adding additional factors to schedule 4 
 
In its decisions, OIC has identified and considered public interest factors other than those listed in 
schedule 4. As well as the public interest factors mentioned above (similar to existing public interest 
factors but with lower thresholds or involving only a single consequences), OIC’s decisions have 
included consideration of public interest factors not present in schedule 4, such as supporting 
informed consumer choices113 and enabling royalty recipients to access information otherwise 
unavailable to them regarding royalty calculations114.  
 
OIC notes that, when the public interest test was introduced, there was some concern that listing 
public interest factors in schedule 4 could reduce flexibility or freeze the public interest concept in 
time. However, it was also noted that listing the factors would improve agencies’ decision making 
and result in more uniformity of decision making across agencies. 
  
In OIC’s experience, the lists act as prompts which assist decision-makers and parties to identify all 
public interest factors relevant to a particular application. In this sense, it is arguable that expansion 
of the current public interest factors to include additional factors which have been identified and 
applied could be beneficial. 
 
OIC does not consider it good practice to continually expand the schedule 4 factors to include new 
factors identified and applied by decision-makers. The public interest factors listed in schedule 4 are 
non-exhaustive. Consequently, parties can raise, and decision-makers can consider, any relevant 
public interest factor, including those not listed in schedule 4.  
 
OIC is also concerned that adding public interest factors to schedule 4 could reinforce 
misconceptions that the factors are exhaustive or discourage decision-makers from identifying and 
applying new factors relevant to their applications.  Further, doing so could give rise to the mistaken 
impression that there were two tiers of public interest factors: those which  are listed in schedule 4 
and those which are not. This could arguably result in factors listed in schedule 4 being given greater 
weight than new, decision-maker identified, factors simply because they were ‘important enough’ to 
be included.   
 
Decision-makers could also find it difficult to determine whether particular public interest factors 
were not listed in schedule 4 because they had never before arisen, arose so infrequently their 
inclusion in schedule 4 was not considered justified, or were awaiting inclusion via an appropriate 
Bill.  
 

                                                           

113 Seven Network Operations Limited and Safe Food Production Queensland; Food business (Third Party) (Unreported, Queensland 
Information Commissioner, 10 February 2012) and Nine Network Australia Pty Ltd and Brisbane City Council (Unreported, Queensland 
Information Commissioner, 7 June 2012). 
114 Gordon Resources Limited and Department of Employment, Economic Development and Innovation (Unreported, Queensland 
Information Commissioner, 21 September 2011). 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0018/7173/310147-Dec-21-09-11_0.pdf
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In OIC’s view, the non-exhaustive nature of the public interest factors provides an effective and 
flexible framework for applying and balancing public interest factors within the specific context of an 
access application. Given that the RTI Act’s public interest balancing test already grants a decision-
maker the capacity and flexibility to consider any public interest factor OIC does not consider it 
necessary to add new public interest factors to schedule 4.  
 
In addition, OIC considers that its training and resources assist decision-makers to identify and 
consider public interest factors not listed in schedule 4. OIC’s resources can be quickly updated when 
new public interest factors are identified, to  explain them and discuss the types of information or 
circumstances in which they may become relevant. 

7.5 Does there need to be additional protections for information in communications between 
Ministers and Departments? 
 
No recommendation. However, OIC notes that the RTI Act includes a broad range of existing 
protections for communications between Ministers and departments.  

A number of existing provisions in the RTI Act can apply to communications between Ministers and 
departments.  

Exempt information provisions 

• Cabinet information - if the communications would reveal information brought into 
existence for the consideration of Cabinet or information that would reveal any Cabinet 
considerations.115  

• Executive Council information - if the information was brought into existence for briefing, or 
the use of the Governor, a Minister, or a chief executive in relation to information submitted 
to Executive Council or that is proposed or has at any time been proposed to be submitted 
to Executive Council.116 

• Information briefing incoming Minister - if the information is brought into existence by an 
agency to brief an incoming Minister about the agency.117 

• Contempt of Parliament information - if disclosure of the information would be in contempt 
of Parliament – for example, if it comprised responses to possible parliamentary 
questions.118  

• Information subject to legal professional privilege - if the communications comprise legal 
advice from departmental or Crown lawyers acting in their capacity as such (or external 
solicitors or counsel engaged by them), the communications would be subject to the legal 
professional privilege exempt information provision.119  

                                                           

115 Schedule 3, section 2 of the RTI Act. 
116 Schedule 3, section 3 of the RTI Act. 
117 Schedule 4, section 43 of the RTI Act. 
118 Schedule 3, section 6(c) of the RTI Act. 
119 Schedule 3, section 7 of the RTI Act. 
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• Breach of confidence information - if the communications reveal the information of a third 
party outside government and disclosure of that information would found an action for 
breach of confidence.120 

 
Contrary to public interest information 

Documents which contain the information of third parties outside government may also enliven 
relevant harm factors in schedule 4, part 4 of the RTI Act when the public interest test is applied, for 
example, harm factors regarding:  

• personal information121  
• business affairs122; or  
• confidential information communicated by a third party to the Minister or agency123.  

 
Related factors favouring nondisclosure in schedule 4, part 3 may also be relevant, for example:  

• prejudicing the protection of an individual’s right to privacy124  
• prejudicing private business, professional, commercial or financial affairs125; or  
• prejudicing an agency’s ability to obtain confidential information126. 

 
Depending on the type of information sought, other public interest provisions may be relevant. For 
example, the following provisions could be relevant regarding information that may prejudice the 
State’s economic position: 

• investment incentive scheme information exempt information provision127  
• harm factors regarding business affairs, the State’s economy, the State’s financial and 

property interests128;  and  
• factors favouring nondisclosure regarding prejudice to the economy of the State and 

prejudice to an agency’s competitive commercial activities129. 
 
 

 

                                                           

120 Schedule 3, section 8 of the RTI Act. 
121 Schedule 4, part 4, item 6 of the RTI Act. 
122 Schedule 4, part 4, item 7 of the RTI Act. 
123 Schedule 4, part 4, item 87 of the RTI Act. 
124 Schedule 4, part 3, item 3 of the RTI Act. 
125 Schedule 4, part 3, items 2 and 15 of the RTI Act. 
126 Schedule 4, part 3, item 16 of the RTI Act. 
127 Schedule 3, section 11 of the RTI Act. 
128 Schedule 4, part 4, item 7, item 9, and item 10 of the RTI Act.  
129 Schedule 4, part 3, item 12 and item 17of the RTI Act. 
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Regardless of the nature of the information sought, the harm factor regarding deliberative processes 
information130 is usually relevant when applying the public interest test, as is the factor favouring 
nondisclosure regarding prejudice to deliberative processes131.  Similar deliberative process 
provisions – subject to public interest tests – apply in all other Australian jurisdictions .132   

Several provisions in the RTI Act may apply to communications between Ministers and departments, 
depending on the nature of those communications and surrounding circumstances. Given that the 
list of public interest factors in schedule 4 is non-exhaustive, it remains possible for other public 
interest factors that are not listed in the RTI Act to be considered where relevant when applying the 
public interest test regarding communications between Ministers and departments. 

Is additional protection needed? 

OIC acknowledges the following concerns have been raised regarding the disclosure of deliberative 
process information:  

• disclosure may mean that good, but politically controversial, ideas are not considered 
further and pursued, and therefore disclosure should only occur after decisions have been 
made by Cabinet or the relevant Minister;  and  

• the prospect of disclosure inhibits the frankness and fearlessness of public servants’  advice, 
and some form of protection from disclosure therefore is necessary to ensure that Ministers 
receive advice that is comprehensive and candid. 

 
OIC is aware that deliberative process has been proposed as the basis of an exempt information 
provision in place of the existing public interest factors.  OIC notes that, other than Tasmania133, no 
other Australian jurisdiction has a general exempt information provision regarding deliberative 
process information. Victorian, Western Australian and Northern Territory each exempt a narrow 
portion of deliberative process information, that is, Ministerial briefings on matters to be considered 
by Cabinet.134  

In Queensland, the deliberative processes harm factor135 applies to opinion commissioned for and 
used in deliberative processes until public consultation starts136. 

                                                           

130 Schedule 4, part 4, item 4 of the RTI Act. 
131 Schedule 4, part 3, item 20 of the RTI Act. 
132 See section 47C of the Freedom of Information Act 2009 (Cth), section 30 of the Freedom of Information Act 1982 (Vic), item 1(e) in 
table after section 14 in Government Information (Public Access) Act 2009 (NSW), schedule 1, item 6 of Freedom of Information Act 1992 
(WA), schedule 1, item 9 in Freedom of Information Act 1991 (SA), section 35 of Right to Information Act 2009 (Tas), section 52 of 
Information Act (NT), section 36 of Freedom of Information Act 1989 (ACT).  
133 The Tasmanian exemption relates to an opinion, advice or recommendation prepared by an agency or Minister, or a record of 
consultations and deliberations between an agency and Minister ‘in the course of, or for the purpose of, providing a Minister with a 
briefing in connection with the official business of [an agency], a Minister or the Government and in connection with the Minister’s 
parliamentary duty’ – see section 27 of the Right to Information Act 2009 (Tas). 
134 For example, section 28(1)(ba) of the Freedom of Information Act 1982 (Vic) (as noted in the discussion paper); schedule 1, item 1(1)(d) 
of the Freedom of Information Act 1992 (WA); and section 45(1)(a)(ii) of the Information Act (NT). 
135 Schedule 4, part 4, item 4 of the RTI Act. 
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 OIC has applied this harm factor137 in recognition of the public interest in the government:  
 

• being able to make informed decisions in the course of carrying out its functions 
• having access to the widest possible range of information and advice without fear of 

interference when doing so; and  
• maintaining the confidentiality of their deliberative processes in some circumstances, 

particularly where those deliberative processes relate to ongoing negotiations.  
 
In very broad terms, OIC’s decisions regarding deliberative process information have found that the 
weight of the factors favouring nondisclosure are: 
 

• greatest before a decision has been made (particularly when negotiations with other parties 
are ongoing) 

• reduced  when public consultation has commenced (which renders the deliberative process 
harm factor inapplicable); and  

• reduced further still when a decision has been made.  
 
OIC’s current approach avoids the detrimental impact disclosure may have on good but potentially 
controversial ideas before consultation has occurred or decisions have been made.  
 
OIC considers that deliberative process  scenarios can vary and therefore the public interest test is 
likely to be more suitable due to its flexibility than an exempt information provision with set criteria. 
In OIC’s experience public interest factors favouring disclosure of deliberative processes 
information138 are also closely and strongly aligned with the stated policy outcomes of open, 
accountable and participatory government that accompanied the now repealed FOI Act139 and with 
Parliament’s stated reasons for enacting the RTI Act140.  

Scrutiny of government decisions, and the reasons and background material behind them, has and 
remains one of the primary purposes of RTI legislation. It would therefore be particularly difficult to 
achieve an appropriate balance in creating an exempt information provision to deal with a differing 
range of circumstances. 

                                                                                                                                                                                     
 

136 After the commencement of public consultation, the factor favouring nondisclosure regarding prejudice to a deliberative process 
(schedule 4, part 3, item 20 of the RTI Act) would usually continue to apply. Further,  given that the public interest factors listed in 
schedule 4 are non-exhaustive, a public interest factor similar to the deliberative processes harm factor, but applicable after public 
consultation begins, could still be relevant. 
137 Pallara Action Group Inc and Brisbane City Council (Unreported, Queensland Information Commissioner, 21 September 2012) at [42]. 
This continues the approach taken by OIC regarding the repealed FOI Act in Metcalf and Maroochy Shire Council (Unreported, Queensland 
Information Commissioner, 19 December 2007) at [47]. 
138 For example, schedule 4, part 2, items 1 to 5 and 11 of the RTI Act. 
139 As noted at page 13 of the FOI Independent Review Panel (2008), The Right to Information: Reviewing Queensland’s Freedom of 
Information Act.  
140 See reasons 1(a) to (e) of the RTI Act’s preamble. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0005/7592/decision-310734-external-review-21-09-12.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0016/7063/210304-Dec-19-12-07.pdf
http://www.rti.qld.gov.au/__data/assets/pdf_file/0019/107632/solomon-report.pdf
http://www.rti.qld.gov.au/__data/assets/pdf_file/0019/107632/solomon-report.pdf
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7.6 Should incoming government briefs continue to be exempt from the RTI Act?  
 
No recommendation. However OIC notes the Hawke Review discussion and acknowledges the 
Australian Information Commissioner’s comments that disclosure of incoming government briefs 
may diminish the value of such briefs. 

The exempt information provision regarding information ‘brought into existence by [a] department 
to brief an incoming Minister about the department’141 currently has no direct equivalent in other 
Australian jurisdictions.  While the opportunity for OIC to issue a decision regarding this exempt 
information provision has not arisen, OIC cannot identify any issues which might impede the 
provision’s satisfactory operation.   

It is OIC’s understanding that the policy rationale for exempting incoming Ministers’ briefs from 
disclosure relates to the need for Ministers to be fully informed of all relevant departmental issues, 
so that they may discharge their responsibilities fully and effectively.142  

OIC notes that Ministers’ decisions throughout their tenure gradually render much of the 
information in their incoming briefs out of date and of historic, rather than political, interest.  
Consequently, it is arguable that the policy rationale for the exempt information provision is linked 
to the electoral cycle; if so, the current 10 year period in which the exempt information provision 
applies may be lengthier than necessary. OIC suggests that consideration could be given to 
investigating whether some lesser period for the exempt information provision would provide 
sufficient protection for incoming Ministers’ briefs. 

The Hawke Review recommends that ‘the [Cth] FOI Act be amended to include a conditional 
exemption for incoming government and minister briefs, question time briefings and estimates 
hearing briefings’.143 This recommendation was made on the basis  that frank and fearless advice is 
inhibited by the prospect of disclosure and therefore some form of protection from disclosure is 
required to ensure advice is comprehensive and candid.144  

While the Hawke Report’s recommendation suggests a conditional, rather than an absolute, 
exemption, OIC considers the important and sensitive nature of incoming brief information is 
sufficient to justify Queensland’s exempt information provision remaining absolute. In this regard, 
OIC agrees with the Australian Information Commissioner’s reasoning regarding the important role 
of incoming briefs in providing confidential, frank and honest advice.  

OIC also acknowledges concerns raised by the Australian Information Commissioner, that:  

                                                           

141 Schedule 3, section 4 of the RTI Act. 
142 Page 49 of Hawke, A (2013), Review of the Freedom of Information Act 1982 and Australian Information Commissioner Act 2010.  
143 Recommendation 13 at page 6 of Hawke, A (2013), Review of the Freedom of Information Act 1982 and Australian Information 
Commissioner Act 2010.  
144 See pages 47-49 of Hawke, A (2013), Review of the Freedom of Information Act 1982 and Australian Information Commissioner Act 
2010.  

http://www.ag.gov.au/Consultations/Documents/FOI%20report.pdf
http://www.ag.gov.au/Consultations/Documents/FOI%20report.pdf
http://www.ag.gov.au/Consultations/Documents/FOI%20report.pdf
http://www.ag.gov.au/Consultations/Documents/FOI%20report.pdf
http://www.ag.gov.au/Consultations/Documents/FOI%20report.pdf
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…a special feature of an incoming government brief is that it is prepared essentially as a 
communication limited to an audience that may comprise only one person – the new 
Minister. If it is known that the brief will be disclosed publicly under the FOI Act, there is a 
risk that it will be tailored to a different audience or with different interests in mind. This 
could compromise the quality and value of the brief and make it less relevant to its specific 
circumstance.  

… An incoming brief that is not confidential may include only bland material that will not 
raise concern, and possibly be of less value to a new government. An associated risk is that 
the brief will not be comprehensive and will be replaced by oral briefings to the new 
Minister.145 

7.7-7.8 Are the current provisions in the RTI Act sufficient to deal with access applications for 
information created by Commissions of Enquiry after the Commission ends?  
Is it appropriate or necessary to continue the exclusion of Commission documents from the RTI Act 
beyond the term of the inquiry? 
 
OIC recommends that no legislative change is required to clarify the operation of the RTI Act.  OIC 
considers that existing provisions provide sufficient flexibility to deal with Commission documents 
after the Commission of Inquiry has ended. 

One of the excluded entities listed in schedule 2, part 1 of the RTI Act is ‘a Commission of Inquiry 
issued by the Governor in Council, whether before or after the commencement of this schedule’.146 
Documents of a Commission of Inquiry are not specifically excluded from the application of the 
RTI Act. 

OIC agrees with the view outlined in the discussion paper: that the exclusion regarding Commissions 
of Inquiry only precludes application of the RTI Act to a Commission of Inquiry while the Commission 
is operating. 

When a Commission of Inquiry has ceased its documents are held by a “responsible public 
authority”147.  The exclusion for Commissions of Inquiry does not apply to these documents as an 
application to access them the agency that now holds them, with the right of access subject to the 
existing range of refusals set out in the RTI Act. In OIC’s view, such refusal grounds are sufficiently 
flexible to enable an agency to make a decision that reflects any significant concerns regarding 
disclosure.  

OIC does not consider that any additional provisions or exclusion are required to enable the RTI Act 
to deal appropriately with historical Commission documents.  

                                                           

145 In this regard, see the Commonwealth Information Commissioner’s comments in Crowe and Department of Treasury [2013] AICmr 69 at 
[85]. 
146 Section 17 and schedule 2, part 1, item 4 of the RTI Act. 
147 Section 15 of the Public Records Act 2002 (Qld). 

http://www.oaic.gov.au/images/documents/freedom-of-information/ic-review-decicions/2013-AICmr69.pdf
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Clarification that a Commission is an excluded entity only while operating 

OIC notes that there has been some suggestion that schedule 2 should be amended to clarify that a 
Commission of Inquiry is an excluded entity only while the Commission is operating. In OIC’s view, 
the RTI Act already makes it clear that while the Commission exists it is excluded from the definition 
of “agency”148 and, as such, the Commission’s documents are excluded from the operation of the 
RTI  Act149.  OIC does not consider that a clarification of this type is necessary. Further, OIC is 
concerned that adding qualifiers of this kind could have an unintended impact on the relevant 
provision, or other provisions expressed in similar terms. 

Continuing the exclusion beyond the term of the Commission 

OIC notes that there has been some suggestion that: 

1. A Commission of Inquiry should continue to be excluded from the operation of the RTI Act 
(as an excluded entity under schedule 2) after the Commission concludes. 

2. All, or specified150, documents of a Commission of Inquiry  should be exempt from disclosure 
when the Commission has ceased.   

OIC also notes suggestions that an additional factor favouring non-disclosure relating to documents 
of a Commission of Inquiry when the Commission has ceased be added schedule 4 of the RTI Act. 

The first suggestion is not consistent with the RTI Act. Under the RTI Act, an applicant applies to an 
agency for documents held by that agency. If the Commission of Inquiry has concluded it serves no 
purpose to exclude it from the operation of the Act as it no longer exists for an applicant to make 
and application to. 

In relation to the second suggestion, in OIC’s view the existing mechanisms for assessing whether 
disclosure of information would be contrary to the public interest provide appropriate and sufficient 
flexibility for dealing with historical Commission documents. The public interest test provides an 
effective framework for considering and balancing all relevant public interest factors, taking into 
account the nature of the information151, the sensitivities of the information and surrounding 
circumstances152, and its age153. The public interest factors are not exhaustive and the decision-
maker is required to identify and consider any other factors that are relevant.  

                                                           

148 See sections 14(2) and 17 and schedule 2, part 1, item 4 of the RTI Act. 
149 Because the right to access documents relates only to documents of agencies and documents of Ministers – see sections 12, 13 and 23 
of the RTI Act. 
150 For example, documents that contain highly sensitive information or information subject to the Commission’s non-publication order. 
151 For example, as noted in the discussion paper, public submissions, administrative documents, legal advice and sensitive personal 
information. 
152 Ranging from innocuous to contentious (as noted in the discussion paper) and scandalous (as noted at page 63 of the Parliamentary 
Crime and Misconduct Commissioner (2013),  Inquiry into the CMC’s release and destruction of Fitzgerald Inquiry documents, Report No. 
90) <http://www.parliament.qld.gov.au/documents/committees/PCMC/2013/FitzgeraldDocuments/rpt-090-5Apr2013.pdf>. 
153 Which, in general terms, lessens as time passes. 
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OIC notes that a Commission may make a non-publication order regarding any book, document, 
writing or record produced to it.154 OIC believes that each Commission is best placed to assess the 
information produced to it, in light of all relevant circumstances, in order to identify that which is 
sufficiently sensitive to warrant non-publication orders.  

OIC considers that a non-publication order would indicate to a decision-maker that the information 
is highly sensitive and its publication was contrary to the public interest at the time the order was 
made.  While sensitivity may diminish somewhat over time, in OIC’s view a non-publication order is 
highly likely to raise a factor favouring nondisclosure to which a decision-maker would assign 
substantial weight, even with the passing of time. 

7.9 Are provisions in the RTI Act sufficient to deal with access applications for information relating 
to mining safety in Queensland? 
 
No recommendation. However, OIC considers that existing provisions provide sufficient flexibility 
to deal with applications for information relating to mining safety. 

It is OIC’s understanding that this question relates to access applications seeking information about 
mining safety and health issues provided by parties under the Coal Mining Safety and Health Act 
1999 (Qld) (CMSH Act). In effect, under the CMSH Act:155  

• if answering would not incriminate a person, the person is compelled to answer questions 
about any type of incident; but 

• if answering would incriminate a person, the person is compelled to answer questions about 
serious accidents and high potential incidents (as defined under the CMSH Act) only. 

These two types of answers may be the subject of access applications under the RTI Act. 

Where answers are about a serious accident or high potential incident, and the person has been 
compelled to provide them even though they are self-incriminating, the exempt information 
provision regarding information given under compelled under an Act which abrogates the privilege 
against self-incrimination156 usually applies157. 

When the answers relate to any type of incident and do not incriminate the person providing them, 
the situation is more complex.  It is arguable that the breach of confidence exempt information 
provision158 and public interest factors regarding confidential information159 would not apply, given 
that the person is compelled by law to answer.  

                                                           

154 Section 16 of the Commissions of Inquiry Act 1950 (Qld) 
155 Section 157, 158(2) and (3) and 159(2) of the CMSH Act. 
156 Schedule 3, section 10(3) of the RTI Act.  
157 See, for example, Godwin and Department of Employment, Economic Development and Innovation (Unreported, Queensland 
Information Commissioner, 17 January 2011). 
158 Schedule 3, section 8 of the RTI Act. 
159 Schedule 4, part 3, item 16 and schedule 4, part 4, item 8 of the RTI Act. 

http://www.oic.qld.gov.au/decisions/godwin-and-department-of-employment,-economic-development-and-innovation-310164
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In OIC’s view, existing public interest factors and the capacity to identify new public interest factors 
are sufficient to enable decision-makers to deal appropriately with access applications regarding 
answers obtained under the CMSH Act. Depending on the circumstances, factors favouring 
nondisclosure relating to ensuring the free flow of information about health and safety issues to 
relevant persons may be considered relevant and attributed weight as appropriate.  

OIC notes that no Australian jurisdiction has provisions that deal specifically with mining safety and 
health information. 

7.10 Are the current provisions in the RTI Act sufficient to deal with access applications for 
information about successful applicants for public service positions? 
 
No recommendation.  However, OIC considers that existing provisions provide sufficient flexibility 
to deal with access applications for information about successful applicants for public service 
positions. 

OIC recognises that access applications seeking information regarding persons appointed to public 
service positions, and the processes which led to their appointment, involve strong and competing 
public interest factors. In broad terms, public interest factors regarding the privacy of applicant’s 
personal information weigh against factors regarding accountable and transparent recruitment 
processes, which encourage probity and maximise effective expenditure of public monies by 
ensuring that the most qualified person was appointed.  

In OIC’s view, similar factors arise when considering access applications for information about 
government tenders; the commercial information submitted by tenderers may be equated with the 
personal information of job applicants. In both instances, whether or not information is disclosed 
usually depends on the extent to which disclosure, or the prospect of disclosure, enhances the 
probity of government appointments and the effective expenditure of public funds.  

In OIC’s experience regarding both tenders and job applications, it is often the case that the 
balancing of public interest factors leads to decisions to: 

• release a substantial amount of information regarding the successful applicant, because that 
information indicates the successful applicant’s skills and experience; and 

• provide meaningful information about the comparative process through which the 
successful applicant was identified as best suited to the role, often through the disclosure of 
de-identified information regarding the unsuccessful applicants. 

In OIC’s view, the RTI Act’s public interest test is sufficient to enable decision-makers to adequately 
and appropriately deal with access applications seeking information about successful applicants for 
public service positions. The public interest factors enable the decision-maker to canvas all relevant 
issues. No other Australian jurisdiction has provisions that deal specifically with public service job 
applications. 
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If the situation involved harassment or bullying of a successful applicant (as raised in the discussion 
paper) the exempt information provision regarding a person ‘being subjected to a serious act of 
harassment or intimidation’160 could be relevant. Otherwise, given that the public interest factors 
listed in schedule 4 are non-exhaustive, the decision-maker could identify a public interest factor 
against disclosure regarding the applicant being subjected to harassment or bullying, and take this 
into account when applying the public interest test. 

                                                           

160 Schedule 3, section (1)(d) of the RTI Act. 
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PART 8: FEES AND CHARGES 

8.1 Should fees and charges for access applications be more closely aligned with fees, for example, 
for court documents? 
 
OIC submits that the basis for access to court records is fundamentally different from access to 
government-held information under the RTI Act. 

Access to government-held information under the RTI or IP Acts 

The charging regime under the RTI Act has three components: application fee, processing charge, 
and access charge.  The RTI application fee cannot be waived and processing charges do not apply to 
documents containing the applicant’s personal information or where the agency spends fewer than 
five hours total processing the application. Under the IP Act, there is no application fee, nor are 
there any processing charges, but there may be access charges.   

Processing and access charges must be waived if the applicant is in, and applies for, financial 
hardship. 

Access to information held by Courts and QCAT  

The Queensland Supreme Court charges $12.60 to produce a file for inspection161 and the Federal 
Court charges $43.00 to produce a file for inspection162.  Upon payment of these initial fees the 
person is given access to the file; they can inspect it, take notes from it, and identify if there are any 
pages they want copies of.  The cost of those copies is: 

• for the Federal Court, $1.00 a page; and 
• for the Queensland Supreme Court, $2.30 a page, capped at a total of $61.00.  

 
Access to Queensland Civil and Administrative Tribunal (QCAT) records is charged differently.  A 
person who wants to access the file must pay an hourly charge to do so: $15.00 per hour capped at a 
maximum of $59.00 per day.  If the registrar is required to retrieve files from off-site storage there is 
an additional ‘per box’ fee payable: $32.10 for the one box, $35.70 for two boxes, $39.80 for three 
or more boxes.  If the person wants copies pages are charged for at $1.75 for fewer than 20 pages, 
$1.45 for 20 to 50 pages, and $1.00 for more than 50 pages.   

 

 

 

 
                                                           

161 Note that this fee is not payable by parties.  
162 Item 123, schedule 1, Federal Court and Federal Magistrates Court Regulation 2012 (Cth). 
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Comparison 

If access to court documents is cast into RTI terminology the result is: 

 

RTI Act 
Government 
held 
documents 

IP Act 
Government 
held 
documents 
containing 
personal 
information 

QCAT 
Supreme 
Court 

Federal Court 
& Federal 
Magistrates 
Court 

Application 
Fee 

$41.90 0 0 $12.60 $43.00 

Processing 
charge 

$25.80/hour163 
when over 5 
hours 

0 0 0 0 

Access: 
Inspection 
only  

0  0 

$15/hour 
(capped at 
$51/day) + 
cost of file 
retrieval 
(maximum 
$39.80/box) 

0 0 

Access: 
copies (per 
page) 

$0.20 A4; 
actual cost for 
non-A4 
documents.  

0 

$1.75 for 
fewer than 20 
pages; $1.45 
for 20-50 
pages; $1.00 
for 50+ pages 

$2.30 to 
maximum of 
$61.00 

$1 

Access: 
electronic 

0 0 N/A N/A N/A 

Access:  
Other 

Cost recovery 
basis 

Cost recovery 
basis 

N/A N/A N/A 

 

 

 

                                                           

163 At a maximum of $187.50 per day presuming a single officer’s working day of 7 hours and 15 minutes.  
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Under the RTI Act, there is no cap on the amount payable by an applicant. It appears that adopting a 
fee structure more closely aligned with fees charged for access to court documents may result in less 
cost payable by many RTI Act applicants, as court costs do not include a component for charging for 
the time spent by officers working on processing the access application.  Further, under RTI, 
applicants are required to pay the processing charges regardless of whether or not they are given 
access to the documents. 

OIC suggests that accessing information from the courts is not directly comparable to accessing 
information from an agency under the formal provisions of the RTI Act.  Access to government-held 
documents under the RTI Act requires careful consideration of exempt information provisions and 
public interest factors, and consultation with third parties.  The basis for determining access in 
relation to an RTI application is quite different to that for a request for court documents and as such 
they employ different charging regimes. Given this, OIC suggests that court charging regimes are 
unlikely to be an appropriate basis on which to calculate RTI charging. 

8.2 Should fees and charges be imposed equally on all applicants? Or should some applicants pay 
higher charges? 
 
No recommendation. However, OIC notes that some exceptions to fees and charges currently exist.  

Currently, fees and charges are not imposed equally on all applicants. There is a baseline of fees and 
charges established by the RTI and IP Regulations and these are varied or waived in certain 
circumstances, for example:  

• applicants who are individuals applying solely for documents containing information about 
them pay no application fee and no processing charge 

• applicants applying for a mix of personal and non-personal documents pay only for those 
that do not contain personal information about them; and  

• applicants in financial hardship, be they individuals or non-profit organisations, pay no 
charges at all.   

OIC notes that one of the fundamental principles of FOI and RTI legislation is that the motive of the 
applicant should not be of concern.  Further, as set out in the 1990 Electoral and Administrative 
Review Commission report:  

Access to information as to what decisions are made by government, and the content of 
those decisions, are fundamental democratic rights. As such, FOI is not a utility, such as 
electricity or water, which can be charged according to the amount used by individual 
citizens.  

All individuals should be equally entitled to access government-held information and the 
price of FOI legislation should be borne equally.164 

                                                           

164 Electoral and Administrative Review Commission, Report on Freedom of Information, December 1990, p. 181.  
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To introduce a sliding scale of charges on grounds other than those elucidated above is to require a 
value judgement to be made about the applicant, their purposes, and the respective worth of both.  
The purpose of RTI legislation is to enhance government openness and accountability and encourage 
participation in the democratic process by the community.  Further, the RTI Act recognises that 
government holds documents as custodian for the community; that “information in the 
government’s possession is a public resource”165. On this basis any proposed changes to 
differentiate between types of applicants should be carefully considered in the context of the 
objectives of a right of access to government-held documents. 

8.3 Should the processing period be suspended when a non-profit organisation applicant is waiting 
for a financial hardship status decision from the Information Commissioner? 
 
OIC recommends that, rather than suspending the processing period while a non-profit 
organisation applies to OIC for financial hardship status, non-profit organisation who wish to have 
their processing and access charges waived on the grounds of financial hardship be required to 
apply for financial hardship status before lodging their access application with the agency.    

Under the RTI Act a non-profit organisation can apply to the Information Commissioner for financial 
hardship status; if granted, it has effect for one year.  The RTI Act is silent on when the non-profit 
organisation is required to make their application. As a result, non-profit organisations can either: 1) 
apply to OIC for financial hardship and then apply to the agency for access; or 2) apply to the agency 
for access and, during that process, apply to OIC for financial hardship.  

Where non-profit organisations apply to the agency for access to documents and then apply to OIC 
for a financial hardship waiver agencies are required to carry out the administrative processes 
necessary to receive, assess, and commence an application and then monitor it awaiting an outcome 
over which they have no control. If the non-profit organisation is not granted financial hardship 
status and, as a result, elects not to continue with their application, the agency  would  have 
unnecessarily diverted their resources.    

Rather than having the processing period pause when a non-profit applicant decides to apply to OIC 
for a financial hardship declaration, OIC suggests that non-profit organisations should be required to 
obtain financial hardship status before making their access application if they wish to rely on a 
declaration.   This would remove unnecessary complexity and uncertainty for agencies and non-
profit organisations, particularly as the latter have no way of knowing, given the RTI Act’s silence, 
which approach they should adopt. Given that the waiver, once granted, is valid for a year it should 
not disadvantage non-profit applicants.  

 

 

                                                           

165 Preamble of the RTI Act, paragraph 1(b). 
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8.4-8.5 Should the RTI Act allow for fee waiver for applicants who apply for information about 
people treated in Multiple HHSs?  
If so, what should be the limits of the waiver? 
 
OIC recommends that a mechanism be inserted into the RTI Act allowing applications for 
information about people treated in multiple health services to be made with a single application 
fee.    

OIC recommends investigating adaption of the existing transfer provisions as a mechanism for 
allowing applications to be made across multiple health services with a single application fee. 

Prior to the creation of the Hospital and Health Services (health services) applicants seeking access 
to documents about their treatment across multiple hospitals made a single application to 
Queensland Health.  Now, applicants are required to make multiple applications and pay multiple 
application fees166 to access documents held by more than one health service.  OIC suggests that it 
would be appropriate to insert a mechanism in the RTI Act which would remove the requirement to 
make multiple applications and pay multiple application fees in these circumstances.   

OIC suggests that the existing transfer provisions could be adapted as the mechanism. Currently, if 
an agency receives an access application, does not hold some of the documents applied for, and is 
aware that another agency holds them, the first agency must attempt to transfer the application to 
the other agency. The other agency is not required to consent to the transfer; if the other agency 
consents, the applicant is required to pay a second application fee to the other agency to make the 
transferred application valid.  

OIC suggests that a similar procedure could be adopted for applicants treated by multiple health 
services who are seeking documents about their treatment.  Applicants applying to access 
documents about their treatment could have the option of nominating other health agencies at 
which they had been treated and from which they wish to access documents about that treatment.  
OIC suggests that placing a limit on the number of health agencies which can be nominated would 
be reasonable.  

Where a health service receives an application on which an applicant has nominated additional 
health services the first health service must part transfer the application to the other health services; 
the other health services would be required to accept the transferred application and the 
requirement that an application fee be paid in order to make the application valid would be waived. 
Any such mechanism would likely need to be supported by amendments to the approved application 
form or, if OIC’s recommendation at 6.1 is accepted, by criteria in the Regulation.  

                                                           

166 Unless their applications are only for documents containing their personal information, in which case there would be no application fee.  
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PART 9: REVIEWS AND APPEALS 

9.1-9.2 Should internal review remain optional? Is the current system working well? 
If not, should mandatory internal review be reinstated or should other options, such as a power 
for the Information Commissioner to remit matters to agencies for internal review, be considered? 
 
OIC recommends that the legislation be amended to: 

• make internal review mandatory 
• broaden OIC’s power of remittal back to agencies where: 

o further searches to locate documents are required  
o further searches at OIC’s instigation have located documents, and an initial 

decision regarding those documents is required 
o the agency decision/s to address a jurisdictional or threshold issue has been 

reviewed by OIC and an initial decision regarding substantive issue of access to the 
documents is now required 

o consultation with relevant third parties has not occurred and is required; and 
• allow OIC to remit decisions back to the agency without the agency requesting further 

time.   

Internal reviews – mandatory or optional? 
 
OIC notes that internal review remains mandatory in Western Australia, South Australia, Tasmania, 
the Northern Territory and the Australian Capital Territory.167 In New South Wales, internal review is 
not required if the aggrieved person is the applicant but is otherwise mandatory.168  

In Victoria, internal review is no longer possible following amendments to the Act in 2012. Victoria’s 
Information Commissioner now provides the first level of review for most types of decisions, 
however some may be appealed straight to the Victorian Civil and Administrative Tribunal.169 The 
impact of this change is not yet clear, given the amendments have only recently taken effect. 

 

 

 

                                                           

167 See section 66(5) of the Freedom of Information Act 1992 (WA), section 39(2) of the Freedom of Information Act 1991 (SA), section 
44(1) of the Right to Information Act 2009 (Tas), section 103 of the Information Act (NT) and section 60(2) of the Freedom of Information 
Act 1989 (ACT).  
168 Section 89 of the Government Information (Public Access) Act 2009 (NSW). 
169 Sections 49A and 50 of the Freedom of Information Act 1982 (Vic). 
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Internal review is not mandatory under the Commonwealth FOI Act170 but is encouraged by the 
Office of the Australian Information Commissioner’s guidelines, which state ‘going through the 
agency's internal review process gives the agency the opportunity to reconsider its initial decision, 
and your needs may be met more quickly without undergoing an external review process’171.  

The types of decisions reviewed by OIC 
 
The types of decisions reviewed by OIC prior to and since enactment of the RTI Act are set out in the 
below table.   

External 
review 
applications 

2005-
06 

(FOI) 

2006-
07 

(FOI) 

2007-
08 

(FOI) 

2008-
09 

(FOI) 

2009-
10 

(FOI) 

2009-10 
(RTI/IP) 

2010-11 
(RTI/IP) 

2011-12 
(RTI/IP) 

2012-13 
(RTI/IP) 

Original N/A N/A N/A N/A N/A 
244 

(72%) 
299 

(72.5%) 
268 

(66.5%) 
404 

(76%) 

Internal 
review 

250 
(73%) 

210 
(80%) 

211 
(73%) 

297 
(87%) 

80 
(82%) 

62 
(18%) 

64 
(15.5%) 

103 
(25.5%) 

87 
(16%) 

Deemed 
92 

(27%) 
54 

(20%) 
78 

(27%) 
43 

(13%) 
18 

(18%) 
35 

(10%) 
49 

(12%) 
33  

(8%) 
42  

(8%) 

Total 342 264 289 340 98 341 412 404 533 

 
OIC decisions: 

Appealed to 
QCAT 

N/A N/A N/A N/A N/A 1 4 6 7 

Judicially 
reviewed 

5 2 1 0 2 0 0 0 0 

 

These figures indicate a consistent and significant increase in demand for external review since 
enactment of the RTI Act.  The figures also indicate that external review of internal review decisions 
has declined sharply since internal review was made optional by the RTI Act.  Now, the vast majority 
of OIC’s external review work involves consideration of agencies’ original decisions.  

 

                                                           

170 Section 54L of the Freedom of Information Act 1982 (Cth). 
171 Office of the Australian Information Commissioner, FOI Fact Sheet 12 – Freedom of information: Your review rights, 
<http://www.oaic.gov.au/images/documents/freedom-of-information/foi-factsheets/FOI-fact-sheet12_your-
rights_online_April2011.pdf>, viewed 16 October 2013. 
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Internal review 
 
OIC submits that consideration be given to making internal review mandatory to increase the 
efficiency and effectiveness of review under the RTI Act.  The internal review process gives the 
agency an opportunity to reconsider its initial decision, gives it greater ownership of the decision 
and, in most instances, the application will be determined more quickly if external review is not 
necessary. 

The relatively quick nature of most internal reviews is attributable to agencies’ relative familiarity 
with the content of the documents in issue, the identity and contact details of parties mentioned in 
documents that require consultation, and places where further searches for documents could prove 
fruitful.  

When OIC considers documents that were not the subject of a considered decision by the agency 172, 
OIC must make an initial decision about access to documents and obtain detailed submissions from 
the agency. Often liaison between an agency’s RTI officer and officers in the agency’s operational 
areas are necessary to gain a complete understanding of the documents and issues, and to identify 
parties requiring consultation. These processes often mean that external reviews requiring initial 
decisions by OIC  take longer and often involve more work for the agency than would be required for 
an internal review. 

When OIC reviews both deemed decisions and original decisions the applicant does not get an 
opportunity to raise sufficiency of search concerns directly with the agency. Any sufficiency of search 
concerns held by the applicant are raised with the agency via OIC and consequently often take 
longer to work through and resolve than a direct discussion between the applicant and agency.  

OIC considers that reinstating mandatory internal review could also assist OIC in managing the 
increased demand for its resources resulting from the increasing number of external review 
applications and the generally resource intensive nature of these kinds of  external reviews. It will 
allow agencies greater responsibility for, and ownership of, their decisions, make decisions more 
timely for applicants and enable sufficiency of search concerns to be addressed as efficiently as 
possible.  

OIC acknowledges agencies’ potential concerns that the above may have for their resourcing. 
However, OIC also notes that the external review process–which usually involves agencies liaising 
with OIC, conducting searches for OIC, and providing detailed submissions to OIC–commonly 
requires as much, if not more, agency time and resources as if they had issued a decision. 

                                                           

172 Either because the decision was deemed, because the decision did not address documents that were located only after further 
searches instigated by OIC, or because the decision addressed a jurisdictional or threshold issue rather than the substantive issue of access 
to the documents, for example, whether a document or entity is within the scope of the RTI Act (under section 32 of the RTI Act or 
otherwise - see OIC’s response to question 4.1) or whether the agency may refuse to deal with the application (under chapter 3, part 4 of 
the RTI Act). 
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OIC also acknowledges that some applicants may think mandatory internal review will prolong the 
process in circumstances where they consider the internal review will not result in a different 
determination; these applicants would likely wish to retain the option of seeking external review 
immediately. However, on the whole, OIC considers the relatively fast internal review process 
provides value for applicants in refining and eliminating issues, particularly those involving 
sufficiency of search concerns.173   

A remittal power 
 
OIC currently has a narrow power to remit matters back to an agency: it can only do so if the agency 
requests further time to deal with the application.174  It has no power to remit on its own initiative. 
In terms of a power to remit, OIC notes that:  

• New South Wales’ Information Commissioner may make a recommendation that the 
relevant agency reconsider a decision175;  and  

• Victoria’s Information Commissioner may, with the agreement of the applicant, refer a 
matter back to the relevant agency for a fresh decision176.  

The Australian Information Commissioner submitted to the Hawke Report that it should have a 
remittal power for deemed decisions, where an agency has commenced, but not managed to 
complete, processing a very large request. The Hawke Report made recommendations consistent 
with the Australian Information Commissioner’s submissions in this regard, that the Australian 
Information Commissioner has an express power to remit a matter for further consideration by the 
original decision-maker.177 

OIC recommends that OIC’s power to remit be extended to circumstances where:  

• further searches to locate documents are required  
• further searches instigated by OIC have located documents and a de novo decision regarding 

those documents is required 
• the agency decision/s addressed a jurisdictional or threshold issue and a de novo decision 

regarding substantive issue of access to the documents is now required; and 
• consultation with relevant third parties has not occurred and is required. 

OIC also recommends excluding, from both existing and any additional remittal powers, the 
requirement that an agency must apply for further time before OIC can remit.   

OIC recognises that the ability to remit part of a decision back to the agency and retain the 
remainder at external review could potentially cause confusion  as a result of different review rights 
                                                           

173 OIC notes that sufficiency of search concerns are the second most common issue addressed in OIC decisions since enactment of the RTI 
Act. 
174 Section 93(1)(b) of the RTI Act. 
175 Section 93 of the Government Information (Public Access) Act 2009 (NSW). 
176 Section 49L of the Freedom of Information Act 1982 (Vic). 
177 Pages 30-31 and recommendation 4 of the Hawke Report. 
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accruing to different parts of one application at different times.  OIC suggests that this could be 
managed by giving OIC the power to remit an application on conditions OIC considered appropriate, 
including what happens if the decision on the remitted application is not made in the specified time. 

9.3 Should applicants be entitled to both internal and external review where they believe there 
are further documents which the agency has not located? 
 
OIC submits that applicants should be entitled to pursue sufficiency of search concerns through 
both internal review and external review. 

OIC recommends that the definition of “reviewable decision” be expanded to include sufficiency of 
search. 

A significant, and increasing, proportion of external reviews concern refusal of access on the basis 
that documents sought are non-existent or unlocatable. An analysis of OIC decisions since 
enactment of the RTI Act indicates that sufficiency of document searches is the second most 
common issue addressed by OIC decisions. 

OIC observes that some agencies adopt a risk management approach to locating documents and 
regularly miss documents that fall within the scope of access applications; other agencies have poor 
record keeping practices. As a result, large numbers of documents are frequently located after the 
initial decision, during both internal review and external review.  

Applicants who experience this develop significant mistrust of the agency and are often reluctant to 
consider informal resolution options. Consequentially, these kinds of external reviews take longer 
for OIC to complete and depend on agencies undertaking proper searches.   

As mentioned in OIC’s response to questions 9.1 and 9.2 above, OIC’s view is that mandatory 
internal review and vesting OIC with a more general power of remittal would assist in a number of 
areas, including areas where the sufficiency of an agency’s searches for documents is in question. 

9.4 Should there be some flexibility in the RTI Act and IP Acts to extend the time in which agencies 
must make internal review decisions? If so, how would this best be achieved? 
 
OIC recommends that consideration be given to lengthening the time period in which an agency 
must decide an internal review and to allowing an applicant to give an agency extra time to make 
a decision.  

The processing period for internal review decisions is 20 business days178, and no further specified 
period can be sought by the agency or agreed to by the applicant. Additionally, there is no extra time 
granted if an agency is required to consult with a third party.  

                                                           

178Section 83(2) of the RTI Act.  
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In OIC’s view, the time period of 20 business days for internal review decisions is too short. This is 
particularly so in situations where new documents are located and require an initial decision. 
Consequently, OIC recommends that consideration be given to lengthening the period within which 
internal review decisions must be made.    

OIC notes that concerns regarding the relatively short, non-extendable period for internal review are 
generally expressed when an agency is in the midst of processing a large review and both the agency 
and applicant want the agency to continue with its task. There is no mechanism for extending the 
internal review timeframe, so even when an applicant is willing to grant an agency extra time, there 
is no alternative: the decision still ‘goes deemed’ and must be resolved on external review.  

Despite the concerns expressed regarding these particular types of internal reviews, OIC does not in 
general consider that an agency should be able to request extra time and, with no response from the 
applicant, continue processing an application until it became aware that an applicant has applied for 
external review. This would, in OIC’s view, create uncertainty for all parties to the application. 
However, OIC considers that an applicant should be able to give an agency extra time to make an 
internal review decision if both agency and applicant agree. 

9.5 Should the RTI Act specifically authorise the release of documents by an agency as a result of 
an informal resolution settlement? If so, how should this be approached? 
 
OIC submits that the protections in the RTI Act currently apply to the release of documents as part 
of an informal resolution. However, if greater certainty is required, OIC recommends amending 
section 169 to explicitly include documents released as part of informal resolution.  

Under section 90 of the RTI Act, the Information Commissioner is required to identify opportunities 
and processes for the early resolution of an external review application and promote its settlement.  
As part of settling external review application at early resolution it is common for agencies to agree 
to release additional documents to the applicant.   

The Information Commissioner has expressed the view that the informal resolution process allows 
an agency to negotiate settlement of an external review, as part of which it can reconsider its 
original decision179 and agree to release additional documents.  OIC notes that the reconsideration 
of a decision to refuse access to documents must, by necessity, involve agreeing to release some or 
all of those documents.   

The protections in the RTI Act180 apply where access was permitted or required to be given under 
the RTI Act. As such, it is OIC’s view that the protections currently apply to the release of documents 
during the informal resolution process.  However, if it is felt that agencies require more certainty, 
perhaps section 169—Meaning of access was required or permitted to be given under this Act—
could be amended to expressly include agreement to release during informal resolution.  As OIC 

                                                           

179 Moon v Department of Health (2010) at paragraph 26. 
180 Chapter 5 of the RTI Act.  

http://www.oic.qld.gov.au/decisions/moon-and-department-of-health-310149
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notes in its discussion at 1.3 of this submission, explicit protections can increase an agency’s 
confidence in agreeing to release documents. 

9.6 Should applicants have a right to appeal directly to QCAT? If so, should the Commonwealth 
model be adopted? 
 
OIC considers the current model of mandatory external review prior to right of appeal to QCAT is 
efficient and effective.  

OIC does not support adopting the Commonwealth model, with review rights to the Information 
Commissioner or the Tribunal, in Queensland.   
 
When conducting an external review, OIC undertakes a merits review of the access application. OIC 
does not have a complaints function in relation to how the agency conducted itself in dealing with 
the access application as is available in some other jurisdictions (for example,  Commonwealth, 
Victoria and New South Wales).  

Currently, a participant in an external review may appeal an OIC decision to QCAT on a question of 
law only.181 A judicial member of QCAT exercises the tribunal’s appeal jurisdiction in such matters.182 
The option of judicial review remains open to external review participants183 (although none have 
exercised this option since commencement of the RTI Act and QCAT). 

In terms of external reviews conducted by OIC: 

• In the last financial year, 2012-13, the median number of calendar days for an external 
review to be finalised by OIC was 59 days.184  At 30 June 2013 no external review before OIC 
was older than 12 months.  Timeliness in dealing with external reviews is consistently a key 
concern for applicants.  It is difficult to determine how long interstate tribunals take to 
consider FOI applications. However, OIC is not aware of any other Australian jurisdiction 
meeting the OIC’s finalisation timeframe.185 
 

• External review applicants continue to have a high level of satisfaction with the external 
review process.  In 2012-13, 78% of applicants were satisfied with OIC’s conduct of their 
external review, exceeding the target of 75%.186  
 

                                                           

181 Section 119(1) of the RTI Act. 
182 Section 119(4) of the RTI Act. 
183 Under part 3 of the Judicial Review Act 1991 (Qld). 
184 The service standard is 90 median days which the OIC has met in the preceding two financial years. 
185 Other jurisdictions’ published data provides little guidance in this regard either. This is because, of the various administrative tribunals 
that hear FOI applications, each body offers only a limited amount of information that is disaggregated from the data used to capture the 
tribunal’s overall workload. Consequently, it is not possible to conclude whether or not tribunals comprise an effective mechanism (in 
terms of informal resolution rates and timeliness) for finalising right to information matters.  
186 Page 21 of OIC (2013), Annual Report 2012-13. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0015/22425/report-oic-annual-report-2012-13.pdf
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• Very few external review decisions have been appealed. Of the 1,498 external reviews 
finalised by OIC from 1 July 2009 to 30 June 2013, 1,331 were resolved informally and 167 
decisions were issued. No judicial reviews have been sought in relation to these 
decisions.187 While OIC’s interpretation of many RTI Act provisions was previously untested, 
in the RTI Act’s four years of operation only 18 decisions were appealed to QCAT on the 
basis of an error of law.188 Of the 13 finalised appeals, one appeal was successful and two 
were remitted to OIC; OIC’s other decisions were upheld by QCAT. 

OIC considers that the Queensland model of review offers a highly cost effective and efficient 
informal oversight mechanism accessible to the community.  

In OIC’s view, QCAT’s merits review of an agency’s initial or deemed decision would be an inefficient 
use of QCAT’s resources. For example, where sufficiency of search was at issue in the review, the 
applicant would not have had the opportunity to raise these  issues with the agency. The sufficiency 
of an agency’s searches is the second most commonly considered issue in OIC decisions.  If 
applicants could appeal directly to QCAT, QCAT would, on a frequent basis, be required to engage 
with agencies to ensure that searches were sufficient in the same manner as OIC.  

OIC notes that there has been some suggestion that agencies simply provide QCAT with a 
declaration stating that they have conducted all relevant searches. However, in OIC’s experience, 
due to, in many cases, the inadequacies of agency record keeping systems and search processes, 
most applicants would find this proposed solution unconvincing.  

OIC has developed processes for efficiently and effectively, but comprehensively, ensuring that 
reasonable searches, consistent with agency obligations, are conducted. OIC staff have a good 
working knowledge of government business and record keeping requirements and practices, which 
facilitates this process. 

Similarly, many external reviews involve large numbers of documents and issues. OIC staff have 
particular expertise in dealing with the provisions of the RTI Act and in utilising informal resolution 
techniques. These enable optimal results for the parties to the review by identifying key issues for 
each party and ‘reality testing’—where OIC officers ensure that the views of each party accord with 
the reality of the Act—consistent with legislative requirements.  

Appealing an agency’s decision directly to QCAT may require QCAT to make de novo decisions, in the 
same contexts as OIC is often required to189,  regarding at least some of documents sought. In OIC’s 
view this does not comprise an efficient use of QCAT’s resources. 

                                                           

187 Although this option remains open to external review participants under part 3 of the Judicial Review Act 1991 (Qld). 
188 Page 16 of OIC (2010), Annual Report 2009-10, page 14 of OIC (2011), Annual Report 2010-11, page 20 of OIC (2012), Annual Report 
2011-12, and page 21 of OIC (2013), Annual Report 2012-2013. 
189 For example, because the decision was deemed, the decision did not address additional documents located as a result of further 
searches, or the decision dealt with jurisdictional or threshold issues only. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0010/7786/report-oic-annual-report-2009-2010.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0011/7787/report-oic-annual-report-2010-2011.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0003/7788/report-oic-annual-report-2011-12.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0003/7788/report-oic-annual-report-2011-12.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0015/22425/report-oic-annual-report-2012-13.pdf
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Where an external review is resolved by decision, the external review function is complemented by 
the assistance and support functions of the OIC, in particular, extensive online guidance which 
includes the annotated legislation. OIC is able to ensure that external review decisions are written in  
plain English, without an emphasis on technical aspects of the legislation, to assist applicants and 
third parties to understand the reasons for decision. OIC guidelines and annotated legislation 
present the technical aspects of OIC views on the application of the legislation, and are available for 
agency decision-makers and other interested parties, such as researchers in other jurisdictions, to 
draw on. 

Such an approach is consistent with evolving community expectations about government in general, 
as recognised in a recent speech by the Australian Information Commissioner:190  

Complaint and investigation bodies, such as ombudsman and commissioners, now receive 
and conduct reviews in a more responsive, engaged, interactive and informal manner. 
Tribunals and courts resolve an increasing proportion of applications by alternative dispute 
resolution rather than formal hearings and, as noted earlier, have embraced technology in 
the registry and the hearing room… 
 
… it is questionable whether people will have the time and interest to wade through lengthy 
and complex reasons statements in order to understand the principles applied to resolve a 
dispute. Shorter, clearer, crisper reasons may be required. Equally, the statements of reasons 
in individual cases may have diminishing importance in developing administrative law 
principles and jurisprudence. Many people prefer the option of visiting an administrative 
justice agency’s website to read a coherent and comprehensive set of guidelines that explain 
the principles to be applied from one case to the next. 

 
Educational and precedent information, once available only in (sometimes quite lengthy or dense) 
decisions is now available in a number of different ways, suitable not only  for decision-makers and 
reviewers, but also for applicants and members of the community.191  As noted above, OIC produces 
extensive online resources that are used during the course of external reviews to explain technical 
aspects of the legislation to applicants, agencies, and third parties. This approach has proven to be a 
highly effective and efficient way to meet varying needs previously met only by complex external 
review decisions. 
 
Wherever possible, OIC resolves reviews informally to maximise efficient use of public monies while 
providing effective outcomes for parties. In the 2012-13 financial year, 88% of review were resolved 
informally,192 and 78% of applicants193 and 97% of agencies194 were satisfied with OIC’s 

                                                           

190 Prof John McMillan, Australian Information Commissioner (2013), Administrative Law in an Interconnected World, AIAL National 
Administrative Law Forum, Canberra, 18 July 2013. 
191 For example, OIC produces a number of targeted guidelines to assist decision-makers dealing with applications , which may refer to OIC 
decisions, Annotated Legislation, or other OIC guidelines,  with complementary information sheets intended for applicants receiving such a 
decision.   
192 Page 20 of OIC (2013), Annual Report 2012-2013. 
193 Page 21 of OIC (2013), Annual Report 2012-13 

http://www.oaic.gov.au/news-and-events/speeches/the-impact-of-technology-on-the-administrative-justice-system
http://www.oic.qld.gov.au/__data/assets/pdf_file/0015/22425/report-oic-annual-report-2012-13.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0015/22425/report-oic-annual-report-2012-13.pdf
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performance. Given that only a small number of reviews result in decisions, OIC’s online resources 
play a critical role in capturing and communicating educational and precedent material drawn from 
OIC views formed in all external reviews, not just those resolved by formal decision. 

OIC notes that the Commonwealth model referred to in the discussion paper is a “two-tier” model of 
external review implemented as part of reforms in 2010. These reforms vested both the complaints 
function, previously carried out by the Commonwealth Ombudsman, and a merits review function in 
the newly created Commonwealth Information Commissioner. The existing merits review function of 
the AAT continued. 

 Since the 2010 reforms, Commonwealth applicants are able apply for merits review on three 
occasions: 

• internal review with the agency (which is optional) 
• external review with the Australian Information Commissioner; and  
• external review with the AAT.  

Generally, an applicant must seek external review with the Australian Information Commissioner 
before it is possible to apply to the AAT.195 

OIC notes the Hawke Report’s observation that there was insufficient evidence regarding the impact 
of the Commonwealth’s “two-tier” model. Because of this, the Hawke Report did not offer an 
opinion on the Commonwealth’s “two-tier” model, and instead recommended that the model be re-
examined as part of a comprehensive review of the FOI Act that it ultimately concluded was required 
at some future time.196  

Given the above, OIC does not consider that enabling applicants and relevant third parties to appeal 
directly to QCAT, requiring QCAT to undertake significant merits reviews, is a more efficient and 
effective model than external review by OIC.  Further, OIC does not support adoption of the 
Commonwealth model which the Hawke report has suggested that, due to concerns raised during 
the Hawke review, should be the subject of its own comprehensive review. 

                                                                                                                                                                                     
 

194 Page 18 of OIC (2013), Annual Report 2012-13. 
195 Or the Australian Information Commissioner may decide that in the interests of the administration of the Freedom of Information Act 
1982 (Cth) it is desirable that the decision is considered by the AAT – see section 54W(b) of the Freedom of Information Act 1982 (Cth). 
196 Page 36 and recommendation 10 of the Hawke Report. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0015/22425/report-oic-annual-report-2012-13.pdf
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PART 10: OFFICE OF THE INFORMATION COMMISSIONER (OIC) 

10.1-10.2 Are current provisions sufficient to deal with the excessive use of OIC resources by 
repeat applicants? 
Are current provisions sufficient for agencies? 
 
OIC considers current legislative provisions are sufficient to allow OIC to deal with repeat 
applicants.  Further, OIC submits existing legislative tools are sufficient for agencies to deal with 
excessive use of agency resources by repeat applicants.  However, OIC considers that agencies may 
not be using existing tools where it is appropriate to do so.  

OIC notes that the references to “repeat applicants” in questions 10.1 and 10.2 were made following 
discussion of an OIC research paper197 in which “repeat applicants” were defined as applicants who: 

• make a relatively large number of applications 
• submit the applications in short bursts of activity; and 
• engage in “unreasonable conduct” (that is, unreasonable persistence, demands, lack of 

cooperation, arguments or behaviours198) regarding those applications. 

The OIC research paper noted that, during the period examined199, 19.14% of external reviews 
finalised were made by 1.06% of external review applicants. These applicants had each made 10 or 
more external review applications over the relevant period and, in OIC’s view, comprised repeat 
applicants.200 Since the research paper was published OIC has continued to receive a similar number 
of external review applications from such applicants.  

In OIC’s experience, applicants often make numerous and voluminous applications because they are 
interested in examining government decisions regarding complex situations. Often – whether or not 
the applicant engages in the types of “unreasonable conduct” set out above – the applications have 
substantive merit.  

Dealing with numerous voluminous but meritorious applications requires a large amount of agency 
resources initially and on internal review, and a large amount of OIC and agency resources on 
external review.  In OIC’s view this should not, on its own, prompt OIC or agencies to rely on the 
provisions that enable them to deal with excessive use of resources.  

 

                                                           

197 OIC (2010), Research Paper – External reviews involving repeat applicants at 1. Note – the definition excluded journalists and Members 
of Parliament. 
198 C Wheeler, Deputy NSW Ombudsman (2007), Dealing with Repeat Applications (2007) 54 AIAL Forum 64 at 65, cited in OIC (2010), 
Research Paper – External reviews involving repeat applicants at 7.  
199 1 July 2006 to 21 February 2011. Note: there is no significance attached to the date of 21 February 2011; this was simply the date on 
which the data set was captured. 
200 OIC (2010), Research Paper – External reviews involving repeat applicants at 2. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0005/17465/Research_paper_reviews_involving_repeat_applicants.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0005/17465/Research_paper_reviews_involving_repeat_applicants.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0005/17465/Research_paper_reviews_involving_repeat_applicants.pdf
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The available provisions on which OIC and agencies can rely to deal with excessive use of resources 
should be used only when necessary and justifiable, after careful consideration of all the 
circumstances surrounding the application or applications has been considered. The community’s 
right to access government held information is an important right, and should not be curtailed 
without caution or a clear basis. 

OIC acknowledges that, in some instances, careful consideration of all the circumstances 
surrounding the application or applications may lead to the view that dealing with the applications 
could detrimentally impact on other applicants’ equitable access to timely and thorough RTI 
decisions. OIC notes that if the applicant engages in the types of “unreasonable conduct”201 set out 
above, the detrimental impact may be compounded. 

Current provisions for dealing with excessive use of OIC resources by repeat applicants 
  
OIC can rely on the following provisions to manage excessive use of OIC resources by repeat 
applicants: 

• Vexatious applicant declaration202: OIC has the power to declare that a person is a vexatious 
applicant if the person has a) repeatedly engaged in access actions203 and a particular access 
action would be manifestly unreasonable or b) the repeated engagement or a particular 
access application involves an abuse of process. OIC notes that only two other jurisdictions – 
the Commonwealth204 and Northern Territory205 – have similar vexatious applicant 
provisions. To date, OIC has made one declaration that a person is a vexatious applicant 
under the RTI Act.206   
 

• Decision not to deal with vexatious application for external review207: OIC may decide not 
to deal with, or further deal with, a vexatious external review application (or part of it) if 
satisfied that it is vexatious, frivolous, misconceived or lacking substance. Since July 2009 
OIC has made one decision regarding this provision, which found that four applications by 
one applicant were vexatious.208 This decision is currently the subject of a QCAT appeal. 

 

                                                           

201 As defined by Chris Wheeler, Deputy NSW Ombudsman (2007), Dealing with Repeat Applications (2007) 54 AIAL Forum 64 at 65.  
202 Section 114 of the RTI Act.  
203 Which are defined to include external review applications; see paragraph (c) of the definition of “access action” in section 114(6) of the 
RTI Act. 
204 Sections 89K-89N of the Freedom of Information Act 1982 (Cth). 
205 Section 42 of the Information Act (NT). 
206 Vexatious Applicant Declaration; Applicant - University of Queensland (Unreported, Queensland Information Commissioner, 27 
February 2012). 
207 Section 94 of the RTI Act.  
208 Underwood and Department of Communities and Minister for Community Services and Housing (Unreported, Queensland Information 
Commissioner, 9 February 2012). This is presently on appeal before QCAT. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0016/7630/vex-27-02-12-ano-amend.pdf
http://www.oic.qld.gov.au/__data/assets/pdf_file/0020/7229/310531,310594,310595,310596-Dec-09-02-12.pdf
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OIC can also rely on the previous application seeking access to same documents from same agency 
provision.209 OIC has made decisions on this point210 and often relies on this provision when 
informally resolving decisions. As this provision is more often relied on by agencies and affirmed by 
OIC, it is discussed below in the context of  agency resources. 

OIC considers that these provisions are sufficient to enable OIC to appropriately manage excessive 
use of its resources by repeat applicants.  OIC minimises its need to use these provisions by 
managing the resource impact of such reviews through efficient and effective practices which draw 
on the experience of OIC and other similar bodies.   

Current provisions for dealing with excessive use of agency resources by repeat applicants  
 
Agencies can rely on the following provisions to manage excessive use of their resources by repeat 
applicants: 

• Previous application seeking access to same documents from same agency211: Agencies 
have the power to refuse to deal with an application made by an applicant who has 
previously applied for the same documents, unless the applicant discloses a reasonable basis 
for again seeking access.  OIC has made decisions affirming agency decisions on this point.  
This is an effective tool for applicants who continually request documents about themselves 
or a particular matter with no reasonable basis for making additional applications on the 
same terms.  
 

• Substantial and unreasonable diversion of resources212: Agencies have the power to refuse 
to deal with an applicant’s application or applications when doing so would substantially and 
unreasonably divert their resources. OIC has considered this point on external review where 
an agency decision has been made on this basis, or an agency has made such submissions 
after locating a large volume of documents on external review. 
 

• Agencies may apply to OIC for OIC to make a vexatious applicant declaration.213 

Unlike OIC, agencies do not have the power to declare an applicant vexatious, nor can they refuse to 
deal with an application on the basis that it is vexatious, frivolous, misconceived or lacking 
substance. However, an agency can consider similar issues in some respects.214  

 

                                                           

209 Section 43 of the RTI Act. 
210 See, for example, Vanbrogue Pty Ltd and Department of Natural Resources and Mines (Unreported, Queensland Information 
Commissioner, 17 December 2012). 
211 Section 43 of the RTI. 
212 Section 41 of the RTI Act 
213 Section 114(1) of the RTI Act.  
214 For example, when determining validity of an application or existence of documents claimed by the applicant to exist where the agency 
can easily and objectively show that the related event never occurred and therefore documents were not produced. 

http://www.oic.qld.gov.au/__data/assets/pdf_file/0018/7623/decision-311064-external-review-17-12-12.pdf
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In its submission to the Hawke Review, the Office of the Australian Information Commissioner 
submitted that the Freedom of Information Act 1982 (Cth) should be amended to permit agencies to 
decline to handle repeat or vexatious applications that are an abuse of process, without impacting 
on the applicant’s ability to make other requests or remake the request that was not accepted.215 
This submission was adopted as a recommendation in the Hawke Report.216 This reflects the position 
in the United Kingdom217 and Tasmania.218 However, the remaining Australian jurisdictions give this 
power only to their equivalents of OIC.219  

OIC has considered whether it is necessary for agencies in Queensland to have a power to refuse to 
deal with an application on the basis that it is vexatious (or frivolous, misconceived or lacking 
substance). 

In OIC’s experience, agencies usually rely on the previous application seeking access to the same 
agency for the same documents provision when appropriate. However, OIC considers that agencies 
often do not rely on the substantial and unreasonable diversion of resources provision in 
circumstances where it would be reasonable for them to do so. This is usually because the agency 
exhibits good will and optimistically attempts to process an access application that covers a very 
large number of documents (and sometimes requires extensive consultation with third parties).  

These two provisions, either alone or in conjunction, provide agencies with an effective way of 
managing the excessive use of agency resources by repeat applicants. In addition, OIC is aware that 
many agencies have developed efficient and effective practices for dealing with repeat applications 
from an individual, similar to OIC’s, for example, practices that enable easier identification of 
applications which have been dealt with in earlier reviews. 

OIC considers that the grace period mechanism (which would allow an agency time to clarify the 
scope of a valid application prior to the commencement of the processing period) proposed in 12.1 
would further add to the ability of agencies to manage repeat applicants’ excessive use of their 
resources.  

OIC believes that leaving the power to refuse to deal with an application with OIC, as an 
independent statutory body, provides an appropriate level of protection,  and that the ability curtail 
the community’s right to access government information should not be extended beyond the 
minimum necessary to ensure that all applicants have equitable access to timely and thorough 
consideration of RTI applications.  

Given that existing provisions and other resources appear not yet fully utilised by agencies, OIC does 
not consider it appropriate to suggest that further mechanisms are required at this stage. 
                                                           

215 See pages 57-58 of the OAIC submission to the Hawke Review. 
216 Pages 90-93 and recommendation 32 of the Hawke Report. 
217 Section 14 of the Freedom of Information Act 2000 (UK). 
218 See section 20 of the Right to Information Act 2009 (Tas). 
219 See section 54W of Freedom of Information Act 1982 (Cth), section 96 of Government Information (Public Access) Act 2009 (NSW), 
section 106 of Information Act (NT), section 18 of Freedom of Information Act 1991 (SA), section 49G of Freedom of Information Act 1982 
(Vic), and section 67 of Freedom of Information Act 1992 (WA). Note – the Australian Capital Territory has no equivalent provision. 
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10.3 Should the Acts provide additional powers for the OIC to obtain documents in performance of 
its performance monitoring, auditing and reporting functions? 
 
OIC submits that it does not require additional powers to obtain documents as part of its 
performance monitoring, auditing, or reporting functions.     

Under the RTI Act220, the OIC has a range of performance monitoring functions, including the power 
to monitor, audit, and report on agencies’ compliance with both the RTI Act and Chapter 3 of the 
IP Act.  Since 2009, OIC has undertaken numerous performance monitoring activities, including 
Desktop Audits of agency websites, self-assessment activities, and agency specific audits.  All of 
these activities have been reported to Parliament221.  

OIC has not encountered a situation in conducting its performance monitoring and auditing 
functions which would have required or benefited from additional powers to obtain documents.  OIC 
has found agencies to be generally cooperative and willing to participate in OIC’s audits.   

10.4-10.5 Should legislative timeframes for external review be reconsidered? Is it appropriate to 
impose timeframes in relation to a quasi-judicial function? 
If so, what should the timeframe be? 
 
OIC does not consider that legislative timeframes for external review should  be introduced.   

The RTI Act does not require external reviews to be decided within a specified time.  However, OIC is 
required to meet service delivery standards to ensure external reviews are conducted in a timely 
manner.   In 2012-2013, OIC’s target was 90 median days to finalise an external review; the actual 
median days taken to finalise an external review in 2012-2013 was 59 days. OIC also met the target 
of no external review applications older than 12 months at 30 June 2013.  

It is difficult to compare OIC’s performance with its equivalent bodies in other jurisdictions because 
of differences in each review bodies’ functions and performance measures, however it appears  that 
OIC currently has the most timely completion rate in Australia. 

In Australia, only Victoria and Western Australia have legislative timeframes for external review: 
Victoria has 30 days, which can be extended with the applicant’s agreement, and Western Australia 
has 30 days, unless the Commissioner considers it impracticable to finalise the review in that time.  
The relevant provisions are summarised in Appendix E.   

It is not  clear that the existence of these statutory timeframes has impacted timeliness. In Victoria, 
approximately two-thirds of their 92 review decisions were not made within 30 days, with applicants 
agreeing to 121 extensions of time.  Western Australia does not report on timeliness, however OIC 
notes that its timeframe only applies when considered practicable.  

                                                           

220 Section 131 of the RTI Act. 
221 See list of Reports to Parliament here <http://www.oic.qld.gov.au/about/our-organisation/key-functions/compliance-and-audit-
reports>. 
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It is not uncommon for external reviews to involve thousands of pages of documents, or raise 
complicated or novel issues, both of which may require significant time to address.  In OIC’s 
experience, external reviews are often delayed due to: 

• time taken by agencies, applicants and third parties to consider and respond to OIC’s 
preliminary views, and extensions sought by them in order to do so; and 

• time taken for agencies to conduct further searches in response to sufficiency of search 
concerns, and extensions sought by them when doing so. 

If an external review timeframe were implemented, OIC would be unable to provide agencies and 
applicants with any flexibility to provide responses or conduct searches, as short timeframes would 
become necessary and extensions would be very limited. OIC notes agencies and applicants often 
have good reasons to seek extensions. In addition, imposing a mandatory time frame may negatively 
impact on OIC’s ability to provide procedural fairness to applicants, agencies and third parties.  
Careful consideration would also have to be given to the consequences of a statutory timeframe not 
being met; for example, would the review become deemed and increase the workload of QCAT? 
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PART 11: ANNUAL REPORTING REQUIREMENTS 
 

11.1 What information should agencies provide for inclusion in the Annual Report? 
 
OIC recommends that the information agencies are required to report annually be revised to 
minimise administrative burden, improve utility of data, and facilitate timeliness of reporting. 

OIC recommends that alternative approaches to collection and reporting of data be investigated to 
ensure data is available online as soon as possible after each financial year, consistent with the 
push model and open data initiative.  

Under the RTI and IP Acts, agencies are required to report on their RTI and IP applications as set out 
in the RTI and IP Regulations.   

OIC is a key user of the RTI and IP Act Annual Report data, primarily in its performance monitoring 
and reporting functions to:  

• assess relative risk of agency non-compliance  
• select agencies for compliance audit; and  
• prepare desktop audit and other reports.   

OIC also uses the RTI and IP annual report data to: 

• assess agency throughput 
• identify application handling issues for individual agencies and broader trends, including 

areas in which agencies or the community require additional support; and  
• identify opportunities to improve the administration of the RTI and IP Acts. 

However, currency of available data significantly undermines the utility of such data; for example, 
OIC’s 2013-2014 performance monitoring activities are based on the 2010-2011 financial year data 
from the most recent Annual Report. OIC appreciates the work involved by agencies and the 
Department of Justice and Attorney-General in producing the Report, however the value of such 
effort is significantly diminished by the lack of currency of the data. OIC considers that a streamlined 
approach would significantly reduce administrative burden and improve utility of the data.  

Such an approach would also be consistent with Queensland Government commitments to open 
data, which has changed expectations around the nature and timeliness of publishing government 
data. Open data requires that raw data be published online, unless limited exceptions apply. No such 
exceptions would apply to the data required to be published under the RTI and IP Acts.  

Streamlining the reporting criteria 
 
OIC is aware that annual reporting requirements can be onerous for agencies, particularly where 
agencies do not have efficient systems in place to collect and report on such data.  
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In using the data, particularly in its performance monitoring functions, OIC has considered that some 
data currently required is neither useful nor necessary to enable the assessment of agency 
performance. For example, section 8 of the RTI Regulation requires agencies to report on the total 
number of times they rely on a refusal provision in Section 47(3) of the RTI Act. This is done on a ‘by 
page’ basis, ie the number of refusal provisions used on each page. OIC notes that in many cases a 
decision-maker will refuse access to a particular kind of information (for example, an individual’s  
name) that appears multiple times in the documents.  OIC suggests that reporting on the total 
refusal provisions used for an application as a whole could significantly reduce the administrative 
burden for some agencies, as they could be drawn from the refusal provisions listed in the decision 
notice or agency’s case management system, and increase the data’s usefulness.  

OIC suggests that it would be beneficial to require reporting on data relating to push model 
initiatives and proactive release of information, to reflect the emphasis of the RTI Act that 
applications are intended as a last resort. OIC also suggests that data on applications brought 
forward, withdrawn, transferred, or finalised and details of applications withdrawn or transferred be 
added to the Regulations’ reporting requirements to increase the accuracy and utility of data.   

External review reporting  
 
Agencies are required to report on details of external review applications made from their decisions, 
including the number of applications, whether they were preceded by an internal review, and how 
the decision made on external review compared with the decision made by the agency.222   

OIC notes that it is required to report on external review decisions received and decisions made by 
the Commissioner.223  Having OIC report on external review data instead of agencies would provide 
greater efficiency, reduce the administrative burden reporting places on agencies, and limit the 
potential for inaccurate or inconsistent data.   

Alternative approaches to collection and reporting of data 
 
As noted above, it is critical that annual RTI and IP Act data be made available in a timely manner. 
The Queensland Government Open Data commitments have also changed expectations in this 
regard. Departments and statutory authorities are required to publish data, unless limited 
exceptions apply. This means that, in addition to the annual reporting requirements for RTI and IP 
data to be published by the Attorney-General, many agencies are now required to publish their own 
RTI and IP Act data. Given these changes, and the difficulties presented by the lack of currency of 
Annual Report data under current arrangements, it is timely to consider alternative approaches. 

 

 

                                                           

222 Section 8 of the Right to Information Regulation 2009 and Section 6 of the Information Privacy Regulation 2009. 
223 Section 7 of the Right to Information Regulation 2009 and Section 5 of the Information Privacy Regulation 2009. 
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Open data requirements currently apply only to Queensland Government departments and 
statutory authorities; the Local Government Association of Queensland, however, has recently 
decided to adopt a similar open data policy. There are over 200 agencies under the RTI Act, including 
GOCs, local government, universities, and public authorities. Therefore a significant proportion of 
RTI Act agencies are not yet part of an open data scheme. 

OIC notes that in other jurisdictions the body equivalent to OIC collects and compiles data on the use 
of right to information.  Western Australia, for example, requires the Information Commissioner’s 
Annual Report to include specific data about the number and nature of applications dealt with by 
agencies under the Act during the year.  To facilitate this, agencies are required to provide this data 
to the Information Commissioner.  The Commonwealth Information Commissioner performs a 
similar function, collecting and compiling agency and Ministerial data relating to FOI applications 
received during the year.  

OIC has a strong interest in improving the availability of RTI and IP Act data, both for consistency 
with the push model and because OIC’s activities rely on current data. OIC considers  that alternative 
approaches to collection and reporting of data should be investigated to ensure data is available 
online as soon as possible after each financial year, consistent with the push model and open data 
policy. 
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PART 12: OTHER ISSUES 

12.1 Are there any other relevant issues concerning the operation of the RTI Act or Chapter 3 of 
the IP Act?  
 
OIC recommends investigating a method of including a period of time for negotiation for, and  
clarification of, access applications prior to commencement of the processing period.  

The importance of good communication practices in agency RTI units has been a constant theme in 
OIC’s resources, training, and performance monitoring activities.  OIC’s 2013 Right to Information 
and Information Privacy Electronic Audit224 (2013 Audit) addressed the extent to which agencies 
engage with applicants.  Agencies reported low levels of engagement when asked about phoning an 
applicant  upon receipt of the application, to clarify the application and/or explore more effective 
and efficient  methods for obtaining the information.   

OIC has consistently found that frequent communication with applicants throughout the access 
application process can result in greater efficiencies, reduced costs, and better outcomes for both 
applicant and agency.  Early communication with an applicant may also allow an agency to identify 
information which can be provided outside of a formal access application under the RTI Act, in 
keeping with RTI being intended as a last resort.  

Direct timely communication by an agency representative with an applicant is not a legislative 
requirement.  Neither the RTI nor IP Act require an acknowledgement letter be sent to the applicant 
upon receipt of an application. This can mean the first contact an RTI applicant has from an agency is 
a Charges Estimate Notice; for an IP applicant, the first contact can be the decision letter.   

One of the factors that OIC believes may be inhibiting the adoption of proactive communication 
practices is time.  OIC’s 2013 Audit found that approximately one third of agencies identified 
processing time as an area of concern.  It has been OIC’s experience that agencies are concerned 
that contacting the applicant after receiving a valid application will negatively impact their ability to 
make a decision within the time period allowed by the Act.   

The recent report into the review of the Commonwealth Freedom of Information Act 1982 and 
Australian Information Commissioner Act 2010 (the Hawke report) included issues for further 
consideration.225  One of these was whether there should be a period of time to negotiate or clarify 
a request prior to commencement of processing time.  

 

 

                                                           

224 < http://www.oic.qld.gov.au/about/our-organisation/key-functions/compliance-and-audit-reports/2013-right-to-information-and-
information-privacy-electronic-audit> 
225 Appendix G, the Hawke report <http://www.ag.gov.au/consultations/pages/reviewoffoilaws.aspx>. 
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Communication with an applicant can, in many cases, reduce the amount of time and effort an 
agency spends processing an application.  As noted in OIC’s 2013 Audit, applicants may not 
understand how an agency holds its information and may not understand the broad concept of 
documents. This can result in applications being written in a way that may result in an applicant not 
receiving the documents they actually want, or in the application being cast so widely that it results 
in, for an RTI application, prohibitive charges or, for an IP application, a need for the agency to seek 
extra time or fail to make their decision in time.  It is also an avoidable waste of agency resources. 

OIC suggests investigating a mechanism which will allow an agency time to clarify the scope of a 
valid application prior to commencement of the processing period. The benefits of such a grace 
period after receipt of a valid application would encourage agencies to initiate the kinds of proactive 
communication OIC has consistently found  improves the RTI process.   

OIC suggests that any such grace period should have a trigger, perhaps the agency initiating verbal or 
electronic communication with the applicant, so it would not automatically apply to all applications. 
In the absence of such a trigger any grace period would likely devolve into agencies treating it simply 
as an extension to the processing period.    
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APPENDIX A- HISTORY OF THE OIC 
 
The need for an independent FOI review body has consistently been recognised as an important part 
of effective FOI laws.  Queensland’s Electoral and Administrative Review Commission’s (EARC) 1990 
Report on Freedom of Information, the recommendations of which shaped the Freedom of 
Information Act 1992, agreed with the statement that “the right to external review is central to the 
credibility of the FOI legislation”226.   

Frank Albeitz, Queensland’s first Information Commissioner in OIC’s first Annual Report, expanded 
on this point, saying that it was “essential to the credibility of the entire scheme of the legislation 
that the opportunity is provided for aggrieved applicants to have adverse decisions reviewed on 
their merits by an authority independent of the executive government”227.   

EARC recommended228 the creation of an Office of the Information Commissioner (OIC) because, 
when compared with the adversarial, trial-type procedures of a court or tribunal, OIC would be able 
to provide flexible and expeditious dispute resolution and no tribunal existed which could undertake 
the external review function as cheaply or efficiently; the creation of OIC would allow reviews to be 
conducted in a specialised and informal manner.  

The Administrative Review Council’s (ARC) 1996 report Open government: a review of the federal 
Freedom of Information Act 1982 said that the appointment of an independent person to monitor 
and promote the FOI Act and its philosophy was the most effective means of improving the 
administration of the Act”229.  It considered that many of the shortcomings in the Act’s operations 
and effectiveness “could be attributed to the lack of a consistent, independent monitor of, and 
advocate for, FOI”230.  

Queensland’s Legal, Constitutional and Administrative Review Committee’s 2001 report Freedom of 
Information in Queensland recommended231 that an independent entity be established with general 
responsibility for monitoring the administration of and compliance with the FOI regime, promoting 
public awareness and understanding of FOI, and assisting agencies and the public in the application 
of the FOI Act.   

 

  

                                                           

226 Paragraph 17.6, <http://www.parliament.qld.gov.au/documents/TableOffice/TabledPapers/1991/4691T2498.pdf>. 
227 Paragraph 1.8, Office of the Information Commissioner Annual Report  1992-1993. 
228 Paragraphs 17.33-17.35 and 17.26, Electoral and Administrative Review Commission Report on Freedom of Information. 
229 Paragraph 6.4, <http://www.arc.ag.gov.au/Documents/Report+40+-+pdf+version+(ARC++ALRC).pdf>. 
230 Paragraph 6.2, ibid. 
231 Committee Finding 5 – Recommendation, section 4.2.1. 
<http://www.parliament.qld.gov.au/documents/committees/LJSC/1999/FOI/Report-32.pdf>. 
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APPENDIX B - HISTORY OF THE RTI AND IP ACTS 
 
As noted by the Premier, the Honourable Campbell Newman232, the history of freedom of 
information in Queensland traces back to the Inquiry by Tony Fitzgerald QC into Queensland police 
corruption.  In 1992, in the wake of the Fitzgerald Inquiry and the subsequent Electoral and 
Administrative Review Commissioner report and recommendations, Queensland introduced the 
Freedom of Information Act 1992 with the aim of ensuring open and accountable government.   

The Freedom of Information Act 1992 
 
Fitzgerald stated that “the professed aim of [freedom of information] is to give all citizens a general 
right of access to Government information…The importance of the legislation lies in the principle it 
espouses and in its ability to provide information to the public and to Parliament”233.    

The object of the FOI Act was to extend as far as possible the right of the community to have access 
to information held by Queensland government. The reasons for its enactment included that a free 
and democratic society benefits from open discussion of public affairs and enhanced government 
accountability and that the community should be kept informed of government’s operations.  

Like the RTI Act that would follow, it recognised that disclosure was not an absolute and that where 
disclosure of information could have a prejudicial effect doing so would be contrary to the public 
interest; it attempted to strike a balance by giving members of the community the greatest possible 
right of access to information with limited exceptions to prevent prejudicial effects on the public 
interest.  Upon receipt of a valid application, the decision-maker was required to consider whether 
access was to be given to the document applied for.   

The FOI Independent Review Panel  
 
In 2009, with a similar aim of achieving greater government accountability and openness, freedom 
of information gave way to right to information with the introduction of the Right to Information Act 
2009 and the Information Privacy Act 2009.  These Acts arose out of 2008’s Independent Review of 
Freedom of Information in Queensland, conducted by the Independent FOI Review Panel which was 
chaired by Dr David Solomon (the Panel).   

The Panel found that Freedom of information laws require more than public policy statements about 
open government; they require an overarching policy on government information, one that supports 
the objects of the FOI Act.  The Panel also found that the FOI Act had not brought about the 
anticipated “major philosophical and cultural shift in the institutions of government and the 
democratisation of information”234.  The recommendations made by the Panel were meant to 

                                                           

232 The Honourable Campbell Newman, MP, Premier of Queensland, taken from the Open Government Forum transcript 
<http://www.qld.gov.au/about/rights-accountability/open-transparent/review/>, 13 August 2013. 
233 Section 3.4.3, Fitzgerald, GE, Report of a Commission of Inquiry into Possible Illegal Activities and Associated Police Misconduct 1989. 
234 Page 13, report by the FOI Independent Review Panel (the Solomon Report), 
<http://www.rti.qld.gov.au/__data/assets/pdf_file/0019/107632/solomon-report.pdf>. 
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achieve not merely an upgrade to freedom of information but rather an entirely new model235 of 
open government. This new model of open government is reflected in the RTI Act.  

The RTI and IP Acts 
 
The RTI Act introduced the push model of information release, intended to maximise the release of 
government information and make formal access applications a last resort. Chapter 3 of the IP Act 
mirrors the RTI Act but applies only to documents containing personal information.   

The starting point for a decision-maker under the FOI Act—to consider whether they would give 
access to the documents applied for—was reversed by RTI. Now, the starting point for all 
government information is that it is open by default.  Decision-makers are required to have a pro-
disclosure bias when considering access applications and must release information to an applicant 
unless it is demonstrably contrary to the public interest to do so.   

Since its commencement in July 2009, the RTI Act and Chapter 3 of the IP Act have been amended. 
For convenience, these amendments are set out in Appendix C to this submission.  

The objects of the RTI Act and its reasons for enactment are discussed in part 1 of this submission. 

 

  

                                                           

235 Page 1, Solomon Report. 
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APPENDIX C - AMENDMENTS TO THE RTI AND IP ACTS 

Amendments to the RTI Act since commencement 
 

Date effective Amended by  Affected Section  Details of amendment  
1 July 2009 2009 Act No. 21 

Infrastructure 
Investment 
(Asset 
Restructuring and 
Disposal) Act 2009  

Sch 2 Part 2 (Entities to 
which this Act does not 
apply in relation to a 
particular function) 

Inserted item 21: 
‘a declared entity under the 
Infrastructure Investment (Asset 
Restructuring and Disposal) Act 2009, 
all or part of whose businesses, assets 
and liabilities are being disposed of in 
a declared project under that Act, in 
relation to the following functions— 
(a) if all of the entity’s businesses, 
assets and liabilities are being 
disposed of—all of the entity’s 
functions; 
(b) otherwise—the functions that 
relate to the businesses, assets and 
liabilities being disposed of’ 

19 Nov 2009 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
  

2009 Act No. 48 
State Penalties 
Enforcement and 
Other Legislation 
Amendment Act 
2009  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  

Section 30(6) (Decision-
maker for application to 
agency) 

Inserted: 
‘power to deal, with an access 
application, includes power to deal 
with an application for internal review 
in relation to the access application.’ 

Section 31(3) 
(Decision-maker for 
application to Minister) 

Inserted:  
‘deal, with an access application, 
includes deal with an application for 
internal review in relation to the 
access application.’ 

Section 55(4) 
(Information as to 
existence of particular 
documents) 

Inserted: 
‘To avoid any doubt, it is declared that 
a decision that states the matters 
mentioned in subsection (2) is a 
decision refusing access to a document 
under section 47.’ 

Section 80(1), notes 
(Internal review) 

Inserted: 
‘3 An internal review application may 
be dealt with under a delegation or 
direction. See sections 30 and 31.’ 

Section 107 (IC to 
ensure proper disclosure 
and return of 
documents) 

Omitted — (1), ‘to ensure’ 
Inserted —‘to ensure that any 
document that is given to the 
commissioner and is the subject of the 
decision being reviewed’ 
 
Omitted — Section 107(a), 
‘information or a document given to 
the 
commissioner’ & Section 107(b), ‘any 
document given to the commissioner’ 

Ch 7, Part 3 (Transitional Inserted: 
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provisions for State 
Penalties Enforcement 
and Other Legislation 
Amendment Act 2009) 

s204 Definition for pt 3 
In this part— 
relevant period means the period 
starting on 1 July 2009 and ending 
immediately before the 
commencement of this part. 
 
s205 Retrospective validation for 
particular delegations and directions 
(1) A delegation, or an amendment of 
a delegation, made by a principal 
officer under this Act during the 
relevant period is taken to be, and 
always to have been, as valid as if 
section 30, as in force immediately 
after the commencement of this part, 
had been in force on the day the 
delegation, or the amendment, was 
made. 
(2) A direction given by a Minister 
under this Act during the relevant 
period is taken to be, and always to 
have been, as valid as if section 31, as 
in force immediately after the 
commencement of this part, had been 
in force on the day the direction was 
given. 
 
s206 Decision under s 55(2) is a 
reviewable decision 
(1) A decision made during the 
relevant period stating the matters 
mentioned in section 55(2) is, and 
always has been, a reviewable decision 
under this Act as if section 55, as in 
force immediately after the 
commencement of this part, had been 
in force on the day the decision was 
made. 
(2) Despite section 82(c) or 88(1)(d), an 
application for internal review or 
external review in relation to the 
decision may be made within 20 
business days after the 
commencement of this part. 
(3) If an application for internal review 
or external review in relation to the 
decision is made before the 
commencement of this part, for the 
purposes of any review, the 
application is taken to have been 
made immediately after the 
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commencement of this part.’ 

1 Jan 2010 2009 Act No. 52 
Integrity Act 2009 

Schedule 1, section 6 
 

Inserted:  
6 Documents received or created by 
integrity commissioner for Integrity 
Act 2009, ch 3 
A document created, or received, by 
the Queensland Integrity 
Commissioner for the Integrity Act 
2009, chapter 3. 

1 Feb 2010 2009 Act No. 29 
Adoption Act 2009 

Schedule 3, section 
12(1), second dot point 

Inserted:  
• Adoption Act 2009, section 314 

23 May 2010 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

2010 Act No. 19 
Transport and 
Other Legislation 
Amendment Act 
(No. 2) 2010 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Chapter 8 (Transitional 
provisions for members 
of QR Group) 

Inserted:  
s207 Definitions for ch 8 
In this chapter— 
change of ownership means the 
beginning of the day notified by the 
Treasurer by gazette notice for this 
chapter.  
commencement means the 
commencement of this chapter. 
interim period means the period from 
the commencement to the change of 
ownership. 
member of QR Group means QR 
Limited or a related body corporate of 
QR Limited. 
QR Limited means QR Limited ACN 124 
649 967. 
related body corporate has the 
meaning given in the Corporations Act. 
Treasurer means the Minister who 
administers the Financial 
Accountability Act 2009. 
 
s208 Application of Act to members of 
QR Group during interim period 
A member of QR Group is taken to be 
an agency for the purposes of this Act 
during the interim period. 
 
s209 Certain provisions continue to 
apply until change of ownership 
despite their repeal 
Until the change of ownership— 
(a) schedule 2, part 2, items 16, 17 and 
18 as they were in force immediately 
before the commencement continue 
to apply, despite their repeal, to a 
member of QR Group; and 
(b) schedule 2, part 2, item 16 as in 
force on the commencement does not 
apply to a member of QR Group. 
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Sch 2 (Entities to which 
this Act does not 
apply) 
 

Omitted: Schedule 2, part 2, items 16, 
17 and 18  
Inserted: 
‘16 a rail GOC (within the meaning of 
the Transport Infrastructure Act 1994), 
or a subsidiary of a rail GOC, in relation 
to freight or insurance operations, 
except so far as they relate to 
community service obligations’. 

Sch 6 (Dictionary) Omitted: definition QR freight 
operations  
 
Inserted: 
‘change of ownership, for chapter 8, 
see section 207. 
commencement, for chapter 8, see 
section 207. 
interim period, for chapter 8, see 
section 207. 
member of QR Group, for chapter 8, 
see section 207. 
QR Limited, for chapter 8, see section 
207. 
related body corporate, for chapter 8, 
see section 207. 
Treasurer, for chapter 8, see section 
207.’ 
 

1 July 2010 
 

2010 Act No. 23 
City of Brisbane Act 
2010 
 

Amendment of s 21 
(Requirement for 
publication 
scheme) 

Renumbered section 21(4) as section 
21(5) 
 
Inserted new section 21(4): 
‘Without limiting subsection (3), the 
Minister may make guidelines about a 
publication scheme of the Brisbane 
City Council requiring the scheme to 
set out that the council has available 
information of or about the council’s 
Establishment and Coordination 
Committee.’ 
 

Schedule 3 (Exempt 
information) 
 

Inserted: 
4A BCC Establishment and 
Coordination Committee information 
4B Budgetary information for local 
governments 
 

1 September 
2010 

2010 Act No. 6 
Transport (Rail 
Safety) Act 2010 

Schedule 3, section 
12(1), third last dot point 
 

Inserted:  
• Transport (Rail Safety) Act 2010, part 
9, division 2 

1 November 
2010 

2010 Act No. 37  
Integrity Reform 

New sections 140A and 
140B 

Inserted: 
140A Declaration of interests 
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(Miscellaneous 
Amendments) Act 
2010 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

(1) This section applies to the 
information commissioner on 
appointment. 
Note— 
Appointment includes reappointment. 
See the Acts Interpretation Act 
1954, section 36, definition appoint. 
 
(2) The information commissioner 
must, within 1 month, give the 
Speaker a statement setting out the 
information mentioned in 
subsection (3) in relation to— 
(a) the interests of the information 
commissioner; and 
(b) the interests of each person who is 
a related person in relation to the 
information commissioner. 
 
(3) The information to be set out in the 
statement is the information that 
would be required to be disclosed 
under the Parliament of Queensland 
Act 2001, section 69B if the 
information commissioner were a 
member of the Legislative Assembly. 
 
(4) Subsections (5) and (6) apply if, 
after the giving of the statement— 
(a) there is a change in the interests 
mentioned in subsection (2); and 
(b) the change is of a type that would 
have been required to be disclosed 
under the Parliament of Queensland 
Act 2001, section 69B if the 
information commissioner were a 
member of the Legislative Assembly. 
 
(5) The information commissioner 
must give the Speaker a revised 
statement. 
 
(6) The revised statement must— (a) 
be given as soon as possible after the 
relevant facts about the change come 
to the information commissioner’s 
knowledge; and 
(b) comply with subsection (3). 
 
(7) The Speaker must, if asked, give a 
copy of the latest statement 
to— 
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(a) the Minister; or 
(b) the leader of a political party 
represented in the Legislative 
Assembly; or 
(c) the Crime and Misconduct 
Commission; or 
(d) a member of the parliamentary 
committee; or 
(e) the integrity commissioner. 
 
(8) The Speaker must, if asked, give a 
copy of the part of the latest 
statement that relates only to the 
information commissioner to another 
member of the Legislative Assembly. 
 
(9) A member of the Legislative 
Assembly may, by writing given to the 
Speaker, allege that the information 
commissioner has not complied with 
the requirements of this section. 
 
(10) A reference in this section to an 
interest is a reference to the matter 
within its ordinary meaning under the 
general law and the definition in the 
Acts Interpretation Act 1954, section 
36 does not apply. 
 
(11) In this section— 
integrity commissioner means the 
Queensland Integrity Commissioner 
under the Integrity Act 2009. 
related person, in relation to the 
information commissioner, 
means— 
(a) the information commissioner’s 
spouse; or 
(b) a person who is totally or 
substantially dependent on the 
information commissioner and— (i) 
the person is the information 
commissioner’s child; or (ii) the 
person’s affairs are so closely 
connected with the affairs of the 
information commissioner that a 
benefit derived by the person, or a 
substantial part of it, could pass to the 
information commissioner. 
 
s140B Conflicts of interest 
(1) If the information commissioner 
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has an interest that conflicts or may 
conflict with the discharge of the 
information commissioner’s 
responsibilities, the information 
commissioner— 
(a) must disclose the nature of the 
interest and conflict to the Speaker 
and parliamentary committee as soon 
as practicable after the relevant facts 
come to the information 
commissioner’s knowledge; and 
(b) must not take action or further 
action concerning a matter that is, or 
may be, affected by the conflict until 
the conflict or possible conflict is 
resolved. 
 
(2) If the conflict or possible conflict 
between an interest of the information 
commissioner and the information 
commissioner’s responsibilities is 
resolved, the information 
commissioner must give to the 
Speaker and parliamentary committee 
a statement advising of the action the 
information commissioner took to 
resolve the conflict or possible conflict. 
 
(3) A reference in this section to an 
interest or to a conflict of interest is a 
reference to those matters within their 
ordinary meaning under the general 
law and, in relation to an interest, the 
definition in the Acts Interpretation 
Act 1954, section 36 does not apply. 

Ch 7, Part 4 (Transitional 
provision for Integrity 
Reform 
(Miscellaneous 
Amendments) 
Act 2010) 

Inserted: 
s206A Declaration of interests by 
information commissioner 
(1) This section applies to the person 
who, immediately before the 
commencement of this section, was 
the information commissioner. 
 
(2) The person must comply with 
section 140A(2) within 1 month after 
the commencement of this section.’ 

1 January 2011 2010 Act No. 38 
Public Interest 
Disclosure Act 2010 

Schedule 3 Omitted —  ‘Whistleblowers 
Protection Act 1994’ 
Inserted — ‘Public Interest Disclosure 
Act 2010’  

8 April 2011   2011 Act No. 8 
Revenue and Other 

Schedule 3, section 12(1) Omitted eighth dot point 
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Legislation 
Amendment Act 
2011 

13 June 2011 
 
 
 
 
 
 
 
 

2011 Act No. 15 
Parliament of 
Queensland 
(Reform and 
Modernisation) 
Amendment Act 
2011 
 
 
 
 
 
 
 

Section 188(7) (Report of 
strategic review) 
 

Omitted — ‘section 84(2)’ 
Inserted —‘section 92(2)’ 
 

s 189 (Functions of 
parliamentary 
committee) 

Omitted — note 
 

Schedule 6 (Dictionary) Omitted — definition parliamentary 
committee 
Inserted — ‘parliamentary committee 
means— 
(a) if the Legislative Assembly resolves 
that a particular committee of the 
Assembly is to be the parliamentary 
committee under this Act—that 
committee; or 
(b) if paragraph (a) does not apply and 
the standing rules and orders state 
that the portfolio area of a portfolio 
committee includes the information 
commissioner—that committee; or 
(c) otherwise—the portfolio 
committee whose portfolio area 
includes the department, or the part 
of a department, in which this Act is 
administered. 
 
portfolio area see the Parliament of 
Queensland Act 2001, schedule. 
 
portfolio committee see the 
Parliament of Queensland Act 2001, 
schedule. 
 
standing rules and orders see the 
Parliament of Queensland Act 2001, 
schedule.’ 

9 September 
2011     

2011 Act No. 26    
Aboriginal Land and 
Torres Strait 
Islander Land and 
Other Legislation 
Amendment Act 
2011 

s 113 (Disciplinary 
action) 
 

Omitted section 113(3)(c) 
 
Renumbered section 113(3)(d) to (h) 
as ss113(3)(c) to (g) 
 

6 December 
2011    
  

2011 Act No. 45  
Civil Proceedings 
Act 2011 
 

s 138 (Leave of absence) 
 

Replace with: 
The information commissioner is 
entitled to the leave of absence 
decided by the Governor in Council.’ 

Sch 2 (Entities to which 
this Act does not 

Omit Schedule 2, part 2, item 20 
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apply) 
s 154 (Leave of absence) Replaced with: 

The information commissioner may 
approve a leave of absence for the RTI 
commissioner in accordance with 
entitlements available to the RTI 
commissioner under the RTI 
commissioner’s conditions of office. 

1 January 2012     2011 Act No. 18 
Work Health and 
Safety Act 2011 

Schedule 3, section 
10(1)(h) 

Omitted example 
 

18 May 2012     2012 Act No. 6 
Parliament of 
Queensland and 
Other Acts 
Amendment Act 
2012 

section 13, note 
section 24(1), note 1 
schedule 6, definition 
Minister. 
 

The provisions are amended by 
omitting ‘a Parliamentary 
Secretary’ and inserting ‘an Assistant 
Minister’. 
 

1 July 2012 
 

2012 Act No. 9 
Health and 
Hospitals Network 
and Other 
Legislation 
Amendment Act 
2012 
 

Schedule 1, section 9(b) Omitted — ‘Health Services Act 1991, 
part 4B’ 
Inserted— ‘Hospital and Health Boards 
Act 2011, part 6’ 
 
Inserted note 2 ‘Hospital and Health 
Boards Act 2011, part 6, see sections 
94 and 95’ 

Schedule 2, part 1, 
paragraph 6 

Inserted — ‘a quality assurance 
committee established under the 
Health 
and Hospitals Network Act 2011, 
section 82’. 

22 November 
2012 
 

2012 Act No 33  
Local Government 
and Other 
Legislation 
Amendment Act 
2012 
 

Amendment of s 113 
(Disciplinary action) 
 

Section 113(3), definition responsible 
Minister, paragraph (c)— 
insert— 
‘(c) in relation to another local 
government—the Minister 
administering the Local Government 
Act 2009; or’. 

Sch 3 section 4A(2) 
(Exempt information) 
 

Inserted: 
‘(2) Subsection (1) does not apply to— 
(a) information officially published by 
decision of the council; or 
(b) if the council delegates a power to 
the committee under the City of 
Brisbane Act 2010, section 238—
information relating to the delegation 
or the power to be exercised under 
the delegation.’ 

22 February 
2013 
 
 
 

2012 Act No 45  
Right to 
Information and 
Integrity (Openness 
and Transparency) 

s 24(2) (Making access 
application) 
 

Inserted: 
(d) state whether access to the 
document is sought for the benefit of, 
or use of the document by— 
(i) the applicant; or 
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Amendment Act 
2012 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

(ii) another entity; and 
Example for paragraph (d)(ii)— 
A journalist makes an access 
application for a document for use of 
the document by an electronic or print 
media organisation. 
(e) if access to the document is sought 
for the benefit of, or use of the 
document by, an entity other than the 
applicant—the name of the other 
entity. 

Section 54(2)(a)(iii) and 
(iv) (Notification of 
decision and reasons) 
 

Replaced with: 
(iii) details of the publication of the 
document, or of information about the 
document, that is required or 
permitted by section 78 or 78A, if the 
applicant accesses the document 
within the access period and the 
document does not contain personal 
information of the applicant; and 
(iv) details of the publication of the 
document, or of information about the 
document, that is required or 
permitted by section 78 or 78A, if the 
applicant fails to access the document 
within the access period and the 
document does not contain personal 
information of the applicant 

Section 78 (Disclosure 
logs) 

Overhauled and replaced with: 
(1) This section applies if a person 
makes a valid access application to a 
department or a Minister. 
 
(2) The department or Minister must, 
as soon as practicable after the 
application is made, include the 
following information about the 
application in a disclosure log— 
(a) details of the information being 
sought by the applicant, as stated in 
the application; 
(b) the date the application was made. 
 
(3) If the department or Minister 
decides to give access to a document 
that does not contain personal 
information of the applicant and the 
applicant accesses the document 
within the access period, the following 
must be included in a disclosure log as 
soon as practicable after the applicant 
accesses the document— 
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(a) a copy of the document; 
(b) the applicant’s name; 
(c) if access to the document was 
sought for the benefit of, or use of the 
document by, an entity other than the 
applicant—the name of the other 
entity. 
 
(4) If the department or Minister 
decides to give access to a document 
that does not contain personal 
information of the applicant and the 
applicant fails to access the document 
within the access period, details 
identifying the document, and 
information about the way in which 
the document may be accessed and 
any applicable charge, must be 
included in a disclosure log as soon as 
practicable after the access period 
ends. 
 
(5) A person may access a document 
the details of which are included in a 
disclosure log under subsection (4) on 
payment of the applicable charge, and 
in the way mentioned in the disclosure 
log. 
 
6) After a person accesses a document 
under subsection (5)— 
(a) no further charge is payable for 
access to the document by any person; 
and 
(b) a copy of the document must be 
included in a disclosure log. 
 
(7) However, the inclusion of a 
document or information in a 
disclosure log under this section is 
subject to section 78B(2). 
 
(8) In this section— 
valid access application means an 
access application that— 
(a) is in a form complying with all 
relevant application requirements; and 
(b) is not an application to which 
section 32 applies. 
 
78A Disclosure logs—other agencies 
(1) If an agency makes a decision in 



119 

 

 

Date effective Amended by  Affected Section  Details of amendment  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

relation to an access application to 
give access to a document that does 
not contain personal information of 
the applicant and the applicant 
accesses the document within the 
access period— 
(a) a copy of the document may be 
included in a disclosure log, if this is 
reasonably practicable; or 
(b) otherwise—details identifying the 
document and information about the 
way in which the document may be 
accessed may be included in a 
disclosure log. 
 
(2) A person may access a document 
the details of which are included in a 
disclosure log under subsection (1)(b) 
for no charge and in the way 
mentioned in the disclosure log. 
 
(3) If an agency decides to give access 
to a document that does not contain 
personal information of the applicant 
and the applicant fails to access the 
document within the access period, 
details identifying the document, and 
information about the way in which 
the document may be accessed and 
any applicable charge, may be 
included in a disclosure log. 
 
(4) A person may access a document 
the details of which are included in a 
disclosure log under subsection (3) on 
payment of the applicable charge, and 
in the way mentioned in the disclosure 
log. 
 
(5) After a person accesses a 
document under subsection (4)— 
(a) no further charge is payable for 
access to the document by any person; 
and 
(b) a copy of the document may be 
included in a disclosure log. 
 
(6) However, the inclusion of a 
document or information in a 
disclosure log under this section is 
subject to section 78B(2). 
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(7) In this section— agency does not 
include a department or a prescribed 
entity under section 16. 
 
78B Requirements about disclosure 
logs 
(1) An agency maintaining a disclosure 
log must ensure the disclosure log 
complies with any guidelines published 
by the Minister on the Minister’s 
website (to the extent the guidelines 
are consistent with this Act). 
 
(2) Without limiting subsection (1), an 
agency must delete from any 
document or information included in a 
disclosure log under section 78 or 78A, 
any information (including an 
individual’s name)— 
(a) the publication of which is 
prevented by law; or 
(b) that may be defamatory; or 
(c) that, if included in the disclosure 
log, would unreasonably invade an 
individual’s privacy; or 
(d) that is, or allows to be ascertained, 
information— 
(i) of a confidential nature that was 
communicated in confidence by a 
person other than the agency; or 
(ii) that is protected from disclosure 
under a contract; or 
(e) that, if included the disclosure log, 
would cause substantial harm to an 
entity. 
 
(3) In this section— 
agency includes a Minister but does 
not include a prescribed entity under 
section 16. 

Section 170(2) (Access—
protection against 
actions 
for defamation or breach 
of confidence) 

After ‘section 78’— insert— ‘or 78A’. 
 

Section 171 
(Publication—protection 
against 
actions for defamation 
or breach of confidence) 
 

Replaced with: 
Section 171(1) 
(a) the publication was— 
(i) required or permitted under section 
78 or 78A; or 
(ii) authorised by a Minister, or an 
officer having authority in relation to 
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disclosure logs, in the genuine belief 
the publication was required or 
permitted under section 78 or 78A; or’. 
 
Section 171(2), after ‘section 78’— 
insert—‘, 78A’. 

Section 173(a) 
(Publication—protection 
in respect 
of offences) 
 

Inserted: 
the publication was— 
(i) required or permitted under section 
78 or 78A; or 
(ii) authorised by a Minister, or an 
officer having authority in relation to 
disclosure logs, in the genuine belief 
the publication was required or 
permitted under section 78 or 78A; o 

Schedule 6 (Dictionary) Inserted: 
‘disclosure log means a part of an 
agency’s website called a disclosure 
log.’ 

3 May 2013 2013 Act No 19  
Queensland Rail 
Transit Authority 
Act 2013 

Section 16(1) 
 
 
Schedule 2, part 2, item 
16 

Inserted: 
(ca) a rail government entity under the 
Transport Infrastructure Act 1994; 
 
Replaced with: 
rail government entity under the 
Transport Infrastructure Act 1994 

29 August 2013 2013 Act No 35  
Justice and Other 
Legislation 
Amendment Act 
2013 

Amendment of s 114 
(Vexatious applicants) 
 

Renumbered Section 114(6) as section 
114(8). 
Inserted: 
(6) The commissioner may publish— 
(a) a declaration and the reasons for 
making the 
declaration; and (b) a decision not to 
make a declaration and the reasons for 
the decision. 
(7) The commissioner may publish the 
name of a person the subject of a 
declaration under subsection (1) when 
publishing the declaration 
and the reasons for making it. 
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19 Nov 2009  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

2009 Act No. 48  
State Penalties 
Enforcement and 
Other Legislation 
Amendment Act 
2009 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

s 50(6) (Decision-maker 
for application to 
agency) 
 

Inserted— 
‘power to deal, with an access or 
amendment application, includes 
power to deal with an application for 
internal review in relation to the 
access or amendment application. 
Examples of dealing with an 
application for internal review— 
• making a new decision under 
section 94(2) 
• giving notice under section 97(3)’. 
221  

s 51(3) (Decision-maker 
for application to 
Minister) 
 

Inserted— 
‘deal, with an access or amendment 
application, includes deal with an 
application for internal review in 
relation to the access or amendment 
application. 
Examples of dealing with an 
application for internal review— 
• making a new decision under 
section 94(2) 
• giving notice under section 97(3)’. 

s 69 (Information as to 
existence of 
particular documents) 
 

Inserted— 
‘(3) To avoid any doubt, it is declared 
that a decision that states the 
matters mentioned in subsection (2) 
is a decision refusing access to a 
document under section 67. 
Note— 
A decision refusing access to a 
document under section 67 is a 
reviewable decision—see schedule 5, 
definition reviewable decision, 
paragraph (f).’ 

Amendment of s 94(1), 
notes (Internal review) 

Inserted— 
‘3 An internal review application may 
be dealt with under a delegation 
or direction. See sections 50 and 51.’ 

s 120 (Information 
commissioner to 
ensure proper disclosure 
and return of documents) 
 

Omitted — ‘to ensure’ 
Inserted— ‘to ensure that any 
document that is given to the 
commissioner and is the subject of 
the decision being reviewed’ 
 
Omitted — section 120(a), 
‘information or a document given to 
the 
commissioner’ & section 120(b), ‘any 
document given to the 
commissioner’ 
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1 September 
2011 

2011 Act No. 27 
Local Government 
Electoral Act 2011 

s 126(3) (Disciplinary 
action) definition 
responsible Minister, 
paragraph (d) 

Omitted — ‘Local Government Act 
1993’ 
Inserted —‘Local Government Act 
2009’ 

9 September 
2011 

2011 Act No. 26  
Aboriginal Land and 
Torres Strait 
Islander Land and 
Other Legislation 
Amendment Act 
2011 

Section 126(3), definition 
responsible Minister, 
paragraph 
(c) 

Omitted — ‘Local Government 
(Aboriginal Lands) Act 1978’ 
Inserted — ‘Aurukun and 
Mornington Shire Leases Act 1978’ 

18 May 2012 2012 Act No. 6  
Parliament of 
Queensland and 
Other Acts 
Amendment Act 
2012 

section 43(1), note 1 
section 44(1), note 1 
schedule 5, definition 
Minister 

Omitted  ‘a Parliamentary Secretary’  
Inserted ‘an Assistant Minister’ 

29 August 2013 2013 Act No. 35 
Justice and Other 
Legislation 
Amendment Act 
2013 

s 127 (Vexatious 
applicants) 
 

Renumbered section 127(6) as 
section 127(8). 
 
Inserted new sections 127(6) & (7)— 
(6) The commissioner may publish— 
(a) a declaration and the reasons for 
making the declaration; and 
(b) a decision not to make a 
declaration and the reasons for the 
decision. 
(7) The commissioner may publish 
the name of a person the subject of a 
declaration under subsection (1) 
when publishing the declaration and 
the reasons for making it. 
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APPENDIX D - TABLE OF RTI ACT PROVISIONS AND THEIR EQUIVALENT IP ACT PROVISIONS 
RTI Act 
section 

IP Act 
section 

Description/differences Description/differences 

23 40 
Sets out that a person has right to be 
given access to documents of an agency  

IP Act is limited to documents to the 
extent they contain personal information. 

N/A 41 
Sets out the right to amend documents 
of an agency to the extent they contain 
personal information.  

 

24(1) 43(1) 
Sets out that a person wishing to access 
a document under the Act may apply 
for it.  

 

24(2)-(3) 43(2)-(3) 
Sets out how a person must apply for 
the document. 

RTI Act includes requirement that an 
applicant indicate whether or not they 
are applying to benefit a third party. 

N/A 44(1) 
Sets out that a person who wishes to 
amend a document under the Act may 
apply to do so.  

 

N/A 44(4)-(5) 
Sets out how an amendment 
application must be made.  

 

25 45 
Sets out how an application may be 
made for a child.  

Amendment applications are  included in 
the IP Act. 

26 46 

Provides that an access or amendment 
application may not be to the 
Information Commissioner, except for 
staff personal information.  

There is no exception for OIC staff in the 
RTI Act.  

27 47 
An access application is only for a 
document existing at the time of the 
application.  

 

28 48 
An access application is taken not to 
include application for access to 
metadata. 

 

29 49 
An access application does not require 
a search of backup systems.  

 

30 50 
Sets out who is to be a decision maker 
for applications to agencies.  

Amendment applications are  included in 
the IP Act. 



125 

 

 

RTI Act 
section 

IP Act 
section 

Description/differences Description/differences 

31 51 
Sets out who is to be a decision maker 
for applications to Ministers. 

Amendment applications are  included in 
the IP Act. 

32 52 
Sets out what must be done if a 
purported application is outside the 
scope of the Act.  

Amendment applications are  included in 
the IP Act. 

33 53 
Sets out what must be done is a 
noncompliant application for access or 
amendment is received.  

Amendment applications are  included in 
the IP Act. 

N/A 54 

Sets out what an agency must do if it 
receives an access application which 
cannot be made under the IP Act, but 
should have been made under the RTI 
Act.  

 

34 N/A 
Sets out what an agency must do if it 
receives an access application which 
could have been made under the IP Act. 

 

35(1)-(2) 55(1)-(2) 
Sets out how an agency can ask for a 
longer time in which to process an 
application.  

Amendment applications are  included in 
the IP Act. 

35(3)-(4) 55(3)-(4) 
Sets out when an agency may continue 
to make a considered decision.  

Amendment applications are  included in 
the IP Act. 

37 56 

Sets out what an agency must do if 
disclosure under an access application 
may reasonably be expected to be of 
concern to a third party. 

 

38 57 
Sets out the requirements of 
transferring an application to another 
agency.  

Amendment applications are  included in 
the IP Act. 

39 58 

Sets out that the Act should be 
administered with a pro-disclosure bias, 
and that an application that is able to 
be refused under the Act may still be 
dealt with.  

Amendment applications are  included in 
the IP Act. 
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RTI Act 
section 

IP Act 
section 

Description/differences Description/differences 

40 59 

Sets out that if an access application 
relates to documents, or a class, that all 
contain exempt information, the 
agency may refuse to deal with the 
application without having identified 
the documents.  

 

41-42 60-61 

Sets out the circumstances in which 
dealing with an application may be 
refused because of the detrimental 
effect on the performance of the 
agency's functions.  

 

43 62 

Sets out when an agency may refuse to 
deal with an access application because 
it is for the same documents earlier 
applied for.  

 

N/A 63 

Sets out when an agency may refuse to 
deal with an amendment application 
because it is the same as an earlier 
amendment application. 

 

44 64 

Sets out that there is to be a pro-
disclosure bias in deciding to give 
access, and that access may be given 
even where the Act allows it to be 
refused.  

 

45 65 

Sets out the requirements for a 
considered decision (one made within 
the allotted time) on an access 
application.  

 

46 66 

Sets out that, where a decision is not 
made within the allotted time, a 
deemed decision is taken to have been 
made on the last day of the processing 
period, refusing access, and that a 
prescribed notice must be given as 
soon as possible. 
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RTI Act 
section 

IP Act 
section 

Description/differences Description/differences 

47 67 
Sets out the grounds on which access to 
a document may be refused.  

The RTI sets out what the grounds are; 
the IP Act refers to section 47 of the RTI 
Act as ground for refusing access under 
the IP Act. 

54 68 

Sets out the requirements of a 
prescribed written notice of a decision 
on an access application and that it 
must include a statement of reasons.  

 

55 69 

Sets out that nothing requires an 
agency to confirm the existence or non-
existence of a given document, and 
how it is to neither confirm nor deny its 
existence.  
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APPENDIX E - EXTERNAL REVIEW TIMEFRAMES IN OTHER JURISDICTIONS 
 

This table relates to the discussion at Part 10.4 and 10.5 of this submission.  

 Victoria Western Australia 

Pr
ov

is
io

n 

As part of significant amendments to its 
legislation in 2012, which included the 
creation of a Freedom of Information 
Commissioner, Victoria introduced a 
timeframe for reviews conducted by that 
Commissioner. The reviews must be 
completed 30 days after the application for 
review is received – however, the applicant 
may agree to a longer period in writing. If 
reviews are not completed within the required 
or agreed period, the Victorian Freedom of 
Information Commissioner is taken to have 
upheld the agency’s decision. 

The Western Australian Information 
Commissioner must make a decision within 30 
days after the application for review was 
made ‘unless the Commissioner considers that 
it is impracticable to do so’. The legislation 
does not indicate that, if a decision is not 
made within 30 days, the Commissioner is 
taken to have upheld the agency’s decision. 
Presumably, in all cases where a decision is 
not made within this period, the 
Commissioner considers that a decision within 
the period is impracticable, and makes the 
decision at a later date. 

Pe
rf

or
m

an
ce

 a
ga

in
st

 st
at

ut
or

y 
tim

ef
ra

m
es

 

Victorian Freedom of Information 
Commissioner’s annual report for 2012-13 
records that applicants agreed to a total of 121 
extensions of time across 94 reviews, and 
approximately one-third of the 92 review 
decisions made were made within 30 days of 
receipt of the application. This was against a 
background of receiving 258 applications and 
finalising 190 of them. 

The report does not provide any further 
information regarding the length of time taken 
to finalise reviews, nor does it indicate if any 
deemed decisions of the Commissioner were 
amongst those appealed to the Victorian Civil 
and Administrative Tribunal. 

The most recent annual report by the Western 
Australian Information Commissioner does 
not provide information regarding how many 
reviews are finalised outside the 30 day 
period, or any other information regarding the 
length of time taken to finalise reviews.  

The report does note that 129 applications for 
external review were received and 119 were 
finalised in 2012-13. 
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Please note: If OIC’s recommendation at 2.1 of its submission regarding the RTI Act and Chapter 3 of the IP Act—that the RTI Act become a single point for 
access and amendment applications—is accepted, the below feedback, insofar as it relates to provisions regarding access applications in Chapter 3 of the RTI 
Act and Chapter 3 of the IP Act,1 should be read as referring to provision in the RTI Act only. 

Rec. No. Act Section/Item Issue description Recommended change 

1.  RTI 

IP 

18, 27, 33 

22, 47, 53 

OIC suggests that the references to processing periods and transfer periods should be 
amended to refer to the day the application is taken to have been made, rather than 
the day it was received,2 to address the following issue: 

The processing and transfer periods are calculated by reference to the day an 
application is received. Similarly, the date on which a document must exist in order to 
be subject to the application is the date on which the application is received.  

However, an application is taken to be made on the day all application requirements 
are met. This means that the application may be taken to be made some days after it 
has been received. This could cause uncertainty or confusion for applicants and 
agencies.  

 

Amend provisions about:  

• processing and transfer periods and  

• applications being for documents then 
existing  

so that they refer to the day the application 
is taken to have been made. 

2.  IP 52(1)(b) and  

72(1)(a)(ii) 

OIC suggests that section 72(1)(a)(ii) be omitted from section 72 and instead appear in 
section 52(1)(b), which sets out the reasons for an application being outside the scope 
of the IP Act, to address the following issue. 

For an amendment application, the ground that the agency is not satisfied that the 
information sought to be amended is “personal information” of the applicant, is found 
in section 72(1)(a)(ii) of the IP Act among the grounds on which amendment may be 
refused. 

Relocate section 72(1)(a)(ii) to section 
52(1)(b) of the IP Act. 

                                                           
1 A table of equivalent RTI and IP Act provisions is included at Appendix D of OIC’s submission regarding the RTI Act and Chapter 3 of the IP Act. 
2 This is consistent with OIC’s recommendation at 6.8 of its submission regarding the RTI Act and Chapter 3 of the IP Act.   
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Rec. No. Act Section/Item Issue description Recommended change 

However, whether or not the information sought to be amended is “personal 
information” is, in OIC’s view, a jurisdictional issue. Under the IP Act, amendment 
applications can relate to “personal information” only. Amendment applications 
relating to other information are outside the scope of the IP Act.  

 

3.  RTI 

IP 

33 

53 

When an application does not comply with “all relevant application requirements”, 
the agency or Minister must, within 15 days of receipt, inform the applicant how 
the application is non-compliant. Then, within a subsequent period of “reasonable 
opportunity”, the applicant may consult with a view to making the application 
compliant. When, as a result of this process, the application is made compliant, 
‘[t]he applicant is taken to have made an application under this Act’.3 

However, an application that complies with all relevant application requirements 
may still be a purported application, if it is outside the scope of the Act in terms of 
the documents sought, or the entity from which they are sought.4  

OIC suggests an amendment (possibly of subsection (4) of the provision) to ensure 
that it is clear that this is the case.  OIC notes that an amendment of this nature 
would avoid applicant frustration that could arise if an applicant takes steps to 
ensure that their application is compliant, is told that their application is taken to 
be made under the relevant Act as a result of such steps, but then subsequently 
receives a decision that their application is actually outside the scope of that Act. 

Amend section 33 RTI Act and section 53 
of the IP Act to reflect the position that 
an application that complies with all 
relevant application requirements may 
still be outside the scope of the relevant 
Act.   

 

4.  RTI 44(1) This provision provides that an agency should decide to give access unless doing so Amend section 44(1) of the RTI Act and 
section 64(1) IP Act  inserting “must”  in 

                                                           
3 Section 33(4) of the RTI Act / section 53(4) of the IP Act. 
4 Under section 32 of the RTI Act / section 52 of the IP Act, or in terms of OIC’s general jurisdictional power. 
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Rec. No. Act Section/Item Issue description Recommended change 

IP 64(1) would, on balance, be contrary to the public interest.  

Other provisions in the RTI Act5 use the word must in this context.  

OIC suggests that amendment to ensure consistency. 

place of “should”.   

5.  RTI 50, 51 Section 50 sets out the ground for refusing access to information if its disclosure 
‘would not be in the child’s best interests’. In contrast, section 51 sets out the ground 
for refusing access to healthcare information if its disclosure ‘might be prejudicial to 
the physical or mental health or wellbeing of the applicant’.  

OIC can discern no reason for the higher, more definitive requirement of ‘would not 
be’ in section 50 relative to the lower, more easily satisfied requirement of ‘might be’ 
in section 51.   

If Parliament intended that the standard to be satisfied in sections 50 and 51 should be 
the same, OIC suggests that the provision/s be amended.  

Amend the provision/s to reflect the 
intended standard of satisfaction – for 
example, using the word ‘might’ or ‘would’ 
or the phrase ‘could reasonably be 
expected’ (as appears in many provisions 
throughout the Acts). 

6.  RTI 

IP 

52, 29 

49 

‘[W]hile a search for a document from a backup system is not generally required before 
refusing on the ground that the information is non-existent or unlocatable, it is 
required in the particular circumstances mentioned in section 52(2)’.  

Section 52(1)(a) sets out the ground for refusing access to a document because it is 
nonexistent. Section 52(2) goes on to provide that, before an agency can be satisfied 
that a document is nonexistent, the agency is required to search their backup system – 
but only if the agency considers that the document has been kept in and is retrievable 
from the backup system. Otherwise, section 52(3) provides that “all reasonable steps” 
to find a non -existent document does not include searching the backup system.  

Amend the Act so that searching the 
backup system is:  

• generally not required in order for the 
agency to be satisfied that the 
document is nonexistent or 
unlocatable, but  

• is required if the agency considers 
that the document would (if it existed) 
be kept in the backup system. 

                                                           
5 Sections 48(1), 49(1) and 50(1) of the RTI Act. 
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Rec. No. Act Section/Item Issue description Recommended change 

Section 52(1)(b) sets out the ground for refusing access to a document because it is 
unlocatable. This ground applies when (a) the document has been or should be in the 
agency’s possession, and (b) all reasonable steps to find it have been taken, but it 
cannot be found. Section 52(2) does not apply to unlocatable documents. Section 
52(3) provides that “all reasonable steps” to find an unlocatable document does not 
include searching the backup system.  

OIC considers that it is anomalous to provide that a search of a backup system: 

• is required in order for the agency to be satisfied that the document is 
nonexistent, if the agency considered that the document was kept in the backup 
system but 

• is not required in order for the agency to be satisfied that a document is:  

- nonexistent, if the agency did not consider that the document was kept in the 
backup system or 

- unlocatable – whether or not the agency considered that the document was 
kept in the backup system 

OIC suggests that consideration be given to redrafting the provisions so that they 
provide more appropriate and consistent guidance regarding when searches of backup 
systems are required. 

7.  RTI 

IP 

70 

85 

An agency/Minister must take precautions when releasing information which would, if 
given to someone other than the applicant or their agent, comprise exempt or CTPI 
information. 

Reference in subsection (1)(a) to applications made ‘for a person (the first person)’ 
could be read to mean the provision only applies when an application is made by an 

Amend subsection (1)(a) so that it says 
something like ‘by an applicant or their 
agent´.  

Make consequential amendment to 
subsection (1)(b) so that it uses the same 
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Rec. No. Act Section/Item Issue description Recommended change 

agent. OIC also submits that using this phrase is inconsistent with other provisions in 
the RTI Act including subsection (2), which refer to “an applicant or their agent”.  

OIC suggests that subsection (1)(a) be amended so that it uses the same wording as 
employed elsewhere in the Acts. 

wording as employed elsewhere in the 
Acts. 

8.  RTI 

IP 

73, 74, 75 

88, 89, 90 

These provisions are cited by decision-makers as the basis for deleting those parts of a 
document that are irrelevant (outside the scope of the access application), exempt 
information or CTPI information.  

Citing the provisions as the basis for a part deletion seems confusing and artificial 
when access to the remaining information in the document (or part of it) is refused. 
This is because the provisions state that they apply when the agency gives access to 
the remaining information in the document.  

OIC suggests that the provisions be amended to more clearly and consistently 
accommodate deletion of part of a document on the basis that the information is 
irrelevant, exempt information or CTPI information. 

 

Amend the Acts so that it is clear that 
deletion of irrelevant, exempt or CTPI  
information that appears in a document 
may occur when the balance of information 
in the document is refused, as well as when 
the balance of information is released to 
the applicant. 

 

9.  RTI 

IP 

73, 74, 75 

88, 89, 90 

These three provisions in each Act provide for deletion of those parts of a document 
that are irrelevant, exempt or contrary to public interest respectively, in order to 
provide the remaining information in the document to the applicant.  

However, there are two other types of information in a document that a decision 
maker may refuse to disclose and therefore wish to delete – that is: 

• information that is contrary to a child’s best interests;6 and  

Amend section 75 of the RTI Act / section 
90 of the IP Act so the provision relates to 
information that is contrary to a child’s best 
interests and healthcare information that is 
contrary to the applicant’s best interests, as 
well as other CTPI information. 

Alternatively, insert additional provisions 

                                                           
6 Sections 47(3)(c) and 50 of the RTI Act and section 67 of the IP Act. 
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Rec. No. Act Section/Item Issue description Recommended change 

• healthcare information that is contrary to the applicant’s best interests.7  

Currently, no provisions address deletion of these two types of information in a 
document.  

If Parliament intended that the remaining information in documents containing these 
types of information should be disclosed, OIC suggests amendment to reflect this 
position.  

after section 75 of the RTI Act / section 90 
of the IP Act about deletion of information 
that is contrary to a child’s best interests 
and healthcare information that is contrary 
to the applicant’s best interests. 

10.  RTI 

IP 

73, 74, 75 

88, 89, 90 

Applicants generally accept deletion of part of a document on the ground that it 
comprises exempt information or CTPI information (and exercise review and appeal 
rights when they wish to do so). 

In terms of parts of documents that comprise irrelevant information, OIC takes the 
view8 that if an applicant does not agree to deletion of part of a document on the basis 
that it comprises irrelevant information, or if it is impractical to delete the irrelevant 
information,9 then the entirety of the document should be provided to the applicant.10 
However, OIC is aware that some agencies adopt the opposite approach – that is, they 
refuse access to the entire document refused if the applicant does not agree to 
deletion of the irrelevant parts of the document or if it is impractical to delete those 
parts from the document.  

Given the existence of these two approaches to irrelevant information, OIC suggests 
that amendments be made to clarify what is intended to happen if the applicant does 
not agree to deletion of the irrelevant parts of a document or if such deletion is 

Amend the Acts accordingly, to either 
indicate that the whole document should 
be refused or the whole document should 
be provided where parts of it are irrelevant, 
exempt or CTPI (or child’s best interest or 
healthcare information), and the applicant 
will not accept deletion or deletion is not 
practicable. 

                                                           
7 Sections 47(3)(d) and 51 of the RTI Act and section 67 of the IP Act. 
8 See OIC Guideline: Deletion of irrelevant information. 
9 Section 73(3) of the RTI Act / section 88(3) of the IP Act. 
10 OIC does not take the same approach regarding parts of documents that comprise exempt or contrary to public interest information, despite the wording of the provisions regarding deletion of irrelevant 
information being somewhat similar to the wording of the provisions regarding deletion of exempt and CTPI information (see sections 74(c) and 75(c) of the RTI Act and sections 89(c) and 90(c) of the IP Act).  

http://www.oic.qld.gov.au/guidelines/for-government/access-and-amendment/decision-making/deletion-of-irrelevant-information
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Rec. No. Act Section/Item Issue description Recommended change 

impracticable.  

OIC notes that similar clarification may also be prudent for exempt information and 
CTPI information (and child’s best interests and health care information if the 
suggestion in row 9 is adopted), to avoid ambiguity if future applicants refuse to accept 
deletion of such information, or if such deletion is not practicable.  

11.  RTI 

IP 

76 

91 

Subsection (2) contemplates that the conditions of use or disclosure be agreed to by 
‘the agency or Minister and the intermediary, or … the agency or Minister, the 
intermediary and the applicant’. Subsection (2) does not appear to contemplate 
circumstances where the applicant does not have an intermediary. Subsection (3) also 
refers to the intermediary. 

No other provision in the Acts uses “intermediary”. OIC considers that the conditions 
of use or disclosure should be agreed to by the applicant or their agent only. OIC 
suggests that subsection (2) should be amended to reflect this position.  

Amend provision so that it provides that 
the conditions of use or disclosure must be 
agreed to by the applicant or (where 
relevant) the applicant’s agent. 

12.  

 

RTI 

IP 

94, 110 

107, 123 

Section 110(6) of the RTI Act / section 123(6) of the IP Act provide that OIC must 
arrange to have decisions and reasons for decisions published. There is ambiguity as to 
whether this provisions applies only to decisions made under section 110(1) – that is, 
decisions made after OIC has conducted an external review, where the agency’s 
decision is affirmed, varied, or set aside with another made in its place. It is not clear 
whether section 110(6) also applies to decisions made under section 94 of the RTI Act / 
section 107 of the IP Act – that is, decisions not to deal with a matter, or not to further 
deal with a matter.   

OIC suggests that this uncertainty could be addressed by including a definition of a 
“decision of the information commissioner” in schedule 6 of the RTI Act.   

Insert  a definition for ‘decision of the 
information commissioner’ in Schedule 6 of 
the RTI Act and Schedule 5 of the IP Act.  



9 

 

Rec. No. Act Section/Item Issue description Recommended change 

13.  RTI 

IP 

99(2) 

112(2) 

OIC can require that an agency give an external review applicant and OIC an additional 
statement when the reasons initially provided by the agency are not adequate. It is to 
be provided ‘as soon as practicable, but in any case within 20 business days’. 

OIC considers that prescribing a timeframe is too restrictive.  Often there are sound 
reasons why an agency requires more time.  

OIC suggests that the prescribed timeframe be deleted. 

 

Delete the words ‘but in any case within 20 
business days’ from the provision. 

14.  RTI 

IP 

105(2) 

118(2) 

This provision provides that OIC does not have the power to require an agency to give 
access to information that is exempt or CTPI information.  

There are other relevant grounds of refusal of access: information that is contrary to a 
child’s best interests;11 healthcare information that is contrary to the applicant’s best 
interests;12 and information that is otherwise available.13 

OIC suggests that, for clarity and consistency, the provision should be amended to 
provide that OIC does not have power to require that access be given to information 
refused on these grounds as well.  

Amend these provision so that it also 
provides that OIC does not have the power 
to require an agency to give access to 
information that is contrary to a child’s best 
interests; healthcare information that is 
contrary to the applicant’s best interests;  
and information that is otherwise available. 

15.  RTI 

IP 

107(b) 

120(b) 

This provision provides that, at the end of an external review, OIC must return the 
document to the person who gave it.  

It is considered that it would be more administratively efficient and reduce costs if 
there was provision that provided for an alternative action at the end of the external 
review, with allowed OIC to destroy  copies provided to OIC of the original agency 

Amend section 107(b) RTI Act and section 
120 (b) of the IP Act to give the person who 
gave the documents to the OIC at the end 
of the external review the right to request 
OIC to return the document or  allow OIC to 
destroy the document, with the relevant 

                                                           
11 Sections 47(3)(c) and 50 of the RTI Act and section 67 of the IP Act. 
12 Sections 47(3)(d) and 51 of the RTI Act and section 67 of the IP Act. 
13 Sections 47(3)(f) and 53 of the RTI Act and section 67 of the IP Act. 
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Rec. No. Act Section/Item Issue description Recommended change 

document for the purposes of review  with the relevant person’s consent. Currently, 
copies of documents are required to be returned by registered post and then have to 
be disposed of by the agency. The additional transit of sensitive documents is also an 
unnecessary risk to unauthorised disclosure. 

person’s consent. 

16.  RTI 

IP 

108(3) 

121(3) 

This provision provides that OIC must not include information that is exempt or CTPI 
information in a decision. 

There are other types of information that should similarly be precluded from mention 
in OIC’s decisions: information that is contrary to a child’s best interests;14 healthcare 
information that is contrary to the applicant’s best interests;15 and information that is 
otherwise available.16 

OIC suggests that, for clarity and consistency, the provision should be amended to 
include reference to these types of information. 

Amend these provisions so that it also 
provides that OIC cannot mention the 
following types of information in a decision: 
information that is contrary to a child’s best 
interests; healthcare information that is 
contrary to the applicant’s best interests; 
and information that is otherwise available. 

17.  RTI 

IP 

114(3) 

127(3) 

This provision refers to “information commission” but it appears that it should instead 
say “information commissioner”.  

OIC suggests that this amendment be made for clarity and consistency. 

Replace the word “commission” with 
“commissioner”. 

18.  IP 127(6) The definition of “abuse of process” in this subsection states ‘in relation to the access 
action’ at paragraphs (a) and (b). It should refer to ‘access or amendment action’ 
(which is also defined in the subsection). 

 OIC suggests that paragraphs (a) and (b) of the definition should be amended so that 
they also apply to amendment applications. 

Amend paragraphs (a) and (b) of the 
definition of “abuse of process” to include 
“amendment action”  

                                                           
14 Sections 47(3)(c) and 50 of the RTI Act and section 67 of the IP Act. 
15 Sections 47(3)(d) and 51 of the RTI Act and section 67 of the IP Act. 
16 Sections 47(3)(f) and 53 of the RTI Act and section 67 of the IP Act. 
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Rec. No. Act Section/Item Issue description Recommended change 

19.  RTI 

IP 

128(1)(f) 

135(1)(b)(v) 

Under section 135(1)(b)(v) of the IP Act, OIC’s functions include ‘comment[ing] on any 
issues relating to the administration of privacy in the public sector environment’. In 
contrast, under section 128(1)(f) of the RTI Act, OIC’s functions are specified to include 
‘identifying and commenting on legislative and administrative changes that would 
improve the administration of this Act’.  

To ensure consistency in the OIC’s functions regarding RTI and privacy, OIC suggests 
that both provisions be amended to encompass the points covered by each of them. 

Amend section 128(1)(f) RTI Act and section 
135(1)(b)(v) IP Act to ensure they 
consistently describe OIC’s functions to 
include ‘comment[ing] on any issues 
relating to the administration of 
[RTI/privacy] in the public sector 
environment, including identifying and 
commenting on legislative and 
administrative changes that would improve 
the administration of this Act’. 

20.  RTI 

IP 

184(1) 

193(1) 

This provision allows OIC to ‘make a report to the Speaker on matters relating to a 
particular external review’. 

OIC considers that it would be useful to have the ability also to report to the Speaker 
on systemic issues concerning an agency or practice.  Furthermore, OIC considers that 
it would be useful if OIC were not limited to reports regarding the external review 
function, so that OIC could make reports on matters relating its other functions as and 
when appropriate. 

OIC suggests that the provision be amended to give OIC this broader capacity to report 
to the Speaker. 

Remove words ‘relating to a particular 
external review’ and replace with ‘relating 
to the functions of the information 
commissioner’.  

21.  RTI 

IP 

184(5) 

193(5) 

This provision provides that, when the Information Commissioner gives a report to the 
Speaker or to the Parliamentary Committee, the Speaker or Committee Chairperson 

Amend  provision so that it provides that 
for the purposes of its publication, a report 
given to the Speaker or the Committee 
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Rec. No. Act Section/Item Issue description Recommended change 

must cause the report to be tabled on the next Sitting Day after it is given. 

OIC considers that the requirement that report be tabled on the next sitting day has 
the capacity to diminish the effectiveness of the OIC’s functions17 due to potential 
delay through extended periods that can occur between sitting days.  It is important 
that OIC can make the public or relevant agencies aware of findings set out in its 
reports without delay.  In particular, it is important that OIC can engage with agencies 
about actions OIC considers necessary to improve their RTI and IP practices.  

OIC notes that a number of existing provisions in other acts requiring the tabling of 
reports, provide that documents are taken to have been tabled and published on the 
day they are received by the Clerk of Parliament.18 OIC suggests these provisions could 
be adapted. 

Chairperson under the provision is taken to 
have been tabled in the Legislative 
Assembly, and to have been ordered to be 
published by the Legislative Assembly, 
when it is given to the Speaker or the 
Chairperson. 

 

22.  RTI sch 3,  

section 12(2) 

The exception in schedule 3, section 12(2) to the exemption in schedule 3, section 
12(1) applies to information ‘if it is personal information for the applicant’.  

Elsewhere in the RTI and IP Acts, the wording ’personal information of the applicant’ is 
used. 

OIC suggests that schedule 3, section 12(2) be amended to enhance clarity and 
consistency. 

Replace the word for with of in schedule 3, 
section 12(2).  

23.  RTI sch 3,  

section 12(2) 

This provision is interpreted in the same manner as the provisions in schedule 4, part 
4, items 6(2) and 7(2). Those provisions provide that the public interest factors in 
schedule 4, part 4, items 6(1) and 7(1) do not apply if the information in issue ‘is only 
personal information of the person by whom, or on whose behalf, an application for 

Amend schedule 3, section 12(2) so that it 
provides ‘is only personal information of 
the person by whom, or on whose behalf, 
an application for access … is … made’. 

                                                           
17 Order 31 of the Standing Orders of the Legislative Assembly allow the Speaker, a Minister or the Governor to table a document when the House is not sitting, however the RTI and IP Acts explicitly require the 
reports to be tabled on a Sitting Day. 
18 Section 67 Auditor-General Act 2009; Section 69 Crime and Misconduct Act 2001; Section 13 Legislative Standards Act 1992; Section 54 Financial and Performance Management Standard 2009. 
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Rec. No. Act Section/Item Issue description Recommended change 

access … is … made’, or ’concerns only the business, professional, commercial or 
financial affairs of the person by whom, or on whose behalf, an application for access … 
is … made’ respectively. 

Given the similarity in interpretation, OIC submits that it would be appropriate to 
insert the word only into schedule 3, section 12(2), to ensure clarity and consistency.  

24.  RTI sch 4, pt 2,  

item 9 

and  

sch 4, pt 3,  

item 5 

These factors refer to the ‘personal information of an individual who is deceased’. 
However, a deceased person cannot have personal information, nor can a deceased 
person be an individual.19  

OIC suggests that these factors should be reworded to ensure consistency with 
definitions of “individual” and “personal information”.  

Amend the wording of items 9 and 5 to 
clarify that the information relates to a 
deceased person and, had the person been 
alive, the information would have been 
their personal information. 

25.  RTI sch 6 There is no schedule 5 in the RTI Act. 

OIC suggests that the current schedule 6 could be renamed schedule 5 to avoid 
confusion. 

Rename schedule 6 as schedule 5. 

26.  RTI 

IP 

sch 6 

sch 5 

In the IP Act, paragraph 2 of the definition for “eligible family member”20 sets out 
circumstances where the eligible family member is not “reasonably available”. 
Paragraph 2(a) of the IP Act states ‘a person of that description does not exist or is 
deceased’ – however, paragraph 2(a) of the RTI Act simply states ‘a person of that 

Amend the Schedules to include the words 
‘or is deceased’  at the end of paragraph 
2(a) of the definition of “eligible family 
member” in schedule 6 of the RTI Act. 

                                                           
19 Indiviudals are defined in the Acts Interpretation Act 1954 to be ‘natural persons’; a deceased person is no longer a natural person and as such cannot have personal information. 
20 Which arises in the context of consultation with a relevant third party (section 37 of RTI Act and section 56 of IP Act), amendment applications (sections 44 and 76 of the RTI Act) and public interest factors 
(schedule 4, part 2, item 9 and part 3, item 5 of the RTI Act). 
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Rec. No. Act Section/Item Issue description Recommended change 

description does not exist’.  

OIC suggests that, should chapter 3 of the IP Act not be combined with chapter 3 of 
the IP Act,21 an amendment should be made to ensure consistency between the 
definitions in the two Acts.  

 

27.  RTI 

IP 

throughout The word “person” is used inconsistently throughout the Acts. 

OIC suggests that the Acts be reviewed and amended so that: 

• “person” be used only where it is intended to capture both corporations and 
individuals, consistent with section 32D of the Acts Interpretation Act 1954 
(Qld) 

• “individual” is used where it is intended to refer to living human beings only. 

Review both the RTi and IP Act to ensure 
“person” and “individual” are used as 
intended and amend where appropriate. 

28.  RTI 

IP 

throughout The words “from” and “after” are used interchangeably when referring to time periods 
throughout the Acts. This creates potential confusion for applicants and decision 
makers without any benefit.  

OIC suggests that references to time periods be standardised. OIC suggests using the 
word “after”, which is consistent with the Queensland Civil and Administrative Tribunal 
Act 2009 (Qld). 

Amend so that time periods use the word 
“after” rather than “from”. 

 

 

                                                           
21 See OIC’s response to question 2.1, where OIC’s views on this issue are set out. 
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EXECUTIVE SUMMARY 
 
The Office of the Information Commissioner (OIC) welcomes the opportunity to comment on the 
legislative review of the Information Privacy Act 2009 (IP Act). As the objects of the review include 
investigating any specific issue recommended by the Information Commissioner OIC provided key 
issues to the Department of Justice and Attorney-General in June 2011 and March 2013.  

A primary object of the IP Act is to ‘provide for the fair collection and handling in the public sector 
environment of personal information’.  Overall, OIC considers that the IP Act effectively meets this 
objective. Fairness is delivered by striking an appropriate balance between enabling the legitimate 
business of government, including provision of community services, and providing robust 
protections against the misuse of personal information. OIC’s experience over the last four years is 
that the privacy principles have, for the most part, struck this balance.  

The IP Act provides a flexible roadmap that guides agencies in appropriately protecting the 
community’s personal information while ensuring government can effectively carry out its business. 
The recommendations in this submission are targeted at refining or adjusting the privacy principles 
so their application is more certain and the minimum compliance burden is imposed on agencies 
without compromising privacy protections currently enjoyed by the community.  

OIC has observed that most agencies have readily adopted the IP Act’s privacy protections. OIC 
performance and monitoring activities have found that there has been an improvement in reported 
compliance with obligations across all agencies since the first self-assessed Electronic Audit in 2010, 
with over 85% agencies reporting that they have now fully or partially implemented their obligations 
under the IP Act. Similarly, OIC desktop audits of agency websites in 2012-13 show that agencies 
have continued to improve online compliance in relation to the collection of personal information 
and provision of information about agency documents containing personal information. 

OIC’s submission provides feedback on specific issues raised by the discussion paper. It also 
addresses issues which OIC has identified in over four years of the IP Act’s operation, arising out of 
OIC’s performance monitoring, privacy complaint mediation, training and information and assistance 
functions.   

In this submission OIC provides twenty-two recommendations which are, for the most part, minor, 
to streamline and improve the operation of the legislation. The overarching theme of OIC’s 
recommendations is the need for consistency, with a focus on reducing the administrative burden of 
the IP Act and simplifying mechanisms which, in practice, have proved to be unnecessarily complex.   

OIC believes that the suggested changes will improve privacy practices in agencies, simplify 
compliance, and improve certainty for the community. OIC also believes these suggested changes 
will increase the flexibility of the IP Act to deal with the move to provide government services in an 
online environment, utilise cloud services to decrease costs, and outsource government functions to 
contracted service providers.  
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SUMMARY OF OIC RESPONSES TO THE LEGISLATIVE REVIEW OF THE IP ACT  
 

1. Recommendation one: OIC recommends developing a single set of privacy principles based on the IP 
Act’s National Privacy Principles rather than adoption of the APPs.  OIC also recommends, in the 
interests of simplifying compliance, incorporating section 33 of the IP Act into these privacy 
principles.  

2. Recommendation two: If a single set of principles is not adopted, OIC recommends amending the Act 
so the privacy principles apply to all personal information in the same way, regardless of the agency 
which holds it, by amending the IPPs to remove the requirement that personal information be 
contained in a document. 

3. Recommendation three: OIC recommends amending schedule 1 to exclude personal information 
arising out of the circumstances listed in schedule 1 rather than documents.  

4. Recommendation four: OIC recommends amending IPP 2(2) to omit the words ‘asks the individual’ 
and replace them with the wording from NPP 1: ‘collects personal information about the individual 
from the individual’.  OIC also suggests making the same amendment to IPP 3(2).  OIC notes, 
however, that this issue would be resolved by unifying the IPPs and NPPs into the QPPs. 

5. Recommendation five: OIC recommends improving the information sharing rules by adopting a single 
set of privacy principles based on the NPPs for Queensland government agencies.  Alternatively, OIC 
recommends amending IPPs 10 and 11 so that the same information sharing rules apply to all 
Queensland agencies.  

6. Recommendation six: OIC recommends amending IPPs 10 and 11 and NPP 2 (or the equivalent QPP 
should the IPPs and NPPs be amalgamated into a single set of QPPs) to permit: 
• an agency to use and disclose personal information where that use or disclosure is reasonably 

necessary for the purposes of enabling a bound contracted service provider to fulfil the 
obligations of their contract; and  

• a bound contracted service provider to use personal information and disclose it to the 
contracting agency where it is reasonably necessary to fulfil the obligations of their contract. 
 

7. Recommendation seven:  Other than as noted above OIC does not recommend modifying the rules in 
the IP Act which allow information sharing.  Section 157 (waiver or modification of the privacy 
principles) is sufficient to effectively deal with unique situations not covered by the information 
sharing rules set out in the IP Act.  

8. Recommendation eight: OIC recommends amending the definition of personal information to reflect 
the definition in the Commonwealth Privacy Act.  

9. Recommendation nine: No recommendation. However OIC notes that GOCs are bound by the Privacy 
Act which provides similar obligations to the IP Act.   

10. Recommendation ten: OIC recommends amending section 33 to regulate ‘disclosure’ of information 
out of Australia rather than ‘transfer’ out of Australia.  

11. Recommendation eleven: OIC recommends investigating incorporating Victoria’s Information Privacy 
Principle 9 into section 33 of the IP Act. 
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12. Recommendation twelve: OIC considers that the accountability approach is already in effective 
operation in Queensland and does not recommend amending the Act. OIC notes that regulating 
disclosure rather than transfer overseas will strengthen the effective operation of the accountability 
approach. 

13. Recommendation thirteen: OIC recommends amending the Act to remove the 45 business day time 
frame before complaints can be brought to OIC and replace it with a discretion to accept privacy 
complaints based on specific circumstances.  

14. Recommendation fourteen: OIC recommends the introduction of mechanisms to refine and 
streamline Chapter 5 of the IP Act. OIC suggests the complaint provisions in the Information Privacy 
Act 2000 (Vic) could be adapted in Chapter 5 of the IP Act.  

15. Recommendation fifteen: OIC recommends amending the Act to provide the Information 
Commissioner with a general power to investigate compliance matters.  

16. Recommendation sixteen: OIC recommends that section 196(1)(b) and related definitions be 
amended, consistent with OIC’s recommendations in the RTI discussion paper that section 25 of the 
RTI Act (and consequentially section 45 of the IP Act), to remove provisions which specifically enable 
a parent to act on behalf of a child so that the general agency provisions will apply.  

17. Recommendation seventeen: OIC recommends amending schedule 1, section 7 of the IP Act to 
exclude both the document and the information it contains from the privacy principles where the 
document is a generally available publication. 

18. Recommendation eighteen: OIC recommends removing the words ‘or is to be made’ from the 
definition of generally available publication. 

19. Recommendation nineteen: OIC recommends adding emails in transit to schedule 1, section 7 of the 
IP Act.  

20. Recommendation twenty: OIC recommends amending IPP 4 to require an agency to take reasonable 
steps to protect information. OIC suggests that this could best be achieved by amending IPP 4 to 
mirror NPP 4.  OIC notes that this issue would be resolved by unifying the IPPs and NPPs into a 
consistent set of privacy principles based on the NPPs.  

21. Recommendation twenty-one: OIC recommends amending Sections 28 and 32 of the IP Act to: 
• require personal information to be directly connected with, or directly relevant to, personal 

information published or provided for publication by the individual 
• require a public interest assessment to be made before an agency is entitled to disregard the 

specified privacy principles.  Wording similar to that in section 157(4) could be used, for example: 
“An agency must be satisfied that the public interest in not complying with the specified privacy 
principles outweighs the public interest in complying with them in relation to personal 
information…”  

• remove IPP 8 and NPP 3 from the specified privacy principles; and 
• include section 33 in the specified privacy principles. 

 
22. Recommendation twenty-two: OIC recommends investigating a mechanism to remove a bound 

contracted service provider’s ability to refuse to give access to, or amend, personal information 
under the privacy principles.   
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THE OFFICE OF THE INFORMATION COMMISSIONER 
 
The statutory role of the Information Commissioner under the IP Act is to independently review 
decisions made by Queensland Ministers, public sector agencies and public authorities about access 
to, or amendment of, documents, resolve privacy complaints through mediation, promote 
information rights and responsibilities, and foster improvements in the quality of RTI and 
information privacy practice in agencies. The Privacy Commissioner and Right to Information 
Commissioner perform the role of deputy to the Information Commissioner and are delegated 
powers under the IP Act.  

OIC functions include conducting external reviews of agency decisions, monitoring agency 
performance under the Right to Information Act 2009 (RTI Act) and IP Act, mediating privacy 
complaints, deciding applications for waiver of the privacy principles, and providing information and 
assistance to agencies and the public.  There is synergy between all functions of the Office, as the 
activities of one function support and complement the work of another.   

From 1992 until July 2009 OIC’s role under the repealed Freedom of Information Act 1992 (FOI Act) 
was to conduct independent external reviews of decisions, including about access to documents.  
The  IP Act expanded OIC’s functions, creating the role of Privacy Commissioner and giving the Office 
new functions to support compliance with the privacy principles and protection mechanisms.   

PRIVACY IN QUEENSLAND 
 
In June 1997, the Legal, Constitutional and Administrative Review Committee (LCARC) tabled Privacy 
in Queensland, a report which detailed the findings of their extensive review of privacy in 
Queensland. LCARC recommended the establishment of a privacy regime in Queensland, which 
would include Information Privacy Principles that would be based on the Information Privacy 
Principles in the Privacy Act 1988 (Cth)1, and a Privacy Commissioner who would be a Parliamentary 
Officer.  

In 2001, Information Standard 42 (IS42) and Information Standard 42A (IS42A)2 were introduced, 
applying to departments, statutory bodies, and some GOCs; neither applied to local government3. 
The Information Standards were based on the Privacy Principles in the Commonwealth Privacy Act 
1988 (Privacy Act). IS42 and IS42A required agencies to follow the privacy principles, appoint a 
privacy officer, publish a privacy plan and develop privacy complaint resolution mechanisms.   

The Information Privacy Act 2009 arose out of 2008’s Independent Review of Freedom of Information 
in Queensland, conducted by the Independent FOI Review Panel chaired by Dr David Solomon (the 
Panel). The Panel considered the interaction between freedom of information and privacy and 

                                                           
1 Note that the National Privacy Principles did not yet exist as part of the Privacy Act 1988. 
2 IS42A applied only to Queensland Health and was based on the National Privacy Principles in the Privacy Act. 
3 IS42 was issued under the authority of ss. 22(2) and 56(1) of the Financial Management Standard 1997 and applied to accountable 
officers of departments and statutory bodies (local government was explicitly excluded from the definition of ‘statutory body’).  GOCs 
were only captured if the shareholding Minister gave a notice to that effect. IS42A only applied to the Queensland Department of Health.  
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recommended the creation of a separate privacy regime and the creation of a privacy commissioner 
to help safeguard and promote privacy rights4.  

                                                           
4 The Right to Information: Reviewing Queensland’s Freedom of Information Act page 45 
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CONSISTENCY  
1.0 What would be the advantages and disadvantages of aligning the IPPs with the APPs, 
or adopting the APPs in Queensland?  
13.0 Should the reference to documents in the IPPs be removed; and if so, how would this 
be regulated?  
 
Recommendation one: OIC recommends developing a single set of privacy principles based on the 
IP Act’s National Privacy Principles rather than adoption of the APPs.  OIC also recommends, in the 
interests of simplifying compliance, incorporating section 33 of the IP Act into these privacy 
principles.  

Recommendation two: If a single set of principles is not adopted, OIC recommends amending the 
Act so the privacy principles apply to all personal information in the same way, regardless of the 
agency which holds it, by amending the IPPs to remove the requirement that personal information 
be contained in a document. 

Recommendation three: OIC recommends amending schedule 1 to exclude personal information 
arising out of the circumstances listed in schedule 1 rather than documents.  

Consistency of privacy principles 
 
Adopting a single set of privacy principles in Queensland would ensure consistency of privacy 
obligations across all Queensland government agencies.  Currently, this consistency does not exist.  

The Information Privacy Principles (IPPs) and the National Privacy Principles (NPPs) create two 
separate sets of privacy obligations and privacy rights under the IP Act. The NPPs apply to health 
agencies; the IPPs apply to all other agencies.   

OIC submits that having two sets of privacy principles creates unnecessary confusion for the 
community and inconsistency between agencies.  It also necessitates double-handling for whole of 
government privacy resources, for example, whole of government privacy training such as that 
produced by the OIC.  It also creates the situation where government employees who move from a 
health agency to another agency or vice versa have to relearn the privacy rules with which they must 
comply.  

The existence of two different sets of principles also impacts on whole of government contractors. 
Under Chapter 2, part 4 of the IP Act contractors can be bound to comply with the privacy 
principles5.  Health agencies bind their contractors to the NPPs; all other agencies bind their 
contractors to the IPPs.  This means different obligations will apply to the contractor depending on 
which agency they contract with.  

OIC considers that a single set of privacy principles which applied to all Queensland government 
agencies would eliminate these issues.   As part of simplifying compliance, OIC suggests that section 
33, which is a privacy principle as defined in schedule 6 of the IP Act, be included in the single set of 
privacy principles, rather than remaining as a section in chapter 2.  

                                                           
5 In the circumstances set out in Sections 34 and 35 of the IP Act. 
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Information versus documents 
 
The IPPs do not apply to personal information generally; they only apply to personal information 
contained in a document. Conversely, the NPPs apply to all personal information, regardless of 
whether or not it is contained in a document. 

Health agencies are required to comply with the NPPs while all other agencies are required to 
comply with the IPPs.  This means that, for example, personal information provided verbally to an 
officer of a non-health agency is not protected by the IP Act; if the officer belonged to a health 
agency, the personal information would be protected by the IP Act. OIC submits that privacy 
protections should be consistent across all Queensland agencies.   

The NPPs have never required personal information to be contained in a document before their 
protections apply. OIC has not encountered any issues with regulating, implementing or supporting 
health agency compliance arising from there being no requirement that personal information be 
contained in a document. As such, OIC does not anticipate that regulation of the IPPs with the 
document requirement removed would present any difficulties.  

 APPs or a single set of Queensland Privacy Principles 
 
The APPs grew out of recommendations made by the ALRC in Report 108 For Your Information: 
Australian Privacy Law and Practice (the Report), which was the culmination of a twenty-eight 
month inquiry into the Privacy Act 1988 (Cth). This inquiry considered the extent to which the 
Privacy Act 1988 and related laws provided an effective privacy protection framework for Australia 
and canvassed the issue of national consistency. 

The threshold issue considered by the ALRC was whether or not national consistency was important. 
Numerous stakeholders submitted to the review that it was, identifying the inconsistency of privacy 
regulation of the private sector, including the private health sector, as the cause of unnecessary 
compliance burden and expense.   

The ALRC concluded that inconsistent privacy regulation does cause problems and that national 
consistency should be one of the goals of privacy regulation.  However, OIC notes that the majority 
of issues raised by submitters to the review involved the inconsistency of private sector privacy laws; 
the Report does not discuss difficulties associated with different privacy laws applying across the 
public sectors before recommending national consistency.   

The APPs are intended to apply to the diverse ranges of entities subject to the Privacy Act 1988 
(Cth), including private entities with a turnover in excess of three million dollars per year, health care 
providers, and Commonwealth government agencies.   The APPs have had to cater for these entities’ 
differing priorities and areas of operation.  In contrast, Queensland’s IP Act applies only to 
Queensland government agencies. This has allowed the IP Act to have a degree of specificity tailored 
to the particular needs and operations of government.  
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The APPs do not come into force until March 2014. This means that at this time they are untested 
and untried.  As the APPs become operational, their interpretation and practical application will be 
subject to debate and possibly amendment.  If the Queensland Government were to adopt the APPs, 
it would similarly adopt the uncertainty that will be associated with them until they are understood 
and ‘bedded in’.   

While there are strong similarities between all privacy principles, some of the APPs may have lesser 
relevance6 to Queensland government agencies, given they have been drafted to apply to both the 
private and public sector. As noted above, adoption of the APPs at this point would require 
Queensland government agencies to familiarise themselves with, and adapt their processes to, an 
entirely new set of privacy principles. 

OIC agrees that simplification would have a positive impact on agency compliance and potentially 
reduce agencies’ corresponding administrative burden. However, adopting the APPs is likely to 
introduce uncertainty regarding government agency obligations, with new principles better suited to 
the private sector.  

OIC’s experience is that agencies have worked hard over to the last four years to develop a strong 
familiarity, and corresponding high level of compliance, with their existing privacy obligations, 
particularly local government, which had not previously been subject to privacy regulation.  As 
agencies move to new avenues of service delivery and explore new business methods they are 
readily incorporating privacy principles into their new working practices.  This is demonstrated by 
the discussions relating to Government’s recent moves to offer higher levels of digital service 
delivery and the success and expansion of the Open Data scheme.  

OIC suggests that, at this time, a move to adopt the APPs would impose an administrative burden on 
agencies as they would have to develop a similar familiarity with the new principles, and adapt them 
to their new working practices, without the extensive guidance OIC is currently able to provide.  

OIC suggests that, rather than adopting the APPs in Queensland, it would be preferable to align the 
IPPs with the NPPs by amalgamating them into a single set of principles based on the NPPs: the 
Queensland Privacy Principles or QPPs.  

While there are differences between the IPPs and NPPs which would require a minor period of 
adjustment if Queensland moved to amalgamated QPPs, in most cases these differences are 
relatively minor; the NPPs simplify obligations contained in the IPPs rather than change them.  This is 
demonstrated by the Discussion Paper itself, which discusses issues relating solely to the IPPs 
because those issues are simply not present in the NPPs7.   

OIC suggests the adoption of QPPs would have a positive impact on agencies’ privacy compliance 
burden and would impose a relatively short period of adjustment and a correspondingly small 
expenditure of resources for the transition.   

 

                                                           
6 For example - APP 7 is solely concerned with the direct marketing activities of entities, much of which would arguably have little 
applicability to government agencies.  
7 See, for example, the discussion on the security obligations in IPP 4 at Question 14.0. 
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Schedule 1: documents but not information 
 
Schedule 1 of the IP Act lists documents to which the privacy principles do not apply.   These are 
documents which arise out of the specific situations set out in schedule 1.  For example, schedule 1, 
section 3 of the IP Act excludes a document to the extent it contains personal information arising out 
of a complaint under the Police Service Administration Act 1990, part 7 or a complaint, or an 
investigation of misconduct, under the Crime and Misconduct Act 2001.  To be excluded under this 
section the document itself must have arisen out of the complaint investigation; only the document, 
not the personal information within it, is excluded from the privacy principles. This creates the 
situation where information extracted from the excluded document is once again subject to the 
privacy principles.  

OIC suggests that schedule 1 be amended to exclude the personal information which arises out of 
these situations, rather than the documents.  

15.0 Should the words ‘ask for’ be replaced with collect for the purposes of IPPs 2 and 3? 
 
Recommendation four: OIC recommends amending IPP 2(2) to omit the words ‘asks the individual’ 
and replace them with the wording from NPP 1: ‘collects personal information about the individual 
from the individual’.  OIC also suggests making the same amendment to IPP 3(2).  OIC notes, 
however, that this issue would be resolved by unifying the IPPs and NPPs into the QPPs. 

Information Privacy Principle 2 (IPP 2) requires an agency to provide certain information to an 
individual when it asks that individual for their personal information.  Conversely, National Privacy 
Principle 1 (NPP 1) requires health agencies to provide certain information to an individual when it 
collects personal information about the individual from the individual.  

The use of the word ‘asks’ in IPP 2(2) has created confusion amongst agencies about when the 
requirements in IPP 2 apply. One interpretation is that IPP 2 applies only when an agency actively 
obtains information on a personal level. Another interpretation is that it also includes indirect 
collection, for example through an online agency forms. A broader interpretation is that IPP 2 
applies to any collection of information from the individual, including purely passive collections such 
as CCTV recording.   

It does not appear to be consistent with the objects of the IP Act that personal information would be 
covered by IPP 2 if an officer hands an individual a form and asks them to fill it out, but would not 
apply to the same form discovered online and completed by the individual.  

OIC notes that NPP 1, which governs collection of personal information by health agencies, does not 
present this issue as it refers to collection rather than using the word ask.  

This confusion creates uncertainty for agencies, individuals, and the OIC, particularly in relation to its 
monitoring and support functions.  Additionally, OIC considers that it is appropriate that privacy 
protections apply to all personal information collected from individual by an agency, regardless of 
the agency which collects it or the circumstances under which the information was collected.  
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SHARING INFORMATION 
2.0 Does the IP Act inappropriately restrict the sharing of information? If so, in what 
ways? Do the exceptions need to be modified?  
 
Recommendation five: OIC recommends improving the information sharing rules by adopting a 
single set of privacy principles based on the NPPs for Queensland government agencies.  
Alternatively, OIC recommends amending IPPs 10 and 11 so that the same information sharing 
rules apply to all Queensland agencies.  

Recommendation six: OIC recommends amending IPPs 10 and 11 and NPP 2 (or the equivalent QPP 
should the IPPs and NPPs be amalgamated into a single set of QPPs) to permit: 

• an agency to use and disclose personal information where that use or disclosure is 
reasonably necessary for the purposes of enabling a bound contracted service provider to 
fulfil the obligations of their contract; and  

• a bound contracted service provider to use personal information and disclose it to the 
contracting agency where it is reasonably necessary to fulfil the obligations of their 
contract. 

Recommendation seven:  Other than as noted above OIC does not recommend modifying the rules 
in the IP Act which allow information sharing.  Section 157 (waiver or modification of the privacy 
principles) is sufficient to effectively deal with unique situations not covered by the information 
sharing rules set out in the IP Act.  

The IP Act does not limit the entities with whom information can be shared. Rather, it regulates the 
situations in which information can be shared.  The circumstances in which an agency is permitted to 
share personal information with a third party include the following:  

• Where it is necessary for law enforcement activities8.    
• Machinery of Government changes brought about by an Administrative Arrangements Order 

or other legislation.  
• Minimising threats to individuals or to the public, such as dealing with emergency or disaster 

situations. 
• Briefing Ministers in relation to their portfolio responsibilities.  
• Responding to or discussing personal information published by the individual. 
• Where the individual consents to the sharing or was made aware when the information was 

collected that the information sharing was going to occur. 
• Where the sharing is authorised or required by law.  

These rules are set out in the Information Privacy Principles, National Privacy Principles, and Chapter 
2 of the IP Act.  OIC’s experience is that the privacy principles have sufficient flexibility to allow the 
flow of information for legitimate purposes. The capacity of OIC to grant applications for waiver and 

                                                           
8 Including criminal offences, breaches of laws which impose penalties or sanctions, proceeds of crime laws, public revenue protection, 
seriously improper conduct breaches, and preparation for, or conduct of, proceedings before any court or tribunal, or implementation of 
the orders of a court or tribunal. 
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modification (see following discussion) caters for exceptional circumstances. However, OIC 
acknowledges that some minor refinement could provide certainty for agencies.  

Information sharing in a consistent model 
 
As discussed in response to Questions 1.0, 13.0 and 15.0, OIC supports the adoption of a consistent 
set of privacy principles, based on the NPPs, which apply to all Queensland government agencies – 
the QPPs.   

There are minor differences between when the IPPs allow personal information to be used for a 
secondary purpose and when they allow it to be disclosed.  OIC’s experience is that these differences 
have little to no practical impact. OIC notes that the NPPs have the same rules for use of personal 
information for a secondary purpose and disclosure of personal information.  OIC’s view is that a 
simpler consistent regime is preferable to one where different rules apply to different agencies.  

Outsourcing arrangements and disclosure 
 
Chapter 2, part 4 of the IP Act can require a service provider to be bound to comply with the 
obligations in the privacy principles as if it were the government agency.  If an agency outsources 
one or more of its functions and this will involve the movement of personal information the agency 
must comply with chapter 2, part 4.  If bound, the service provider is referred to as a ‘bound 
contracted service provider’. In this way, the IP Act supports the outsourcing of government 
services. 

However, where outsourcing arrangement will involve personal information, there can be 
difficulties. The transfer of personal information to the service provider may be a disclosure, but this 
is not contemplated by the disclosure rules in the IPPs or NPPs.  Preparing the personal information 
or transfer may be a secondary use of personal information, but this is not contemplated by the use 
rules in the IPPs or NPPs.  

OIC suggests that it would be appropriate to amend the IPPs and NPPs (or include in the QPPs if 
adopted) to permit the use and disclosure of personal information where it is a necessary part of 
complying with a contract where the contractor is a bound contracted service provider.  

Waiver and modification 
 
Section 157 of the IP Act allows an agency to apply to OIC for a waiver or modification of the privacy 
principles in situations where the principles are preventing an agency’s activities. In order to be 
granted, non-compliance, or complying in a different way, with the privacy principles must outweigh 
the public interest in complying with the privacy principles as they appear in the IP Act.  

Since July 2009, OIC has received only six formal applications under section 157 for a waiver of the 
privacy principles. All of these applications were made because the agency considered that it was in 
a unique situation which could not be reconciled with the existing privacy principles. Decisions giving 
an approval for a waiver or modification of privacy principles are published on OIC’s website.  
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DEFINITION OF ‘PERSONAL INFORMATION’ 
3.0 Should the definition of personal information in the IP Act be amended to bring it into 
line with the definition in the Commonwealth Privacy Amendment Act 2012?  
 
Recommendation eight: OIC recommends amending the definition of personal information to 
reflect the definition in the Commonwealth Privacy Act.  

The definition of personal information in the IP Act is “information or an opinion, including 
information or an opinion forming part of a database, whether true or not, and whether recorded in 
a material form or not, about an individual whose identity is apparent, or can reasonably be 
ascertained, from the information or opinion”9. 

Given the reference to ‘information or opinions in a database’, this definition appears to be archaic, 
dating from a time when databases were not common.  It is also cumbersome and would benefit 
from amendment that streamlines and clarifies the definition.   

OIC notes that the definition of personal information in the IP Act is not only used for the privacy 
principles. It is also used for Chapter 3 of the IP Act, which contains access and amendment rights, 
and for the Right to Information Act 2009 (RTI Act)10. 

OIC agrees that amending the definition of personal information to replicate the Commonwealth 
definition would not significantly change the scope of personal information in Queensland for the 
privacy principles. OIC notes that the amendment does not appear to create any negative 
consequences for applications under the IP Act or RTI Act, nor for the application of the RTI Act 
public interest factors which refer to personal information.  

                                                           
9 Section 12, IP Act 
10 Schedule 6, RTI Act, definition of personal information 
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QUEENSLAND GOCS  
4.0 Should government owned corporations in Queensland be subject to the Queensland 
IP Act or should they continue to be bound by the Commonwealth Privacy Act?  
 
Recommendation nine: No recommendation. However OIC notes that GOCs are bound by the 
Privacy Act which provides similar obligations to the IP Act.   

Schedule 2 of the IP Act states that a government owned corporation (GOC) or a subsidiary of a 
government owned corporation is not subject to the privacy principles. A GOC is an entity to which 
the privacy principles do not apply.   

OIC notes that GOCs are subject to the Privacy Act 1988 (Commonwealth). Given that the GOCs 
operate in a commercial environment OIC suggests that it may be appropriate that they continue to 
be bound by the Privacy Act, which provides a similar level of protection for the community in 
relation to handling and use of their personal information.      
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TRANSFERRING PERSONAL INFORMATION OUT OF AUSTRALIA 
5.0 Should section 33 be revised to ensure it accommodates the realities of working with 
personal information in an online environment?  
6.0 Does section 33 present problems for agencies in placing personal Information online? 
 
Recommendation ten: OIC recommends amending section 33 to regulate ‘disclosure’ of 
information out of Australia rather than ‘transfer’ out of Australia.  

Recommendation eleven: OIC recommends investigating incorporating Victoria’s Information 
Privacy Principle 9 into section 33 of the IP Act. 

Section 33 is the privacy principle that regulates overseas transfer of personal information.  It has 
ben OIC’s experience that, as it is currently formulated, it is of limited utility when working in an 
online environment.   

Regulating transfer 
 
Section 33 of the IP Act regulates the transfer of personal information out of Australia.  The word 
transfer is not defined in the IP Act.  

Transfer in this context means the act of sending information from Australia to another country, 
regardless of who retains control of the information. For example, faxing a document from 
Queensland to an agency officer travelling overseas on agency business would constitute a transfer 
which would have to comply with section 33, as would that same officer travelling out of Australia 
with agency files or computer equipment containing personal information.    

OIC suggests that the use of the word transfer, which has a very broad meaning, can not only create 
unnecessary complexity but also produce outcomes that defy common sense11. Transfer is simply 
the movement of personal information; it requires the same level of compliance activity regardless 
of whether or not the agency retains control of the information and has no regard to the content of 
the information.     

Disclosure is defined in section 23 of the IP Act: information is disclosed if the entity the information 
is being given to does not know it and is not in a position to find it out and the agency ceases to have 
control of the information.  OIC submits that regulating the disclosure of personal information out of 
Australia rather than transfer would be more appropriate.   

OIC notes that one of the recent changes to the Privacy Act was to substitute disclosure for transfer 
in its equivalent provision to section 33. 12 

The Victorian model 

In addition to amending section 33 to regulate disclosure rather than transfer, OIC suggests that 
section 33 could be generally amended to increase its flexibility.  The Information Privacy Act 2000 
(Vic) regulates the flow of personal information outside of Victoria.  OIC does not support amending 
                                                           
11 For example, sending an individual their own personal information while they are overseas would constitute a transfer out of Australia 
and could require compliance with section 33. If they had not consented to receive it, the agency could be in breach of section 33.  
12 See APP 8.1 
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section 33 to regulate flow of information outside of Queensland, however Information Privacy 
Principle 9 (Vic) contains provisions which, if imported into Queensland’s IP Act, could make section 
33 sufficiently flexible to deal with both the online and offline environment.  

IPP 9 (Vic) allows information to be transferred in a number of circumstances that are not catered 
for in section 33. OIC suggests that it is more responsive to the day-to-day business requirements of 
agencies.  Factors which permit transfer in IPP 9 (Vic) include that the recipient is subject to privacy 
regulation substantially similar to the IPPs or that the organisation transferring has taken reasonable 
steps to ensure that it will not be held, used, or disclosed in a manner inconsistent with the IPPs. 
Additionally, IPP 9 (Vic) specifically permits transfer which is necessary for the performance of 
contracts and pre-contractual measures relating to the individual.   

Another significant difference between Victoria’s IPP 9 and Queensland’s section 33 is the former 
requires the agency to satisfy only one set of conditions whereas the IP Act’s equivalent provision – 
section 33(d) – requires two sets of conditions to be satisfied. 

Unlike IPP 9 (Vic), section 33 allows information to be transferred where authorised or required by 
law or necessary to lessen or prevent a serious threat to health and safety. OIC recommends 
retaining these if section 33 were to be amended to reflect the Victorian approach.  

7.0 Should an accountability approach be considered for Queensland? 
 
Recommendation twelve: OIC considers that the accountability approach is already in effective 
operation in Queensland and does not recommend amending the Act. OIC notes that regulating 
disclosure rather than transfer overseas will strengthen the effective operation of the 
accountability approach. 

The accountability principle discussed in the Australian Law Reform Commission’s Discussion Paper 
72 involved providing that agencies and organisations continue to be liable for any breaches of the 
privacy principles when an individual’s personal information is transferred outside Australia.13 ALRC 
stated that “an agency or organisation should not be liable for the handling of personal information 
after it has been transferred to another entity when the individual in question consents to the 
transfer.”14   

As noted in the Discussion Paper, the ALRC supported that an agency should not be accountable if 
the information is being sent to a jurisdiction with effective privacy regulation, the individual has 
provided informed consent to the transfer, or the transfer was authorised or required by law.  

OIC suggests that, in effect, the accountability approach is already in use in Queensland.  An 
individual is able to make a complaint about, or the Information Commissioner to take compliance 
action against, an agency which has breached the privacy principles.  The definition of privacy 
principle in schedule 5 of the IP Act includes section 33.  Section 33 allows an agency to transfer 
information out of Australia in compliance with section 33, which means if the agency does so, the 

                                                           
13 Paragraph 28.65 http://www.austlii.edu.au/au/other/alrc/publications/dp/72/28.html#Heading143 
14 Paragraph 28.69 http://www.austlii.edu.au/au/other/alrc/publications/dp/72/28.html#Heading143 
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agency has not breached the privacy principles and is no longer accountable for what happens to the 
information.   

This will be strengthened by amending section 33 to govern disclosure rather than transfer, as the 
definition of disclosure requires the agency to cease to have control of the information.  

OIC does not see any compliance advantage to specifying in section 33 that an agency ceases to be 
responsible for information transferred in reliance on section 33, however it may provide certainty 
for agencies or individuals.   
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PRIVACY COMPLAINTS 
 
Recommendation thirteen: OIC recommends amending the Act to remove the 45 business day time 
frame before complaints can be brought to OIC and replace it with a discretion to accept privacy 
complaints based on specific circumstances.  

Recommendation fourteen: OIC recommends the introduction of mechanisms to refine and 
streamline Chapter 5 of the IP Act. OIC suggests the complaint provisions in the Information 
Privacy Act 2000 (Vic) could be adapted in Chapter 5 of the IP Act.  

8.0 Should the IP Act provide more detail about how complaints should be dealt with?   
 
Chapter 5 of the IP Act deals with complaints about a breach of the privacy principles.  It provides 
very little detail on how complaints are to be made to, or dealt with by, an agency.  Section 166(3)(a) 
requires an individual to have first complained to ‘an appropriate person within the relevant entity 
under the complaint management system of the relevant entity’. Section 166(3)(b) effectively gives 
an agency a minimum period 45 business days to resolve a privacy complaint. 

It is OIC’s experience that agencies and complainants benefit from flexibility in the management of 
privacy complaints.  OIC notes that the Discussion Paper refers to the prescriptive nature of 
Chapter 3 of the IP Act, which deals with applications for access and amendment, as a comparison 
for the non-prescriptive nature of Chapter 5 as it applies to agency processes.  It is OIC’s view that 
these two processes are not directly comparable and Chapter 3 should not serve as a basis for how 
agencies are required to deal with privacy complaints.   

9.0 Should the IP Act provide more flexibility about the timeframe for complaints to the 
OIC to be lodged?  
 
Under section 166(3) of the IP Act before a complainant can bring their privacy complaint to OIC 
they must give the agency a minimum of 45 business days, to deal with the complaint to the 
complainant’s satisfaction.  

These requirements can have two significant but contrasting effects on the management of privacy 
complaints. The prescriptive nature of this section requires the individual not only to make their 
complaint to the agency, but to direct it to a specific person within that agency.  For example, if the 
agency has a dedicated person that deals with privacy complaints the complainant is obligated to 
direct their privacy complaint to them.   

A breakdown in this process, such as the complainant failing to direct their complaint to the 
appropriate person, can result in the agency having the complaint for 45 business days but not 
necessarily dealing with it as a privacy complaint.  If the complainant were to then lodge their 
privacy complaint with OIC it would have to be remitted back to the agency to deal with as a privacy 
complaint, at which point the complainant would have to wait another 45 business days. In OIC’s 
experience this is a common occurrence. 
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Another common circumstance occurs when the agency’s appropriate person deals expeditiously 
with a privacy complaint and provides the complainant with a final decision15 on their privacy 
complaint.  A complainant who is dissatisfied with the agency’s response to their privacy complaint 
must, despite the agency having (from the agency’s perspective) resolved their complaint, wait out 
the remainder of the 45 business day period before they can bring their complaint to OIC. A 
complainant who fails to do so will have their complaint declined by OIC and will be advised that 
they must re-lodge at the 45 business day mark.  

Both of these scenarios engender frustration in the complainant: at the system, with the agency, and 
with OIC. In a jurisdiction that heavily emphasises the informal resolution of complaints, the capacity 
for the process to be a source of frustration is inimical to the resolution of complaints.  

In the 2012–2013 financial year, 33% of privacy complaints lodged with OIC were not accepted 
because they did not meet the requirements of section 166(3) of the IP Act. 

OIC’s experience in dealing with privacy complaints has suggested a number of ways the complaint 
framework could be improved. 

Section 164 requires that, for a complaint to constitute a privacy complaint, a breach of an 
individual’s privacy must have occurred. There is no capacity for someone to make a privacy 
complaint about a program or system that would automatically result in a privacy breach.  OIC 
submits that this is the equivalent of a situation where an employee becomes aware of an obviously 
unsafe area of their workplace but it cannot be rectified until someone actually suffers a safety 
incident.  

Section 25 of the Information Privacy Act 2000 (Vic) does not define privacy complaints, but rather 
provides that an individual whose personal information is, or has at any time been, held by an 
organisation may complain to the Privacy Commissioner about an act or practice that may be an 
interference with the privacy of the individual.  

OIC suggests that amending the IP Act to reflect the Victorian provision could improve the handling 
of privacy complaints. If this approach is adopted in Queensland’s IP Act, OIC recommends retaining 
the condition that the individual must first have made their complaint to the agency.   

Rather than defining how much time must have passed before a complainant can bring their 
complaint to the Commissioner, section 29 of the Information Privacy Act 2000 (Vic) sets outs the 
circumstances in which the Commissioner can decline a privacy complaint, which include that: 

• although a complaint has been made to the Privacy Commissioner about the act or practice, the 
complainant has not complained to the respondent 

• the complainant has complained to the respondent about the act or practice and either-  
o the respondent has dealt, or is dealing, adequately with the complaint; or 
o the respondent has not yet had an adequate opportunity to deal with the complaint 

                                                           
15 Note that that there is no decision making power in Chapter 5 of the IP Act, however the process of dealing with and resolving a privacy 
complaint requires an agency to decide whether or not there has been a breach of the privacy principles in relation to the complainant’s 
information.  
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OIC suggests that this approach allows the most responsive method of dealing with privacy 
complaints, giving OIC the discretion to accept or decline complaints based on how the agency is 
dealing with the complaint rather than by reference to an arbitrary time period.   
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POWERS OF THE PRIVACY COMMISSIONER 
10.0 Are additional powers for the Information Commissioner to investigate matters 
potentially subject to a compliance matter necessary?  
 
Recommendation fifteen: OIC recommends amending the Act to provide the Information 
Commissioner with a general power to investigate compliance matters.  

OIC has not experienced any difficulties with the current compliance powers available to the 
Information Commissioner. OIC notes that it has not issued a compliance notice during this time. In 
2010 OIC conducted the Review of handling of personal information contained in go cards under 
section 135 of the IP Act, but found that it was not necessary to issue a compliance notice in that 
instance.  

However, OIC considers that it would be appropriate to include in the IP Act a general power as 
exists in section 125 of the RTI Act and the Commonwealth Privacy Act. 

PERSON ACTING AS AGENT FOR CHILD 
11.0 Should parent’s ability to do things on behalf of a child be limited to Chapter 3 access 
and amendment applications?  
 
Recommendation sixteen: OIC recommends that section 196(1)(b) and related definitions be 
amended, consistent with OIC’s recommendations in the RTI discussion paper that section 25 of the 
RTI Act (and consequentially section 45 of the IP Act), to remove provisions which specifically 
enable a parent to act on behalf of a child so that the general agency provisions will apply.  

Section 196(1)(a) of the IP Act allows one person to act as an authorised agent for another person, 
and section 196(1)(b) specifically allows a child’s parent to do anything that the child could do if the 
child were an adult, in relation to an access or amendment application or other matter under the IP 
Act.  Both section 196(1)(a) and (b) allow parents to act on behalf of their children in making a 
privacy complaint.  

OIC notes that in its response to question 6.6 of the discussion paper on RTI and Chapter 3 of the IP 
Act (RTI discussion paper) that it recommends removing section 25 of the RTI Act. If OIC’s 
recommendation in response to question 2.1 of the RTI discussion paper (that access and 
amendment rights be moved from the IP Act to the RTI Act), is not followed, OIC also recommends 
removing section 45 of the IP Act, which equivalent to the RTI Act’s section 25.    

Section 25 of the RTI Act and section 45 of the IP Act allow for applications to be made by parents on 
behalf of children.  This right is additional to the general rule that an applicant can have another 
person apply on their behalf. In OIC’s experience, the existence of these provisions can cause 
unneeded complexity, as it involves, among other things, having to assess whether the parent is 
genuinely applying on behalf of the child. This can be difficult to determine.  The majority of the 
application also require an assessment of the child’s best interests, which, again, can be difficult for 
a decision-maker to determine.  
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Consistent with its recommendation in the RTI discussion paper, OIC believes that section 196(1)(b) 
and related definitions should be amended to remove provisions which specifically enable a parent 
to act on behalf of a child so that the general agency provisions will apply.  
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GENERALLY AVAILABLE PUBLICATIONS  
 
12.0 Should the definition of generally available publication be changed? Is the 
Commonwealth provision a useful model?  
 
Recommendation seventeen: OIC recommends amending schedule 1, section 7 of the IP Act to 
exclude both the document and the information it contains from the privacy principles where the 
document is a generally available publication. 

Recommendation eighteen: OIC recommends removing the words ‘or is to be made’ from the 
definition of generally available publication. 

Schedule 1 of the IP Act lists documents to which the privacy principles do not apply. Section 7 
includes generally available publications. A generally available publication is defined in schedule 5 as 
‘a publication that is, or is to be made, generally available to the public, however it is published’. 

OIC suggests that the way generally available publications currently work in Queensland could be 
improved.   

Adopting the Commonwealth model 
 
The Commonwealth definition of a generally available publication is “a magazine, book, newspaper 
or other publication (however published) that is or will be generally available to members of the 
public whether or not it is published in print, electronically or in any other form and (b) whether or 
not it is available on the payment of a fee16”. 

OIC supports including the specifics relating to mode of publication and the payment of a fee.  OIC 
does not support otherwise amending the Queensland definition to reflect the Commonwealth 
definition. OIC suggests that Queensland definition, based on whether the document is available to 
the public, provides greater flexibility for agencies.  

Documents but not the information  
 
The exclusion of generally available publications from the privacy principles only extends to the 
document which is generally available.  If the information is extracted from the document that 
information is no longer excluded from the privacy principles. This could create a situation where an 
agency could, for example, publish a scanned copy of a document on their website but if they 
extracted the information and placed it directly on the website it could be a violation of the privacy 
principles.   

OIC notes that the definition of disclosure17 provides an agency with some leeway in these or similar 
circumstances, but only in relation to the disclosure principles. The other privacy principles would 
arguably still apply.  In particular, publishing an extract of a generally available publication on a 

                                                           
16 Section 6, Privacy Act 1988 
 17 An agency does not disclose information if the entity it is being given to already knows it or is in a position to find it out.  
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website could potentially be a breach of section 33 of the IP Act, as discussed earlier in this 
submission. 

Intended to be made  
 
The definition of generally available publication includes publications that are generally available to 
the public and documents that are intended to be made generally available to the public.   

The exclusion of generally available documents (and information, as noted above) from the privacy 
principles is logical. It would make little sense for an agency to manage a document in accordance 
with the privacy principles when it is freely available to the public. The same is not true of a 
document which is intended to be made public but it has not yet happened.   

12.1 Exclusion of email in transit from the privacy principles 
 
Recommendation nineteen: OIC recommends adding emails in transit to schedule 1, section 7 of 
the IP Act.  

In addition to excluding generally available publications from the privacy principles, schedule 1, 
section 7 of the IP Act also excludes a letter or anything else while it is being transmitted by post.  
When an agency posts a letter it loses control of the letter and the personal information it contains; 
as such, it is appropriate that the privacy principles do not apply to it.    

OIC suggests that a similar exclusion should exist for email while it is being transmitted.  When an 
email is sent it travels out of the agency’s network and through a number of routers until it reaches 
its destination.  It is effectively out of the agency’s control once it has been sent.  These routers may 
be located in Australia or they may be located overseas.  The agency has no capacity to determine 
the path the email will take on its way to its destination.  
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REASONABLENESS IN SECURITY MEASURES 
14.0 Should IPP 4 be amended to provide, in line with other IPPs, that an agency must 
take reasonable steps to ensure information is protected against loss and misuse?  
 
Recommendation twenty: OIC recommends amending IPP 4 to require an agency to take 
reasonable steps to protect information. OIC suggests that this could best be achieved by 
amending IPP 4 to mirror NPP 4.  

OIC notes that this issue would be resolved by unifying the IPPs and NPPs into a consistent set of 
privacy principles based on the NPPs.  

IPP 4(1)(a) currently requires an agency that controls a document containing personal information to 
ensure that information is protected against loss, unauthorised access, use, modification or 
disclosure, and any other misuse.   IPP 4(2) expands on this definition by requiring the protections in 
IPP 4(1) to include security safeguards adequate to provide the level of protection that could 
reasonably be expected to be provided.  While IPP 4(2) introduces a level of reasonableness in 
relation to the security safeguards, IPP 4(1) has no such reasonableness test.  

OIC’s experience during implementation of the IP Act in mid-2009 was that agency privacy officers 
expressed significant concerns about the absolute nature of IPP 4(1).  OIC notes that the lack of a 
reasonableness test has the potential to place an unreasonable burden on agencies, potentially 
making them responsible for a privacy breach that occurs despite the agency making every 
reasonable effort to protect the information.   

OIC also notes that this obligation is not consistent with the obligation on health agencies in NPP 4, 
which requires a health agency to take reasonable steps to protect information, and health agencies 
are highly likely to hold extremely sensitive information.  
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ADDITIONAL ISSUES RECOMMENDED FOR INVESTIGATION 
Section 28 and 32 – exclusion of self-published information from the privacy principles 
 
Recommendation twenty-one: OIC recommends amending Sections 28 and 32 of the IP Act to: 

• require personal information to be directly connected with, or directly relevant to, 
personal information published or provided for publication by the individual 

• require a public interest assessment to be made before an agency is entitled to disregard 
the specified privacy principles.  Wording similar to that in section 157(4) could be used, for 
example: “An agency must be satisfied that the public interest in not complying with the 
specified privacy principles outweighs the public interest in complying with them in 
relation to personal information…”  

• remove IPP 8 and NPP 3 from the specified privacy principles; and 
• include section 33 in the specified privacy principles. 

When an individual publishes their personal information or provides it for the purposes of 
publication, for example, they make a Facebook post or write a letter to the editor of a newspaper, 
Sections 28 and 32 of the IP Act allow an agency to disregard specified privacy principles18 when 
dealing with any personal information related to or connected with that which was published or 
provided to be published.  

OIC understands that the purpose of these sections is to allow an agency to correct the public record 
and so prevent harm which could be caused by inaccurate material being presented to the public, 
however OIC has found that there a number of concerns raised by this section:  

• The connection between the information which was published and the information which 
the agency is not required to treat in accordance with the specified privacy principles is very 
tenuous, requiring only connection or relevance, as opposed to a direct connection or direct 
relevance. This means that an agency can potentially disclose further personal information 
than that which had been put into the public domain19 by the individual. 
 

• There is no public interest test which requires an agency to assess the public interest harm 
caused by dealing with personal information outside of the specified privacy principles 
compared with the harm caused by the information remaining uncorrected in the public 
record. 
 

• The exclusion of the privacy principles requiring an agency to take reasonable steps to make 
sure personal information is accurate (IPP 8 and NPP 3).  If personal information is to be 
used and/or disclosed without regard to the privacy principles—particularly where it is being 
done to correct errors in the public record—it would seem important that steps be taken to 
ensure its accuracy.  

                                                           
18 For Section 28, agencies may disregard Information Privacy Principles 8, 9, 10 or 11; for section 32, health agencies may disregard 
National Privacy Principles 2, 3 (in relation to use or disclosure), or NPP 9(4). 
19 And not even necessarily in the public domain. Sections 28 and 32 apply at the point where the personal information had simply been 
given for the purpose of publication.  
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OIC recognises the importance of Sections 28 and 32, but also recognises that it is important to 
strike an appropriate balance between agencies’ need to use personal information and privacy 
protections for the community. OIC notes that in their current form Sections 28 and 32 do not 
appear to find an appropriate balance. 

OIC also notes that section 33, which contains the overseas transfer rules, is not included in Sections 
28 and 32. This can cause difficulties in some agency interactions with the public. The most common 
occurrence that OIC has observed is where an agency is interacting with someone on Facebook.  
Given that Facebook is an American company with a computer infrastructure based in America, 
entering personal information into a Facebook post requires the agency to transfer it overseas.  
Section 33 may make this difficult or impossible, depending on the circumstances.   

Given the increasing use of social media and other online methods of communication, OIC suggests 
that it would be appropriate to include section 33 in the list of privacy principles with which an 
agency need not comply.  

Application of IPPs 6-7 or NPPs 6-7 to bound contracted service providers 
 
Recommendation twenty-two: OIC recommends investigating a mechanism to remove a bound 
contracted service provider’s ability to refuse to give access to, or amend, personal information 
under the privacy principles.  
 
Under Chapter 2, part 4 of the IP Act a private entity contracting with government can be bound to 
comply with section 33 of the IP Act and the IPPs or the NPPs20 as if they were an agency, becoming 
a bound contracted service provider.  However, while the privacy principles relating to access and 
amendment apply to them, bound contracted service providers may not be required to give effect to 
them.  

IPPs 6-7 and NPPs 6-7 contain obligations that require agencies to: 

• give individuals access to their personal information; and 
• allow individuals to amend their personal information.  

 
However, these IPPs and NPPs contain exceptions:  

• an agency is not required to give access to personal information under IPP 6 or NPP 6 if, 
under an access law of the State, it would be authorised or required to refuse access21; and 

• the right to amend in IPP 7 and NPP 7 applies subject to any limitation in a State law which 
provides for personal information amendment22.   

 
Chapter 3 of the IP Act contains rights of access to, and amendment of, personal information in the 
possession or control of an agency. An agency is defined as including a Minister, department, local 
government or public authority.   Chapter 2, part 4 cannot apply where the contracting entity is an 
agency23 and, despite being bound to comply with the privacy principles, a bound contracted service 

                                                           
20 Contractors to health agencies comply with the NPPs; contractors to all other agencies comply with the IPPs.  
21 IPP 6(2)(a); NPP 6(2)(a). 
22 IPP 7(2); NPP 7(2). 
23 Section 34(1) of the IP Act.  
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provider does not become an agency.   An individual cannot apply under Chapter 3 of the IP Act to 
the bound contracted service provider to access or amend personal information.  

If an individual tried to apply under Chapter 3 of the IP Act the bound contracted service provider 
would be entitled to refuse access or amendment. Because they are entitled to refuse to give access 
to, or amend, personal information under a State law they are also entitled to do so under IPPs 6-7 
or NPPs 6-7.   

It would arguably still remain open for a bound contracted service provider to give access to, or 
amend, personal information but it would be discretionary and not required. This could result in 
situations where the community is unable to: 

• access their personal information when it is held by contracted service provider; or 
• have incorrect personal information held by a contracted service provider amended.  

 
If a bound contracted service provider is authorised by the privacy principles to refuse access or 
amendment a privacy complaint (the remedy for a failure to comply with the privacy principles) will 
not assist the individual.  

It does not appear to OIC that it was intended that bound contracted service providers would be 
able to avoid access and amendment obligations in the IPPs and NPPs. OIC suggests that removing 
this impediment be investigated.  
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APPENDIX A: RELEVANT SECTIONS OF THE INFORMATION PRIVACY ACT 2000 (VIC) 
Information Privacy Principle 9-Transborder Data Flows 
 
9.1. An organisation may transfer personal information about an individual to someone (other than 
the organisation or the individual) who is outside Victoria only if- 
 
(a)  the organisation reasonably believes that the recipient of the information is subject to a law, 
binding scheme or contract which effectively upholds principles for fair handling of the information 
that are substantially similar to the Information Privacy Principles; or 

(b)  the individual consents to the transfer; or 

(c)  the transfer is necessary for the performance of a contract between the individual and the 
organisation, or for the implementation of pre-contractual measures taken in response to the 
individual's request; or 

(d)  the transfer is necessary for the conclusion or performance of a contract concluded in the 
interest of the individual between the organisation and a third party; or 

(e)  all of the following apply- 

(i)  the transfer is for the benefit of the individual; 

(ii) it is impracticable to obtain the consent of the individual to that transfer; 

(iii) if it were practicable to obtain that consent, the individual would be likely to give it; or 

(f)  the organisation has taken reasonable steps to ensure that the information which it has 
transferred will not be held, used or disclosed by the recipient of the information inconsistently with 
the Information Privacy Principles. 

Back to discussion of section 33. 

Section 25 Complaints 
 
(1) An individual in respect of whom personal information is, or has at any time been, held by an 
organisation may complain to the Privacy Commissioner about an act or practice that may be an 
interference with the privacy of the individual. 
 
(2) A complaint may be made under subsection (1) if- 
 

(a)  there is no applicable code of practice in relation to the holding of the information by 
the organisation; or 
(b)  there is an applicable code of practice in relation to the holding of the information by 
the organisation but that code does not provide for the appointment of a code administrator 
to whom complaints may be made; or 
(c)  there is an applicable code of practice in relation to the holding of the information by the 
organisation that provides for the appointment of a code administrator and not less than 45 
days before complaining under subsection (1) the individual complained to the code 
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administrator in accordance with the procedures set out in that code but has received no 
response or a response that the individual considers to be inadequate. 

 
(3) In the case of an act or practice that may be an interference with the privacy of 2 or more 
individuals, any one of those individuals may make a complaint under subsection (1) on behalf of all 
of the individuals with their consent. 
 
(4) A complaint must be in writing and lodged with the Privacy Commissioner by hand, facsimile or 
other electronic transmission or post. 
 
(5) It is the duty of employees in the office of the Privacy Commissioner to provide appropriate 
assistance to an individual who wishes to make a complaint and requires assistance to formulate the 
complaint. 
 
(6) The complaint must specify the respondent to the complaint. 
 
(7) If the organisation represents the Crown, the State shall be the respondent. 
 
(8) If the organisation does not represent the Crown and- 
 

(a)  is a legal person, the organisation shall be the respondent; or 
 
(b)  is an unincorporated body, the members of the committee of management of the 
organisation shall be the respondents. 

 
(9) A failure to comply with subsection (6) does not render the complaint, or any step taken in 
relation to it, a nullity. 
 

Section 29 Circumstances in which Privacy Commissioner may decline to entertain 
complaint 
 
(1) The Privacy Commissioner may decline to entertain a complaint made under section 25(1) by 
notifying the complainant and the respondent in writing to that effect within 90 days after the day 
on which the complaint was lodged if the Privacy Commissioner considers that- 
 

(a)  the act or practice about which the complaint has been made is not an interference with 
the privacy of an individual; or 
(b)  the act or practice is subject to an applicable code of practice and all appropriate 
mechanisms for seeking redress available under that code have not been exhausted; or 
(c)  although a complaint has been made to the Privacy Commissioner about the act or 
practice, the complainant has not complained to the respondent; or 
(d)  the complaint to the Privacy Commissioner was made more than 45 days after the 
complainant became aware of the act or practice; or 
(e)  the complaint is frivolous, vexatious, misconceived or lacking in substance; or 
 
(f)  the act or practice is the subject of an application under another enactment and the 
subject matter of the complaint has been, or is being, dealt with adequately under that 
enactment; or 
 
(g)  the act or practice could be made the subject of an application under another enactment 
for a more appropriate remedy; or 
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(h)  the complainant has complained to the respondent about the act or practice and either- 
 

(i)  the respondent has dealt, or is dealing, adequately with the complaint; or 
 
(ii) the respondent has not yet had an adequate opportunity to deal with the complaint; or 
 
(i)    the complaint was made under section 27, on behalf of a child or a person with a 
disability, by an individual who has an insufficient interest in the subject matter of the 
complaint. 

 
(2) A notice under subsection (1) must state that the complainant, by notice in writing given to the 
Privacy Commissioner, may require the Privacy Commissioner to refer the complaint to the Tribunal 
for hearing under Division 5. 
 
(3) If the act or practice could be made the subject of an application under- 
 

(a)  the Privacy Act 1988 of the Commonwealth; or 
(aa) the Disability Act 2006; or 
(ab) Part VIA of the Freedom of Information Act 1982; or 
(b)  the Ombudsman Act 1973- 

 
the Privacy Commissioner may refer the complaint to the Federal Privacy Commissioner, the 
Disability Services Commissioner, the Freedom of Information Commissioner or the Ombudsman, as 
the case may be, and notify the complainant and the respondent in writing of the referral. 
 
(4) Before declining to entertain a complaint, the Privacy Commissioner may, by notice in writing, 
invite any person-  
 

(a)  to attend before the Privacy Commissioner, or an employee in the office of the Privacy 
Commissioner, for the purpose of discussing the subject matter of the complaint; or 
(b)  to produce any documents specified in the notice. 

 
(5) Within 60 days after receiving the Privacy Commissioner's notice declining to entertain a 
complaint, the complainant, by notice in writing given to the Privacy Commissioner, may require him 
or her to refer the complaint to the Tribunal for hearing under Division 5. 
 
(6) The Privacy Commissioner must comply with a notice under subsection (5). 
 
(7) If the complainant does not notify the Privacy Commissioner under subsection (5), the Privacy 
Commissioner may dismiss the complaint. 
 
(8) As soon as possible after a dismissal under subsection (7), the Privacy Commissioner must, by 
written notice, notify the complainant and the respondent of the dismissal. 
 
(9) A complainant may take no further action under this Act in relation to the subject matter of a 
complaint dismissed under this section. 
 

Back to discussion on complaints. 
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